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#### The plan is applied globally---that offends allies.

Herbert Hovenkamp 03. Ben V. & Dorothy Willie Professor of Law and History, University of Iowa. “Antitrust as Extraterritorial Regulatory Policy,” 48 Antitrust BULL. 629 (2003).

Today few of us are sympathetic with the view that the common law exists apart from and somehow transcends the jurisdiction of the courts that make it. Nevertheless, there is a powerful sense in which the rules of antitrust law are regarded as "natural," while explicitly regulatory rules are considered to be purely local, territorial, or political. This view is given considerable support by a powerful neoclassical economic model that views markets as natural, in the sense that they exist separate and apart from state policy making. 32

Within this model antitrust law is a kind of background umpire that does not make first instance choices about price, quantity, quality, new entry and the like, but that does limit the anticompetitive exercise of market power. Antitrust operates as a kind of "macro" version of contract law. The common law of contracts is designed to facilitate and protect the utility of individual private bargains; antitrust is designed to do much the same thing, but for markets as a whole. Under this conception a well defined set of antitrust principles always operates in the background, so to speak, permitting private bargaining to proceed without interference in the great majority of instances, but intervening when competitive processes go awry. Further, widespread agreement exists both inside and outside the United States on a set of core principles pertaining to such things as naked price fixing, market division agreements, and the like. Within this core, problems of extraterritoriality have largely been limited to the technical ones of devising appropriate jurisdictional rules and remedies.

In contrast, the power to regulate is different. Under the traditional view of regulation the power to set price, quantity, quality, or the right to enter a market emanates in the first instance from the government. Further, although there is widespread economic agreement on fundamental principles, regulatory design is much more specific to the sovereign-more likely to reflect the demographics, industrial or employment base, or politics of the particular state imposing the regulation.

For example, nearly all of the 50 states of the United States have an antitrust law. With relatively few exceptions, however, the substantive coverage of these antitrust laws is the same, and mimics federal law. Many states have court decisions or even legislative enactments stating that federal antitrust law should govern the interpretation of that particular state's antitrust law as well. 33 The result is that the coverage of state antitrust law is remarkably similar from one state to the next. But one can hardly say the same thing about each state's regulation of land use, power generation and distribution, taxicabs, liquor pricing, and the like. Whatever homogeneity regulatory theory might produce, the politics of regulation virtually guarantees jurisdiction-specific outcomes.

But homogeneity in antitrust policy also begins to break down when antitrust law moves beyond its fundamental neoclassical concern with cartels or well-defined exclusionary practices, and into areas where its role is more controversial or marginal. This is often the case when the antitrust laws are applied in recently deregulated markets. For example, a common antitrust problem that arises in deregulated industries falls under the general rubric of unilateral refusals to deal. In order to encourage competition, newly deregulated firms may be forced to share their facilities, information, intellectual property, or other assets with new rivals. Devising reasonable "nonregulatory" rules governing refusals to deal in such markets has always extended the antitrust laws to the margin of their competence.

Increasingly, American courts seem willing to apply antitrust law to markets regulated by foreign nations under circumstances where regulatory laws themselves would never reach. For example, neither Congress nor a state legislature would very likely attempt to regulate the customer service or information provision practices of a foreign national's telephone company. But both federal and state courts have done precisely that under the guise of antitrust enforcement.3 4

Antitrust policy makes this thinkable as a result of the confluence of two sets of doctrines. First is the expansive reach of our antitrust laws to practices that have a substantial effect on United States commerce. Second is the very narrow conception of comity that applies in antitrust cases.

As a general matter, comity concerns in the international conflict of laws requires the court to consider the competing interests of domestic and foreign sovereigns. 35 After a half century of debate over the meaning of comity in international Sherman Act adjudication, the Supreme Court gave the doctrine an extraordinarily narrow meaning in the Hartford Fire case.36 That case involved an alleged insurance boycott in which Lloyd's of London participated as reinsurer. Lloyd's conduct-agreeing with some United States insurers not to write reinsurance policies for other United States insurers who wanted to write policies with broader coverage-was neither forbidden nor compelled by British law. To the defendant's claim of comity the Supreme Court replied that the provisions of the Sherman Act governing jurisdiction over transactions in foreign commerce were mandatory. As a result, a federal court could not simply decline jurisdiction on the basis of some general balancing of interests. 37 Rather, "comity" permits a federal court to decline jurisdiction only when there was a "conflict" between the law of the foreign sovereign and United States law. Further, "conflict" was defined not under choice of law principles, but more absolutely, as occurring only when the foreign law compelled the conduct at issue. 38

Perhaps significantly, the activity of the London reinsurers was very likely reachable under United States antitrust law even under ordinary interest analysis principles. British law was found by the Supreme Court to be indifferent to what the London reinsurers were doing. Further, what they were doing was agreeing not to insure against liability for particular toxic pollution risks in the United States, and risk of liability is of course measured in relation to the physical environment and legal regime in which the injury occurs. 39 As a result, the London reinsurers were selling a product especially targeted for United States markets and allegedly participating in a boycott designed to keep broader coverage insurance policies out of that market.

But Hartford Fire's definition of comity is significantly problematic under deregulation. To the extent a foreign sovereign deregulates a public utility or common carrier, that firm enjoys greater discretion to make its own decisions. As a result, considerations of comity may no longer preclude a Sherman Act suit. What makes this especially problematic is the way that the Sherman Act has been used in the United States as a kind of replacement for the regulatory agency. Under comprehensive agency regulation a filed tariff plus regulatory oversight would have governed numerous acts by regulated firms, including pricing, entry into new markets, interconnection obligations and other duties to deal.40 Government relaxation of regulatory restrictions has given firms some discretion over these things but in the process has substituted the antitrust courts as governmental supervisor. In some situations this causes little difficulty because regulation may have been misapplied to a competitively structured industry to begin with.41 In other situations, such as long-distance telecommunication, a competitive environment has developed because of changes in technology, and topto-bottom price and product regulation is no longer necessary.42

But in a third class of situations the application of the antitrust laws is much more "regulatory" and more difficult to defend. These are the cases where unilateral conduct of the kind that was historically supervised by the regulatory agency now comes under antitrust jurisdiction. For example, under the essential facility doctrine a federal court of general jurisdiction may be asked to apply antitrust law to determine the scope of a formerly regulated firm's duty to interconnect with rivals. The circuit courts have applied the doctrine frequently in the telecommunications industry,43 but also to railroads" and natural gas pipelines.4 5 Problematically, supervising interconnection requirements involves the court in highly technical questions about the scope of the duty to deal and perhaps even about the price at which the deal must be made. In these cases we have not really "deregulated" at all; rather, we have simply substituted regulation by a government agency for regulation by a court, often through the highly inefficient and uncertain process of a jury trial. To do that in a purely domestic situation is ill-advised enough, but to do it abroad by taking advantage of the expansive jurisdictional reach of the Sherman Act is completely unjustified.

IV. Extraterritorial antitrust and foreign deregulation

As expansive as the regulatory power asserted by the United States sometimes becomes, it does not generally interfere directly into foreign governments' regulation of their own highly regulated industries. But to a large extent modem antitrust has inherited the regulatory attitude expressed by the Western Union decision discussed above. For several reasons, the idea that the United States Antitrust laws are jurisdictionally exceptional can produce overreaching that is offensive to foreign prerogatives. First, the United States antitrust laws are extremely general and make no distinction between ordinary competitive firms and public utilities or common carriers; the same rules purport to apply to all business firms. Second, the jurisdictional language of the antitrust laws is both mandatory and general to the same extent-that is, the "affecting foreign commerce" language of the basic Sherman Act and the export commerce language of the Foreign Trade Antitrust Improvement Act 6 do not distinguish between regulated and ordinary competitive firms. And third, the limiting doctrines of international law-namely Act of State, foreign sovereign compulsion, foreign sovereign immunity, and comity-do not distinguish among types of firms or types of antitrust complaints. They apply equally to both price fixing, which is at the core of antitrust concern, and to the essential facility doctrine, which lies at or outside its margin.

#### It ends the Japan economic alliance.

Takaaki Kojima 02. Fellow, Weatherhead Center for International Affairs, 2001-2002. “International Conflicts over the Extraterritorial Application of Competition Law in a Borderless Economy”. https://datascience.iq.harvard.edu/files/fellows/files/kojima.pdf

We are witnessing increasingly widespread and penetrating economic globalization today. As a result of trade liberalization, import restrictions or regulations on trade and investment have decreased substantially, and trans-border business activities face less barrier. At the same time, the role of trans-border business activities, especially those by so-called multinational or global enterprises, have become increasingly important and even dominant in some sectors.

As far as the territorial scope of business activities are concerned, state borders are more or less diminishing to become almost borderless; as for legal regimes, however, sovereign states retain in principle exclusive jurisdiction over their territories and nationals under international law. Business activities are regulated by the domestic laws of sovereign states or by international agreements concluded among sovereign states. The pertinent question is how to coordinate “borderless” business activities within the existing legal regimes governed by sovereign states. In the field of trade law, the measures of each state are restricted by international agreements, in particular under the GATT/WTO regime. In the field of competition law, such an international regime is lacking and the domestic laws of each state regulate private restraints of trade in the relevant markets.

Serious jurisdictional conflicts have transpired in the last several decades between the United States and other states over the so-called extraterritorial application of U.S. antitrust laws on anticompetitive conducts abroad. This problem has also caused diplomatic frictions between the United States and other states, as it concerns state sovereignty. In this essay, the author will review the historical development of international conflicts caused by the extraterritorial application of competition law and attempt to examine the options available to circumvent or solve these conflicts. The main focus will be U.S. antitrust law and its relation with other jurisdictions, mainly the European Union and Japan, considering the grave implications to competition law and policy as well as to the world economy. 2

II. Extraterritorial Application of U.S. Antitrust Laws

Problems concerning the extraterritorial application of U.S. antitrust laws have been discussed in many publications. Of the U.S. antitrust laws, the Sherman Act applies to “commerce … with foreign nations ” (Section 1) without qualifying provisions concerning its territorial scope as “within the United States” (Section 2) or “in any section of the country” (Section 3) as specified in the Clayton Act. In the past, U.S. courts interpreting the Sherman Act of 1890 and other antitrust laws commonly followed the traditional territorial principle with regard to its jurisdictional reach. In the American Banana case (213 U.S. 347 (1909)), where all the acts complained of were committed outside the territory of the United States, including the defendant’s alleged inducements of the Costa Rican government to monopolize the banana trade, the U.S. Supreme Court dismissed the complaint on the ground, inter alia, that acts committed outside of the United States are not governed by the Sherman Act. In this case, the territorial principle in the classic sense was applied.

In later decisions such as the American Tobacco case (221 U.S. 106 (1911)) and the Sisal case (274 U.S. 268 (1927)), jurisdiction was exercised over the defendants on the ground that although the agreements in question were concluded by foreigners outside the United States, jurisdiction was limited to what was performed and intended to be performed within the territory of the United States. In these cases, the territorial principle was applied more flexibly, but it has been observed that this application cannot be argued other than as a sensible and reasonable deployment of the objective territorial theory. 3

An entirely different approach was taken in the Alcoa case (148 F.2d. 416 (1944)), in which foreign companies outside the United States had concluded the agreements. The Court of Appeal for the Second Circuit held it settled law that any State may impose liabilities, even upon persons not within its allegiance, for conduct outside its borders that has consequences within its borders. It went on further to state that the agreements, although made abroad, were unlawful if they were intended to affect imports and did affect them.

This theory of the intended effect (the effects doctrine) elaborated in the Alcoa case was criticized by many as an excess of jurisdiction under public international law. For instance, R.Y. Jennings noted that “in this new guise it apparently comprehends the exercise of jurisdiction over agreements made abroad, by foreigners with foreigners provided only that the agreement was intended to have repercussions upon American imports or exports,” 4 while F.A. Mann argued that “the type of effect within the meaning of the Alcoa ruling has nothing in common with the effect which by virtue of established principles of international jurisdiction confers that right of regulation.” 5 Neverthele ss, since the Alcoa case, U.S. courts have continued to follow the new jurisdictional formula of the effects doctrine.

In response to excessive application of U.S. antitrust laws, especially with respect to courts’ orders to produce documents such as subpoena duces tecum located abroad, a considerable number of states have issued diplomatic protests. Australia, France, the United Kingdom, the Netherlands, and New Zealand have even enacted blocking legislation. 6 The protesting states maintain that taking evidence abroad, including an order to produce documents, is an exercise of extraterritorial enforcement of jurisdiction that, under international law, requires the consent of the state where the evidence is located. The United Kingdom has been one of the strongest opponents to U.S. claims of extraterritorial jurisdiction. The U.K. government stated for instance that “HM Government considers that in the present state of international law there is no basis for the extension of one country’s antitrust jurisdiction to activities outside of that country of the foreign national.” 7 The Protection of Trading Interest law was enacted in 1980, which provides to extensively thwart the extraterritorial application of U.S. antitrust laws. The U.K. government invoked the provisions in the Laker Airways case (1983 W.L.R. 413) in 1983.

Having faced the antagonistic reactions of other states, U.S. courts began to show some restraint in assuming extraterritorial jurisdiction. In the Timberlane case (549 F.2d. 9 th Cir. (1976)), the court concluded that it had jurisdiction over alleged anticompetitive conducts in Honduras but refrained from asserting extraterritorial jurisdiction after having applied three tests: first, whether the challenged conduct had had some effect on the commerce of the United States; second, whether the conduct in question imposed a burden on U.S. commerce; and third, whether the complaint’s interests of and links to the United States were sufficiently strong vis-à-vis those of other nations to justify an assertion of extraterritorial authority. The Foreign Trade Antitrust Improvements Act enacted in 1976 applies to foreign conduct that has a direct, substantial and reasonably foreseeable effect on U.S. commerce, The U.S. enforcement agencies, the Department of Justice (DOJ) and the Federal Trade Commission (FTC), have adopted this jurisdictional rule of reason formula since the Enforcement Guidelines for International Operations of 1988. However, divergent views exist as to whether the third test of balancing the interests of other states is a rule of international law or just a comity. 8 Furthermore, not all U.S. courts have consistently applied the test of balancing interests. 9

In 1993, the Supreme Court decision in the Hartford Fire Insurance case (113 S. Ct. 2891 (1993)) reaffirmed the effects doctrine, stating that the Sherman Act applies to foreign conduct that was meant to produce and did in fact produce some substantial effect in the United States. The Court then took a restrictive view on the test of balancing interests, stating that the only substantial question is whether there is a true conflict between domestic and foreign law, and held that no such conflict seemed to exist because British law did not require defendants to act in a manner prohibited by U.S. law. 10

Japan maintains the territorial principle and rejects the effects doctrine, stating that the effects doctrine cannot be regarded as an established rule of international law. In the view of the Government of Japan, the extraterritorial application of U.S. domestic laws (including U.S. antitrust laws) based on the effects doctrine is not allowed under general international law. 11 In the Nippon Paper case, where a Japanese company was prosecuted under the Sherman Act, the Japanese government submitted a brief of amicus curiae where it stated, inter alia, that the extraterritorial application of the Sherman Act to a conduct of a Japanese company engaged in business in Japan is unlawful under international law. 12 Nonetheless, the U.S. Supreme Court affirmed the Court of Appeal decision, which assumed the extraterritorial application of the Sherman Act to a criminal case for the first time (118 S. Ct. 685 (1998)).

#### The Japan economic alliance prevents Chinese challenges to the LIO.

Shihoko Goto 21. deputy director for geoeconomics and senior associate for Northeast Asia at the Wilson Center. "When Trade No Longer Hampers U.S.-Japan Ties". 4-20-2021. https://www.wilsoncenter.org/blog-post/when-trade-no-longer-hampers-us-japan-ties

The April 16th meeting between President Joe Biden and Japanese Prime Minister Yoshihide Suga marked several milestones: not only was it the first foreign leader’s visit to the Biden White House, but it was also the first visit to the United States by Yoshihide Suga as the Japanese prime minister. It was also the first in-person summit meeting between the United States and Japan since the outbreak of a global pandemic. It marked a number of firsts in terms of content too, not least that it was the first time since the 1980s in which trade was not a sore point of contention between the two sides. Instead, trade relations projected as a way forward for further bilateral cooperation in confronting the China threat.

That isn’t to say trade relations between Japan and the United States are now smooth sailing. The U.S. trade deficit with the world’s third-largest economy runs to nearly $68 billion, and although the two sides signed a merchandise trade deal in 2019, the Japanese auto industry remains a point of contention for the United States. Indeed, Japan’s auto exports account for about $54 billion, or close to 80 percent, of the overall trade deficit. Meanwhile, the Biden administration is not expected to lift tariffs on steel and aluminum anytime soon, nor is it expected to make efforts to join the CPTPP in the near future, much to the frustration of Tokyo.

Yet instead of trying to negotiate a breakthrough on the trade front, the Biden-Suga meeting focused on bilateral economic relations based on their shared threat of dealing with China’s ambitions to challenge the regional status quo. Until recent months, Tokyo had aspired to maintain solid relations with China whilst furthering ties with the United States, most notably by endeavoring to decouple economic interests with Beijing from the security threat that China has increasingly been posing upon Tokyo. After the joint 2+2 joint security meeting in Tokyo in March, however, the two countries declared that China’s behavior is “inconsistent with the existing international order, presents political, economic, military, and technological challenges to the Alliance and to the international community.”

Since then, Tokyo has moved even closer to Washington publicly in pushing back against China, as the bilateral statement noted “the importance of peace and stability across the Taiwan Strait,” marking the first time since 1969 that Japan and the United States publicly referred to Taiwan which remains a core interest for China. In short, Japan’s hedging against the United States and maintaining a balancing act between China and the United States is now over. Not only is its security interests even more closely aligned with that of the United States, Japan’s economic interests are now more intertwined with that of the United States than ever.

Rather than focusing on the trade balance, Tokyo and Washington’s economic relations will concentrate more on economic resilience and maintaining free and fair economic rules of engagement in the Indo-Pacific. At the same time, the two countries are expected to work more closely together on competing against China in emerging technologies, from 5G to AI and information sciences.

For Japan, one of the biggest takeaways from the Biden-Suga meeting will be that the days of Japan posing an economic threat to the United States are now over. It will also be putting increasing pressure not only for Tokyo to be prepared to fight back against China on the economic as well as security fronts together with Washington, but it will also push Tokyo to step up its own efforts to compete in the innovation economy that goes beyond manufacturing.

#### The LIO is sustainable and solves great power war but can’t run on autopilot.

Alan W. Dowd 21. Senior fellow with the Sagamore Institute, where he leads the Center for America’s Purpose. "Capstones: China’s Dream, the World’s Nightmare – Sagamore Institute". No Publication. 4-5-2021. https://sagamoreinstitute.org/capstones-chinas-dream-the-worlds-nightmare/

If China is indeed the future, if China is primed to “rule the world,” if China remakes the international order in its image, it won’t be pretty. A future dominated by the People’s Republic of China (PRC) will be demonstrably worse than the world we know. Just look at how Xi Jinping’s regime treats its own subjects—and plays its current role on the global stage.

NO RIGHTS

Those predictions aren’t outlandish. China already is the world’s top manufacturing nation, top exporting nation and second-largest economy. The PRC was the only major economy to emerge from 2020 claiming GDP growth (if we are to trust Beijing’s books). In the pandemic’s wake, China dislodged the U.S. as the world’s primary destination for foreign direct investment. PRC-backed firms are leaders in the global 5G and AI race. On the strength of a 517-percent binge in military spending since 2000, China bristles with anti-ship and anti-aircraft missiles, deploys a high-tech air force, has a growing and openly hostile presence in space, is doubling its nuclear arsenal, and boasts a 350-ship navy (now the world’s largest). Beijing’s growing cultural reach is evident in everything from its influence over Hollywood, to its puppet-master relationship with the NBA, to its 480 Confucius Institutes (designated by Washington as “part of the Chinese Communist Party’s global influence and propaganda apparatus”).

As President Joe Biden concludes, China is “the only competitor potentially capable of combining its economic, diplomatic, military, and technological power to mount a sustained challenge to a stable and open international system.”

Xi is doing exactly that. But the China challenge starts inside the PRC.

Xi is pursuing what he calls the “China Dream,” which enfolds goals such as sustained economic development, military power modeled after and matching that of the U.S., ideological conformity, “rejuvenation of the Chinese nation” and “complete unification of our country.” Making Xi’s “China Dream” come true is turning into a nightmare for his subjects.

Before leaving his State Department post, Secretary of State Mike Pompeo described what Xi is doing to Uighur Muslims as “genocide,” noting that Beijing has “forced more than a million people into internment camps in the Xinjiang region” and detailing “torture, sexual abuse…rape, forced labor…and unexplained deaths in custody.” As he took the baton from Pompeo, Secretary of State Antony Blinken agreed, affirming that “The forcing of men, women and children into concentration camps, trying to, in effect, re-educate them to be adherents to the ideology of the Chinese Communist Party—all of that speaks to an effort to commit genocide.”

The U.S. government isn’t alone. The Uighur Muslim region, according to a UN human-rights watchdog, “resembles a massive internment camp…a no-rights zone.” More accurately, all of China is a no-rights zone.

Xi’s China is a place where Christian churches are smashed and followers of Christ are sent to reeducation camps; Buddhist temples are bulldozed; Uighur men are packed into freight trains, Uighur women are forcibly sterilized and Uighur babies are forcibly aborted; and bishops and Nobel Peace Prize laureates die in prison. Under Xi, “Religious persecution has increased…with four communities in particular experiencing a downturn in conditions—Protestant Christians, Tibetan Buddhists, and both Hui and Uighur Muslims,” Freedom House reports. Amnesty International adds that “hundreds of thousands of people” are subjected to arbitrary arrest and detention in China, many of them for “peacefully exercising their rights to freedom of expression and freedom of belief.”

There’s a brutal logic to Xi’s brutal response to religious activity. The common denominator of most every religion is that there’s something above, something beyond, something bigger, more enduring and more important than the state. That notion represents a mortal threat to the legitimacy and durability of Xi’s regime, which is founded on the premise that people exist to serve the state—not to use their God-given gifts to serve others and God.

Xi’s capacity to control is growing ever more insidious. The PRC’s new “social credit system” is using mega-databases to monitor and catalogue every aspect of life of China’s 1.3 billion people—financial transactions, civil infractions, social-media postings, online activity—and then reward or sanction Xi’s subjects by feeding all that information to the National Development and Reform Commission, banking system and judicial system. PRC subjects with good social credit scores enjoy waived fees, lower utility bills, promotions and expedited overseas-travel approval, while those with poor social credit scores can be fired from their jobs, expelled from school, blocked from universities, or barred from accessing transportation.

An Orwellian surveillance state, more than a billion people denied religious freedom and other human rights, uncounted numbers tortured in reeducation camps, physicians jailed for following the Hippocratic Oath—that’s the kind of future and the kind of world Xi wants to build. As dissident leader Xu Zhangrun observed in the wake of Beijing’s criminal mishandling of COVID-19, “A polity that is blatantly incapable of treating its own people properly can hardly be expected to treat the rest of the world well.”

NO LIMITS

That idea—the notion that the PRC is incapable of treating the world any better than it treats its own—is not particularly profound. After all, this is a regime that over the decades has erased some 35 million of its subjects and tortured millions more. Regimes like this see no limits on their power. Since they believe nothing is above the state, they rationalize everything they do in the name of the state, the revolution, the Supreme Leader, the Dear Leader, the Core Leader (Xi’s new title). With no moral constraints on what they do, they believe their ends always justify their means.

That backwards worldview informs every aspect of decision-making in the PRC. This doesn’t mean Washington should refuse to talk with Beijing. But we must be ever vigilant when dealing with Xi. A regime that can justify imprisoning, torturing and killing its own people for peacefully practicing their faith can and will justify anything: seizing foreign lands, annexing international waterways, absorbing free peoples, stealing proprietary information, leveraging a pandemic to gain geopolitical advantage, breaking treaties. The godless USSR did those sorts of things, and so has the godless PRC.

“It is difficult to imagine that a government that continues to repress freedom in its own country,” President Ronald Reagan said of the USSR, “can be trusted to keep agreements with others.” And here we are yet again.

Experts in policy analysis, academia and military-security affairs conclude that Xi’s response to COVID-19 “was in breach of international law.” It pays to recall that COVID-19 was a local public-health problem that metastasized into a global pandemic due to Beijing’s incompetence or intention (either cause is reason not to entrust the future to Xi); that Xi’s regime lied about human-to-human transmission; that Xi’s regime willfully allowed millions to leave the epicenter in Wuhan for destinations around the world; that Xi’s regime carried out a premeditated plan to hoard 2.5 billion pieces of protective equipment as the virus swept the globe; that Xi’s regime blocked scientists from sharing findings about genome sequencing for weeks; that Xi’s regime continues to refuse to cooperate with international health agencies.

Xi’s intervention in Hong Kong and assertion of rule by remote-control is a brazen violation of an international treaty.

In and above the East China Sea, Beijing is constantly violating Japanese airspace and illegally loitering PRC coast guard vessels in Japanese waters. All the while, Beijing illegally claims some 90 percent of the South China Sea. Xi has backed up those claims by building 3,200 acres of illegal islands beyond PRC waters. These islands feature SAM batteries and warplanes. Xi promised the PRC wouldn’t militarize these islands. But as America and its allies learned at enormous cost last century, words don’t matter to men like Xi. Strength and the will to wield it are all that matters. Xi has both.

His goal is to control the resource-rich South and East China Seas, assert sovereignty claims in fait accompli fashion, and bring Chinese-speaking lands under his heel. Hong Kong—where only PRC-approved “patriots” are allowed to serve in government—was his first objective. Taiwan is next. Xi has made clear that democratic Taiwan “must and will be” absorbed by the communist Mainland. “We make no promise to abandon the use of force,” he warns. That explains Beijing’s ground-unit exercises, naval drills and bomber sorties around the island democracy.

Nor are Xi’s dreams and designs limited to his immediate neighborhood. Beijing is buying loyalty via development projects (see the Belt and Road Initiative), gaining a toehold in strategically located regions (see PRC control over ports in 18 countries), building an authoritarian bloc (see Russia, Serbia, North Korea, Iran, Venezuela), and fielding a power-projecting military capable of challenging the Free World across every region and every domain—land, sea, air, space and cyberspace. Xi’s relentless cybersiege of the Free World is siphoning away inventions, discoveries, technologies and wealth, penetrating defense firms, and interfering in elections.

For those with eyes to see—who know about the laogai camps and brutalization of Muslims and oppression of Tibet and assault on Christianity—none of this comes as a surprise. What’s surprising is that for 40 years, the trade über alles caucus convinced itself that such a regime could somehow be reformed by access to Buicks and Kentucky Fried Chicken.

TAKING AIM

Xi vows to build what he calls “a more just and reasonable new world order”—one that would supplant the liberal democratic order the United States and its allies began building after World War II. Importantly, the PRC not only has the intent to build a new world order; it has the resources and capabilities to do so—which helps explain why those who designed and uphold the existing world order are answering China’s challenge.

The PRC is a country of 1.3 billion people. Its GDP is already $14.1 trillion. Its economic tendrils—trade, banking, manufacturing, logistics, shipping, technology, super-computing, artificial intelligence—stretch into every part of the globe. All of this is fueling the PRC’s relentless military modernization and buildup. The PRC’s annual military expenditure is at least $261 billion. (Beijing recently announced an increase in military spending of 6.8 percent for 2021). The PRC has a 2-million-man military, the world’s largest navy and an intense focus on its neighborhood.

None of this would be a particularly worrisome if China embraced the values of liberal democracy—the rule of law, individual freedom, religious liberty, free enterprise and free trade, majority rule with minority rights. These are the foundation stones of what Churchill and FDR envisioned when they drafted the Atlantic Charter in 1941. Their vision led to what some call the “rules-based democratic order,” others the “liberal international order,” still others the “free world order.” These terms aim to describe how the peoples of the West have tried to make the world work and indeed manage the world: They embraced and encouraged democratic governance; developed rules and norms of behavior; promoted liberal (freedom-oriented) political and economic institutions; and called upon governments to live up to the responsibilities of nationhood by respecting international borders and promoting good order within those borders. The result has been an unparalleled spread of prosperity, an unprecedented expansion of free government and an unexpected remission of great-power war (which had become an increasingly-destructive feature of the centuries leading up to 1945).

To be sure, many regimes reject the values of liberal democracy. But the PRC, like the USSR before it, not only rejects those values; it possesses the military-technological-industrial-economic assets to challenge those values, erode the liberal international order built upon those values, and forge a new international order or at least bend the existing order toward its own goals. But don’t take my word for it.

“Some seek to challenge the international order—that is, the rules, values and institutions that reduce conflict and make cooperation possible among nations,” Blinken and Defense Secretary Lloyd Austin warn, pointedly adding that “China in particular is all too willing to use coercion to get its way.”

Former national security advisor Gen H.R. McMaster concludes that PRC “leaders believe they have a narrow window of strategic opportunity to…revise the international order in their favor.”

Before he retired as Indo-Pacific commander ,Adm. Phil Davidson told the Senate Armed Services Committee that Xi and his lieutenants are “accelerating their ambitions to supplant the United States and our leadership role in the rules-based international order.”

A NATO panel noted late last year that Beijing’s “approach to human rights and international law challenges the fundamental premise of a rules-based international order.”

These political, diplomatic and military leaders recognize that the liberal order has promoted the peace and prosperity of the Free World for nearly 75 years. But it doesn’t run on autopilot. If we want the benefits of a liberal order that sustains our way of life, we need to sustain the liberal order. As Robert Kagan of the Brookings Institution observes, “The present order will last only as long as those who favor it and benefit from it retain the will and capacity to defend it.” He adds, “Every international order in history has reflected the beliefs and interests of its strongest powers, and every international order has changed when power shifted to others with different beliefs and interests.”

Indeed, the liberal order and its guarantors have arrived at a turning point or breaking point: Either they will marshal the means and will to update, strengthen and preserve the existing order, or Beijing will dramatically transform it. Xi’s callous treatment of his own subjects and contempt for international norms offer a glimpse of what his “more reasonable new world order” would look like.
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#### The FTC is increasing privacy enforcement now---they’re focused on algorithmic bias.

James V. Fazio 21. Special counsel in the Intellectual Property Practice Group at Sheppard, Mullin, Richter & Hampton LLP, with Liisa M. Thomas, 3/11. “What Is FTC’s Course Under Biden?” https://www.natlawreview.com/article/what-ftc-s-course-under-biden

The new acting FTC chair, Rebecca Kelly Slaughter, recently signaled that the FTC may increase enforcement and penalties in the privacy and data security realm. Slaughter pointed to several areas of focus for the FTC this year, which companies will want to keep in mind: Notifying Consumers About FTC Allegations: Slaughter referred favorably to two recent cases: (1) the Everalbum biometric settlement from earlier this year (which we wrote about at the time); and (2) the Flo Health settlement over alleged deceptive data sharing practices (which we also wrote about at the time). In drawing on these two cases, Slaughter indicated that in future cases the FTC intends to include as part of any settlement a requirement to notify customers of any FTC allegations. This, she said, would allow consumers to “vote with their feet” and help them decide whether to recommend their services to others. FTC Intent to Plead All Relevant Violations: According to Slaughter, another lesson the FTC is taking from the Flo case is to include in the cases it brings all potentially applicable violations of all relevant privacy-related laws. In the Flo case, Slaughter said the FTC should have pleaded a violation of the Health Breach Notification Rule, which requires that vendors of personal health records notify consumers of data breaches. Focus on Ed Tech and COPPA: Given the explosive growth of education technology during COVID-19, the FTC is conducting an industry sweep of the industry. Related to this, the FTC is reviewing its Children’s Online Privacy Protection Act Rule. This goes beyond the refresh the agency did of their FAQs earlier in the pandemic (which we wrote about at the time). For now, Slaughter reminds companies that parental consent is needed before collecting information online from children under the age of 13. Examination of Health Apps: The FTC will take a closer look at health apps, including telehealth and contact tracing apps, as more and more consumers are relying on such apps to manage their health during the pandemic. Overlap Between Competition and Privacy: Slaughter also indicated that it is worth looking at situations where there may be not only privacy concerns, but antitrust as well. Because the FTC has a dual mission (consumer protection and competition) she notes that it has a “structural advantage” over other regulators in that it can look at these issues, especially since -she states- “many of the largest players in digital markets are as powerful as they are because of the breadth of their access to and control over consumer data.” Racial Equality and AI/Biometrics/Geotracking: Slaughter noted that COVID-19 is exacerbating racial inequities. She pointed to the unequal access to technology, as well as algorithmic discrimination (the idea that discrimination offline becomes embedded into algorithmic system logic). The FTC intends to focus on algorithmic discrimination, as well as on the discrimination potentially embedded into facial recognition technologies. (This mirrors concerns that gave rise to the recent Portland facial recognition law, which we recently wrote about). Finally, Slaughter commented on the use of location data to identify characteristics of Black Lives Matter protesters, and said she is concerned about the misuse of location data to track Americans engaged in constitutionally protected speech. Putting it Into Practice: Companies that operate health apps, that are in the education technology space, or that use algorithms or facial recognition tools will want to keep in mind that these are areas of focus for the FTC. And for everyone, keep in mind that the FTC has indicated it will beef up privacy law penalties and will ask for more notification to injured consumers.

#### The plan requires FTC resources and personnel, which are finite.

Tara L. Reinhart, et al. 21. \*\*Head of Skadden, Arps, Slate, Meagher & Flom LLP’s Antitrust/Competition Group. \*\*Steven C. Sunshine, Co-head of Skadden, Arps, Slat, Meagher & Flom LLP’s Antitrust/Competition Group. \*\*David P. Whales, antitrust lawyer with over 25 years of experience in both private and public sectors. \*\*Julia Y. York, partner at Skadden, Arps, Slat, Meagher & Flom LLP. \*\*Bre Jordan, associate at Skadden, Arps, Slat, Meagher & Flom LLP focusing on antitrust law. “Lina Khan’s Appointment as FTC Chair Reflects Biden Administration’s Aggressive Stance on Antitrust Enforcement.” 6/18/21. https://www.skadden.com/insights/publications/2021/06/lina-khans-appointment-as-ftc-chair

Second, like all antitrust enforcers, Ms. Khan and the FTC will face resource constraints. Bringing antitrust litigation is an expensive and laborious process, often requiring millions of dollars for expert fees and a large army of FTC staff attorneys and taking many months or even years to accomplish. Typically, the FTC can only litigate a handful of antitrust matters at a time. It seems likely that Congress will provide more funding to the FTC in the current environment, but even with these extra resources, the FTC will still have to pick its cases carefully and cannot challenge every deal or every instance of alleged unlawful conduct.

#### That trades off with privacy enforcement.

John O. McGinnis\* and Linda Sun\*\* 20. \*George C. Dix Professor, Northwestern University, and Associate-Designate, Wilmer Pickering Hale & Dorr LLP. “Unifying Antitrust Enforcement for the Digital Age.” Northwestern Public Law Research Paper No. 20-20. https://papers.ssrn.com/sol3/papers.cfm?abstract\_id=3669087

The FTC needs more resources to adequately address the nation’s growing privacy concerns. Currently, the FTC oversees both consumer protection—encompassing privacy—and antitrust,249 making the FTC the chief federal agency on privacy policy and enforcement250 and the nation’s de-facto privacy agency.251 The agency has long-standing experience in enforcing privacy statutes252 and also has special privacy assets, such as an internet lab capable of high-quality tech forensics to track invasions of privacy.253 The FTC, however, has failed to keep pace with the massive growth of privacy concerns—a phenomenon also driven by modern technology. Very few Americans feel conﬁdent in the privacy of their information in the digital age.254 According to a 2019 study, over 80% of Americans feel that they have little to no control over the data collected on them by companies and the government.255 To adequately address privacy concerns, the FTC needs more resources.256 The agency has been explicit that it needs more manpower to police tech companies. In requesting increased funding from Congress, FTC Director Joseph Simons said the money would allow the agency to hire additional staff and bring more privacy cases.257 A former director of the FTC’s Bureau of Consumer Protection, which houses the privacy unit, has called the FTC “woefully understaffed.”258 As of the spring of 2019, the FTC had only forty employees dedicated to privacy and data security, compared to 500 and 110 employees at comparable agencies in the UK. and Ireland, respectively.259 Without more lawyers, investigators, and technologists, the FTC will be forced to conduct privacy investigations less thoroughly, and in some cases, forgo them altogether.260 Currently, the FT C’s resources are spread thin across multiple missions, to the detriment of its privacy efforts. Removing the agency’s antitrust responsibilities would reallocate resources from the antitrust department to its privacy unit and other areas of consumer protection. Further, it would free up the scarce time of the commissioners to oversee this essential effort.261

#### Unchecked algorithmic bias risks massive inequality and extinction.

Mike Thomas 20. Quoting AI experts including MIT Physics Professors, Senior Features Writer for BuiltIn. THE FUTURE OF ARTIFICIAL INTELLIGENCE: 7 ways AI can change the world for better ... or worse, Updated: April 20, 2020, <https://builtin.com/artificial-intelligence/artificial-intelligence-future>

Klabjan also puts little stock in extreme scenarios — the type involving, say, murderous cyborgs that turn the earth into a smoldering hellscape. He’s much more concerned with machines — war robots, for instance — being fed faulty “incentives” by nefarious humans. As MIT physics professors and leading AI researcher Max Tegmark put it in a 2018 TED Talk, “The real threat from AI isn’t malice, like in silly Hollywood movies, but competence — AI accomplishing goals that just aren’t aligned with ours.” That’s Laird’s take, too. “I definitely don’t see the scenario where something wakes up and decides it wants to take over the world,” he says. “I think that’s science fiction and not the way it’s going to play out.” What Laird worries most about isn’t evil AI, per se, but “evil humans using AI as a sort of false force multiplier” for things like bank robbery and credit card fraud, among many other crimes. And so, while he’s often frustrated with the pace of progress, AI’s slow burn may actually be a blessing. “Time to understand what we’re creating and how we’re going to incorporate it into society,” Laird says, “might be exactly what we need.” But no one knows for sure. “There are several major breakthroughs that have to occur, and those could come very quickly,” Russell said during his Westminster talk. Referencing the rapid transformational effect of nuclear fission (atom splitting) by British physicist Ernest Rutherford in 1917, he added, “It’s very, very hard to predict when these conceptual breakthroughs are going to happen.” But whenever they do, if they do, he emphasized the importance of preparation. That means starting or continuing discussions about the ethical use of A.G.I. and whether it should be regulated. That means working to eliminate data bias, which has a corrupting effect on algorithms and is currently a fat fly in the AI ointment. That means working to invent and augment security measures capable of keeping the technology in check. And it means having the humility to realize that just because we can doesn’t mean we should. “Our situation with technology is complicated, but the big picture is rather simple,” Tegmark said during his TED Talk. “Most AGI researchers expect AGI within decades, and if we just bumble into this unprepared, it will probably be the biggest mistake in human history. It could enable brutal global dictatorship with unprecedented inequality, surveillance, suffering and maybe even human extinction. But if we steer carefully, we could end up in a fantastic future where everybody’s better off—the poor are richer, the rich are richer, everybody’s healthy and free to live out their dreams.”

### Off

T

#### Interpretation---core antitrust laws apply throughout the economy.

David Gerber 20. October; Distinguished Professor of Law at Chicago-Kent College of Law, Illinois Institute of Technology; Oxford Scholarship Online, Competition Law and Antitrust, “What is It? Competition Law’s Veiled Identity,” Ch. 1, p. 14-15.

C. A Core Definition

The Guide uses the terms “competition law” and “antitrust law” to refer to a general domain of law whose object is to deter private restraints on competitive conduct. We look more closely at the terms:

1. “General”—The laws included are those that are applicable throughout an economy and thereby provide a framework for all market operations (there are always some exempted sectors). Laws dealing only with specific markets (e.g., telecommunication) do not play that role.

2. “Domain of Law” here refers to a politically authorized set of norms and the institutional arrangements used to enforce them.

Is it law—or is it policy? The relationship between “competition law” and “competition policy” is not always clear. Often the terms are used interchangeably, but there can be important differences between them. Both can refer to norms used to combat restraints on competition, but they represent two different ways of looking at the relevant laws, and the differences can influence how norms are interpreted and applied. “Law” implies that established methods of interpretation are used to interpret and apply the norms and that established procedures are the sole or primary means of enforcing and changing the norms. In this view, the norms are a relatively stable component of a legal system. Thinking of those same norms as “policy,” on the other hand, implies that they are a tool of whatever government is in power and that it can use and modify them as it wishes.

3. “Restraint” refers to any limitation imposed by one or more private actors that reduces the intensity of competition in a market.

4. “Competition” refers to a process by which firms in a market seek to maximize their profits by exploiting market opportunities more effectively than other firms in the market.

#### Violation---the plan’s expansion only applies to standard-essential patents---that’s not economy-wide.

#### Vote Neg:

1. Limits---sectors are unbounded, permitting any procedural change to all industries.

2. Ground---centralizes generics with literature prominence.

### Off

Regs CP

#### The United States federal government, including the federal judiciary, should substantially increase prohibitions on private sector conduct that is more restrictive of competition than reasonably necessary to enable creation of information technology standards under Patent and Contract law and establish treble damages for violation.

#### The CP PICs out of antitrust legislation and the FTC and DOJ as enforcers---other agencies’ regulations solve.

Lawrence Fullerton et al. 08. Joel M Mitnick, William V Reiss, George C Karamanos and Owen H Smith. Sidley Austin LLP. Vertical Agreements The regulation of distribution practices in 34 jurisdictions worldwide. “United States.” https://www.sidley.com/-/media/files/publications/2008/03/getting-the-deal-through--vertical-agreements-2008/files/view-united-states-chapter/fileattachment/united-states-21.pdf

5 What entity or agency is responsible for enforcing prohibitions on anticompetitive vertical restraints? Do governments or ministers have a role?

The Federal Trade Commission (FTC) and the Antitrust Division of the Department of Justice (DoJ) are the two federal agencies responsible for the enforcement of federal antitrust laws. The FTC and the DoJ have jurisdiction to investigate many of the same types of conduct, and therefore have adopted a clearance procedure pursuant to which matters are handled by whichever agency has the most expertise in a particular area.

Additionally, other agencies, such as the Securities and Exchange Commission and Federal Communications Commission, maintain oversight authority over regulated industries pursuant to various federal statutes, and therefore may review vertical restraints for anti-competitive effects.

### Off

Congress CP

#### The United States Congress should substantially increase prohibitions on private sector conduct that is more restrictive of competition than reasonably necessary to enable creation of information technology standards.

### Off

Prohibition PIC

#### The United States should only allow the continuation of private sector conduct that is more restrictive of competition than reasonably necessary to enable creation of information technology standards under antitrust law when necessary as per the Defense Production Act.

#### It competes---the CP is a regulation, not a prohibition.

James Broaddus 50. February 6; Judge on the Kansas City Court of Appeals, Missouri; Westlaw, “City of Meadville v. Caselman,” 240 Mo. App. 1220. https://casetext.com/case/city-of-meadville-v-caselman-1

"Under power conferred on cities of the fourth class `to regulate and license' dramshops, there is no authority to wholly prohibit or suppress. Where there is mere power in a municipality to regulate in a state, with a general policy of conducting licensed saloons, authority to prohibit is excluded. The difference between regulation and prohibition is clear and well marked. The former contemplates the continuance of the subject-matter in existence or in activity. The latter implies its entire destruction or cessation.'" (Citing text writers and cases.)

#### The counterplan maintains DPA authority---the plan eliminates it.

Michael H. Cecire and Heidi M. Peters 20. Michael H. Cecire, Analyst in Intergovernmental Relations and Economic Development Policy. Heidi M. Peters, Analyst in U.S. Defense Acquisition Policy. “The Defense Production Act of 1950: History, Authorities, and Considerations for Congress” Updated March 2, 2020. https://www.everycrsreport.com/reports/R43767.html

Authorities Under Title VII of the DPA

Title VII of the DPA contains various provisions that clarify how DPA authorities should and can be used, as well as additional presidential authorities. Some significant provisions of Title VII are summarized below.

Special Preference for Small Businesses

Two provisions in the DPA direct the President to accord special preference to small businesses when issuing contracts under DPA authorities. Section 701 reiterates89 and expands upon a requirement in Section 108 of Title I directing the President to "accord a strong preference for small business concerns which are subcontractors or suppliers, and, to the maximum extent practicable, to such small business concerns located in areas of high unemployment or areas that have demonstrated a continuing pattern of economic decline, as identified by the Secretary of Labor."90

Definitions of Key Terms in the DPA

The DPA statute historically has included a section of definitions.91 Though national defense is perhaps the most important term, there are additional definitions provided both in current law and in E.O. 13603.92 Over time, the list of definitions provided in both the law and implementing executive orders has been added to and edited, most recently in 2009, when Congress added a definition for homeland security93 to place it within the context of national defense.94

Industrial Base Assessments

To appropriately use numerous authorities of the DPA, especially Title III authorities, the President may require a detailed understanding of current domestic industrial capabilities and therefore need to obtain extensive information from private industries. Under Section 705 of the DPA, the President may "by regulation, subpoena, or otherwise obtain such information from ... any person as may be necessary or appropriate, in his discretion, to the enforcement or the administration of this Act [the DPA]."95 This authority is delegated to the Secretary of Commerce in E.O. 13603.96 Though this authority has many potential implications and uses, it is most commonly associated with what the DOC's Bureau of Industry and Security calls "industrial base assessments."97 These assessments are often conducted in coordination with other federal agencies and the private sector to "monitor trends, benchmark industry performance, and raise awareness of diminishing manufacturing capabilities."98 The statute requires the President to issue regulations to insure that the authority is used only after "the scope and purpose of the investigation, inspection, or inquiry to be made have been defined by competent authority, and it is assured that no adequate and authoritative data are available from any Federal or other responsible agency."99 This regulation has been issued by DOC.100

Voluntary Agreements

Normally, voluntary agreements or plans of action between competing private industry interests could be subject to legal sanction under anti-trust statutes or contract law. Title VII of the DPA authorizes the President to "consult with representatives of industry, business, financing, agriculture, labor, and other interests in order to provide for the making by such persons, with the approval of the President, of voluntary agreements and plans of action to help provide for the national defense."101 The President must determine that a "condition exists which may pose a direct threat to the national defense or its preparedness programs"102 prior to engaging in the consultation process. Following the consultation process, the President or presidential delegate may approve and implement the agreement or plan of action.103 Parties entering into such voluntary agreements are afforded a special legal defense if their actions within that agreement would otherwise violate antitrust or contract laws.104 Historically, the National Infrastructure Advisory Council noted that the voluntary agreement authority has been used to "enable companies to cooperate in weapons manufacture, solving production problems and standardizing designs, specifications and processes," among other examples.105 It could also be used, for example, to develop a plan of action with private industry for the repair and reconstruction of major critical infrastructure systems following a domestic disaster.

The authority to establish a voluntary agreement has been delegated to the head of any federal department or agency otherwise delegated authority under any other part of E.O. 13603.106 Thus, the authority could be potentially used by a large group of federal departments and agencies. Use of these voluntary agreements is tracked by the Secretary of Homeland Security,107 who is tasked under E.O. 13603 with issuing regulations that are required by law on the "standards and procedures by which voluntary agreements and plans of action may be developed and carried out."108 The Federal Emergency Management Agency (FEMA), which at the time was an independent agency and tasked with these responsibilities under the DPA, issued regulations in 1981 to fulfill this requirement.109 FEMA is now a part of DHS, and those regulations remain in effect.

The Maritime Administration (MARAD) of the U.S. Department of Transportation manages the only currently established voluntary agreements in the federal government, the Voluntary Intermodal Sealift Agreement (commonly referred to as "VISA") and the Voluntary Tanker Agreement. These programs are maintained in partnership with the U.S. Transportation Command of DOD, and have been established to ensure that the maritime industry can respond to the rapid mobilization, deployment, and transportation requirements of DOD. Voluntary participants from the maritime industry are solicited to join the agreements annually.110

Nucleus Executive Reserve

Title VII of the DPA authorizes the President to establish a volunteer body of industry executives, the "Nucleus Executive Reserve," or more frequently called the National Defense Executive Reserve (NDER).111 The NDER would be a pool of individuals with recognized expertise from various segments of the private sector and from government (except full-time federal employees). These individuals would be brought together for training in executive positions within the federal government in the event of an emergency that requires their employment. The historic concept of the NDER has been used as a means of improving the war mobilization and productivity of industries.112

The head of any governmental department or agency may establish a unit of the NDER and train its members.113 No NDER unit is currently active, though the statute and E.O. 13603 still provide for this possibility. Units may be activated only when the Secretary of Homeland Security declares in writing that "an emergency affecting the national defense exists and that the activation of the unit is necessary to carry out the emergency program functions of the agency."114

Authorization of Appropriations, as amended by P.L. 113-72

Appropriations for the purpose of the DPA are authorized by Section 711 of Title VII.115 Prior to the P.L. 113-172, "such sums as necessary" were authorized to be appropriated. This has been replaced by a specific authorization for an appropriation of $133 million per fiscal year and each fiscal year thereafter, starting in FY2015, to carry out the provisions and purposes of the Defense Production Act.116

Table 1 shows that the annual average appropriation to the DPA Fund between FY2010 and FY2019 was $109.1 million,117 with a high of $223.5 million in FY2013 and a low of $34.3 million in FY2011. Monies in the DPA Fund are available until expended, so annual appropriations may carry over from year to year if not expended. Recently, the only regular annual appropriation for the purposes of the DPA has been made in the DOD appropriations bill, though appropriations could be made in other bills directly to the DPA Fund (or transferred from other appropriations).

Committee on Foreign Investment in the United States118

The Committee on Foreign Investment in the United States (CFIUS) is an interagency committee that serves the President in overseeing the national security implications of foreign investment in the economy. It reviews foreign investment transactions to determine if (1) they threaten to impair U.S. national security; (2) the foreign investor is controlled by a foreign government; or (3) the transaction could affect homeland security or would result in control of any critical infrastructure that could impair the national security. The President has the authority to block proposed or pending foreign investment transactions that threaten to impair the national security.

CFIUS initially was created and operated through a series of Executive Orders.119 In 1988, Congress passed the "Exon-Florio" amendment to the DPA, granting the President authority to review certain corporate mergers, acquisitions, and takeovers, and to investigate the potential impact on national security of such actions.120 This amendment codified the CFIUS review process due in large part to concerns over acquisitions of U.S. defense-related firms by Japanese investors. In 2007, amid growing concerns over the proposed foreign purchase of commercial operations of six U.S. ports, Congress passed the Foreign Investment and National Security Act of 2007 (P.L. 110-49) to create CFIUS in statute.

On August 13, 2018, President Trump signed into law new rules governing national security reviews of foreign investment, known as the Foreign Investment Risk Review Modernization Act (FIRRMA, Title XVII, P.L. 115-235).121 FIRRMA amends several aspects of the CFIUS review process under Section 721 of the DPA.122 Notably, it expands the scope of transactions that fall under CFIUS' jurisdiction. It maintains core components of the current CFIUS process for evaluating proposed or pending investments in U.S. firms, but increases the allowable time for reviews and investigations. Upon receiving written notification of a proposed acquisition, merger, or takeover of a U.S. firm by a foreign investor, the CFIUS process can proceed potentially through three steps: (1) a 45-day national security review; (2) a 45-day maximum national security investigation (with an option for a 15-day extension for "extraordinary circumstances"); and (3) a 15-day maximum Presidential determination. The President can exercise his authority to suspend or prohibit a foreign investment, subject to a CFIUS review, if he finds that (1) "credible evidence" exists that the foreign investor might take action that threatens to impair the national security; and (2) no other laws provide adequate and appropriate authority for the President to protect national security. FIRRMA shifts the filing requirement for foreign investors from voluntary to mandatory in certain cases, and provides a two-track method for reviewing certain investment transactions. Other changes mandated by FIRRMA would provide more resources for CFIUS, add new reporting requirements, and reform export controls.

Termination of the Act

Title VII of the DPA also includes a "sunset" clause for the majority of the DPA authorities. All DPA authorities in Titles I, III, and VII have a termination date, with the exception of four sections.123 As explained in Section 717 of the DPA, the sections that are exempt from termination are

* 50 U.S.C. §4514, Section 104 of the DPA that prohibits both the imposition of wage or price controls without prior congressional authorization and the mandatory compliance of any private person to assist in the production of chemical or biological warfare capabilities;
* 50 U.S.C. §4557, Section 707 of the DPA that grants persons limited immunity from liability for complying with DPA-authorized regulations;
* 50 U.S.C. §4558, Section 708 of the DPA that provides for the establishment of voluntary agreements; and
* 50 U.S.C. §4565, Section 721 of the DPA, the so-called Exon-Florio Amendment, that gives the President and CFIUS review authority over certain corporate acquisition activities.

P.L. 115-232 extended the termination date of Section 717 from September 30, 2019, to September 30, 2025. In addition, Section 717(c) provides that any termination of sections of the DPA "shall not affect the disbursement of funds under, or the carrying out of, any contract, guarantee, commitment or other obligation entered into pursuant to this Act" prior to its termination. This means, for instance, that prioritized contracts or Section 303 projects created with DPA authorities prior to September 30, 2025, would still be executed until completion even if the DPA is not reauthorized. Similarly, the statute specifies that the authority to investigate, subpoena, and otherwise collect information necessary to administer the provisions of the act, as provided by Section 705 of the DPA, will not expire until two years after the termination of the DPA.124 For a chronology of all laws reauthorizing the DPA since inception, see Table A-4.

Defense Production Act Committee

The Defense Production Act Committee (DPAC) is an interagency body originally established by the 2009 reauthorization of the DPA.125 Originally, the DPAC was created to advise the President on the effective use of the full scope of authorities of the DPA. Now, the law requires DPAC to be centrally focused on the priorities and allocations authorities of Title I of the DPA.

The statute assigns membership in the DPAC to the head of each federal agency delegated DPA authorities, as well as the Chairperson of the Council of Economic Advisors. A full list of the members of the DPAC is included in E.O. 13603.126 As stipulated in law, the Chairperson of the DPAC is to be the "head of the agency to which the President has delegated primary responsibility for government-wide coordination of the authorities in this Act."127 As currently established in E.O. 13603 delegations, the Secretary of Homeland Security is the chair-designate, but the language of the law could allow the President to appoint another Secretary with revision to the E.O.128 The Chairperson of the DPAC is also required to appoint one full-time employee of the federal government to coordinate all the activities of the DPAC. Congress has exempted the DPAC from the requirements of the Federal Advisory Committee Act.129

The DPAC has annual reporting requirements relating to the Title I priority and allocation authority, and is also required to include updated copies of Title I-related rules in its report. The annual report also contains, among other items, a "description of the contingency planning ... for events that might require the use of the priorities and allocations authorities" and "recommendations for legislative actions, as appropriate, to support the effective use" of the Title I authorities.130 The DPAC report is provided to the Senate Committee on Banking, Housing, and Urban Affairs and the House Committee on Financial Services.

Impact of Offsets Report

Offsets are industrial compensation practices that foreign governments or companies require of U.S. firms as a condition of purchase in either government-to-government or commercial sales of defense articles and/or defense services as defined by the Arms Export Control Act (22 U.S.C. §2751, et seq.) and the International Traffic in Arms Regulations (22 C.F.R. §§120-130). In the defense trade, such industrial compensation can include mandatory co-production, licensed production, subcontractor production, technology transfer, and foreign investment.

The Secretary of Commerce is required by law to prepare and to transmit to the appropriate congressional committees an annual report on the impact of offsets on defense preparedness, industrial competitiveness, employment, and trade. Specifically, the report discusses "offsets" in the government or commercial sales of defense materials.131

Considerations for Congress

Enhance Oversight

Expand Reporting or Notification Requirements

Congress may consider whether to add more extensive notification and reporting requirements on the use of all or specific authorities in the DPA. These reporting or notification requirements could be added to the existing law, or could be included in conference or committee reports accompanying germane legislation, such as appropriations bills or the National Defense Authorization Act. Additional reporting or notification requirements could involve formal notification of Congress prior to or after the use of certain authorities under specific circumstances. For example, Congress may consider whether to require the President to notify Congress (or the oversight committees) when the priorities and allocations authority is used on a contract valued above a threshold dollar amount.132 Congress might also consider expanding the existing reporting requirements of the DPAC, to include semi-annual updates on the recent use of authorities or explanations about controversial determinations made by the President. Existing requirements could also be expanded from notifying/reporting to the committees of jurisdiction to the Congress as a whole, or to include other interested committees, such as the House and Senate Armed Services Committees.

Enforce and Revise Rulemaking Requirements

Congress may consider reviewing the agencies' compliance with existing rulemaking requirements. A rulemaking requirement exists for the voluntary agreement authority in Title VII that has been completed by DHS, but it has not been updated since 1981 and may be in need of an update given changes to the authority and government reorganizations since that date.133 One of the agencies responsible for issuing a rulemaking on the use of Title I authorities has yet to do so. Congress may also consider potentially expanding regulatory requirements for other authorities included in the DPA. For example, Congress may consider whether the President should promulgate rules establishing standards and procedures for the use of all or certain Title III authorities. In addition to formalizing the executive branch's policies and procedures for using DPA authorities, these regulations could also serve an important function by offering an opportunity for private citizens and industry to comment on and understand the impact of DPA authorities on their personal interests.

Broaden Committee Oversight Jurisdiction

Since its enactment, the House Committee on Financial Services, the Senate Committee on Banking, Housing, and Urban Affairs, and their predecessors have exercised legislative oversight of the Defense Production Act. The statutory authorities granted in the various titles have been vested in the President, who has delegated some of these authorities to various agency officials through E.O. 13603. As an example of the scope of delegations, the membership of the Defense Production Act Committee (DPAC), created in 2009 and amended in 2014, includes the Secretaries of Agriculture, Commerce, Defense, Energy, Labor, Health and Human Services, Homeland Security, the Interior, Transportation, the Treasury, and State; the Attorney General; the Administrators of the National Aeronautics and Space Administration and of General Services, the Chair of the Council of Economic Advisers; and the Directors of the Central Intelligence Agency and National Intelligence.

In order to complement existing oversight, given the number of agencies that currently use or could potentially use the array of DPA authorities to support national defense missions, Congress may consider reestablishing a select committee with a purpose similar to the former Joint Committee on Defense Production.134 As an alternative to the creation of a new committee, Congress may consider formally broadening DPA oversight responsibilities to include all relevant standing committees when developing its committee oversight plan.

Should DPA oversight be broadened, Congress might consider ways to enhance inter-committee communication and coordination of its related activities. This coordination could include periodic meetings to prepare for oversight hearings or ensuring that DPA-related communications from agencies are shared appropriately. Finally, because the DPA was enacted at a time when the organization and rules of both chambers were markedly different to current practice, Congress may consider the joint referral of proposed DPA-related legislation to the appropriate oversight committees.

Amending the Defense Production Act of 1950

While the act in its current form may remain in force until September 30, 2025, the legislature could amend the DPA at any time to extend, expand, restrict, or otherwise clarify the powers it grants to the President. For example, Congress could eliminate certain authorities altogether. Likewise, Congress could expand the DPA to include new authorities to address novel threats to the national defense. For example, Congress may consider creating new authorities to address specific concerns relating to production and security of emerging technologies necessary for the national defense.

#### Key to pandemic response.

J. Mark Gidley et al. 20. J. Mark Gidley chairs the White & Case Global Antitrust/Competition practice. Martin M. Toto and Sean Sigillito. “A Novel Antitrust Defense for COVID-19 Agreements: Section 708 of the Defense Production Act” <https://www.whitecase.com/sites/default/files/2020-04/novel-antitrust-defense-covid-19-agreements-section-708-defense-production-act.pdf>

There is a dire need for the assistance of private industry in developing vaccines and treatments for the SARS-CoV-2 virus, and for the manufacture and distribution of medical and other supplies to aid in the United States’ response to the COVID-19 health emergency. The Government’s recent actions indicate a desire to allow private sector companies to work together to do so quickly.

While many of the needs arising from the ongoing emergency focus specifically on medical supplies, the President’s delegation of Section 708 authority to the DHS as well as HHS potentially opens the door to voluntary agreements within broader sectors of the US economy. Under the right circumstances, and if the business combination could garner the governmental sponsor needed for the voluntary agreement, invoking the Defense Production Act’s antitrust relief provision through the enactment of voluntary agreements could allow for a more robust response to the COVID-19 pandemic.

#### Extinction.

Dennis Pamlin & Stuart Armstrong 15. \*Executive Project Manager Global Risks, Global Challenges Foundation. \*\*James Martin Research Fellow, Future of Humanity Institute, Oxford Martin School, University of Oxford. February 2015, “Global Challenges: 12 Risks that threaten human civilization: The case for a new risk category,” Global Challenges Foundation, p.30-93. https://api.globalchallenges.org/static/wp-content/uploads/12-Risks-with-infinite-impact.pdf

A pandemic (from Greek πᾶν, pan, “all”, and δῆμος demos, “people”) is an epidemic of infectious disease that has spread through human populations across a large region; for instance several continents, or even worldwide. Here only worldwide events are included. A widespread endemic disease that is stable in terms of how many people become sick from it is not a pandemic. 260 84 Global Challenges – Twelve risks that threaten human civilisation – The case for a new category of risks 3.1 Current risks 3.1.4.1 Expected impact disaggregation 3.1.4.2 Probability Influenza subtypes266 Infectious diseases have been one of the greatest causes of mortality in history. Unlike many other global challenges pandemics have happened recently, as we can see where reasonably good data exist. Plotting historic epidemic fatalities on a log scale reveals that these tend to follow a power law with a small exponent: many plagues have been found to follow a power law with exponent 0.26.261 These kinds of power laws are heavy-tailed262 to a significant degree.263 In consequence most of the fatalities are accounted for by the top few events.264 If this law holds for future pandemics as well,265 then the majority of people who will die from epidemics will likely die from the single largest pandemic. Most epidemic fatalities follow a power law, with some extreme events – such as the Black Death and Spanish Flu – being even more deadly.267 There are other grounds for suspecting that such a highimpact epidemic will have a greater probability than usually assumed. All the features of an extremely devastating disease already exist in nature: essentially incurable (Ebola268), nearly always fatal (rabies269), extremely infectious (common cold270), and long incubation periods (HIV271). If a pathogen were to emerge that somehow combined these features (and influenza has demonstrated antigenic shift, the ability to combine features from different viruses272), its death toll would be extreme. Many relevant features of the world have changed considerably, making past comparisons problematic. The modern world has better sanitation and medical research, as well as national and supra-national institutions dedicated to combating diseases. Private insurers are also interested in modelling pandemic risks.273 Set against this is the fact that modern transport and dense human population allow infections to spread much more rapidly274, and there is the potential for urban slums to serve as breeding grounds for disease.275 Unlike events such as nuclear wars, pandemics would not damage the world’s infrastructure, and initial survivors would likely be resistant to the infection. And there would probably be survivors, if only in isolated locations. Hence the risk of a civilisation collapse would come from the ripple effect of the fatalities and the policy responses. These would include political and agricultural disruption as well as economic dislocation and damage to the world’s trade network (including the food trade). Extinction risk is only possible if the aftermath of the epidemic fragments and diminishes human society to the extent that recovery becomes impossible277 before humanity succumbs to other risks (such as climate change or further pandemics). Five important factors in estimating the probabilities and impacts of the challenge: 1. What the true probability distribution for pandemics is, especially at the tail. 2. The capacity of modern international health systems to deal with an extreme pandemic. 3. How fast medical research can proceed in an emergency. 4. How mobility of goods and people, as well as population density, will affect pandemic transmission. 5. Whether humans can develop novel and effective anti-pandemic solutions.
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#### Antitrust pacifies the working class, buys time to mystify unsustainable accumulation, and maps competition onto subjectivity, devaluing life.

Lebow 19 [David Lebow – Lecturer on Social Studies at Harvard University and lawyer, “Trumpism and the Dialectic of Neoliberal Reason,” Perspectives on Politics 18(2):380-398, doi:10.1017/S1537592719000434]

I. Neoliberal Reason

As Michel Foucault and others have argued, neoliberalism entails far more than an economic doctrine favoring deregulated markets.4 It is a novel form of governmentality—a rationality linked to technologies of power that govern conduct, not just through direct state action but through liberty itself.5 Not isolated to the traditionally demarcated sphere of economics, neoliberal society entails a whole economic-juridical order.

The central program of neoliberal governmentality is the absolute generalization of competition as a universal behavioral norm. Whereas in liberal thought, the root principle of capitalism was exchange of equivalents, for neoliberal reason it is competition entailing inequality. The key result of market processes goes from specialization to selection. The competitive market is the exclusive site of rationality. It processes information, indicated by price, and is the only mechanism of producing knowledge, defined as what is profitably utilizable. Because consumers are free to refuse inferior goods or services, the price mechanism of the market system ensures optimal solutions and maximal satisfaction of preferences.

Liberal capitalism, as Karl Polanyi argued, required the construction of “fictitious” commodities like land and labor.6 These abstract, exchangeable factors of production had to be disembedded from concrete non-market social relations, norms, and values. Instead of merely disembedding commodities, neoliberalism intervenes to make competitive mechanisms regulate every moment and point in society. It strives to build an empire of market choice that invades every domain of life, and deposes all other social, political and solidaristic institutions and values.

Neoliberalism does not allege that markets are natural; competition must be constructed. Rather than endorsing laissez-faire overseen by a night watchman, it stipulates a strong state engaged in permanent vigilance, activity, and intervention to maintain artificial competition. It must not plan outcomes, which would upset the market’s innate rationality, and must be insulated from political disturbances. Economic interventionism leads down the road to serfdom; fascism and unlimited state power are its necessary results. A “minimum of economic interventionism” on the “mechanisms of the market” must be accompanied by “maximum legal interventionism” on the “conditions of the market.”7 Fixed, formal rules make up an economic constitution that inhibits planning, repulses political disruptions, and impartially safeguards competition. The state is the executor of the market and growth is the basis of public legitimacy. Governance depoliticizes public power, promotes ostensibly post-ideological technical problem-solving by experts, and relies on “best-practices” that dissolve the distinction between public and private organization.8

Unlimited generalization of competition yields an enterprise society in which calculations of supply/demand and cost/benefit become the model of all social relations. Neoliberal reason renders homo economicus, based on this model of the enterprise, the exhaustive figuration of human subjectivity. The center of economic thought shifts from labor and processes of production, exchange, and consumption to human capital and rational decision-making under conditions of scarcity. Capital is everything that can generate future income; wages are reconceived as income from capital. Labor is no longer comprehended as a commodity exchanged for a wage, but as a combination of human capital (the worker’s education and abilities) and the income stream it generates. This neoliberal subject is an aggregate of human capital who invests in his own income-generating abilities.

Neoliberalism replaces the invariant identity of the moral person as a rights-bearing citizen with a formally empty receptacle filled up through enterprising choices. It brushes aside models of freedom as self-rule achieved through moral autonomy or popular sovereignty.9 In the neoliberal “democracy of consumers,” individual consumers together constitute the sovereign that monopolizes the issuance of legitimate commands.10 Sovereign will is expressed not through political channels, but by choices in the “plebiscite of prices.”11 Whereas producers have particular interests like protectionism, consumers have a consensual and common interest; all favor the impartial functioning of market processes. In the neoliberal free society, consumers exercise their right to choose in complete independence.

II. From Keynesian State Capitalism to Neoliberal Deregulation

Situating the 2008 crisis in a historical account of American political and economic development clarifies its broader significance. The early twentieth-century Progressives were disdainful of what they took to be the chaos and waste of fin de siècle laissez-faire society. They strove to build a new American state that would replace the structural and rights-based formalisms of the nineteenth century with direct democracy and expert administration. It took the Great Depression and New Deal to bring into full bloom the Progressive commitment to pragmatic rationality. Thereafter, the “policy state” was authorized to pursue designated social goals and develop the means to accomplish them.12 The slew of New Deal innovations included state oversight of labor negotiations, invigorated antitrust, Keynesian countercyclical deficits to stimulate demand and increase purchasing power, an expansive public sector sheltered from the business cycle, aggressive banking regulation, and social insurance. Regulation and redistribution ensured the conditions necessary for an economic system based on capital accumulation, private property, and corporate profit to endure.

To many, the differences between the New Deal and Nazi political economies appeared less significant than their common response to monopoly capitalism. Both erased boundaries between state and society by politicizing the private sphere and authorizing public bureaucracies to rationalize crisis-prone economies. Frankfurt School member Friedrich Pollock suggested that this common “state capitalism” had solved the contradiction between the forces and relations of production, and thus overcome the economy’s crisis tendencies. It seemed to him that management had become merely technical and “nothing essential” had been “left to the laws of the market.”13 Worries abounded that the private law sphere of property and contract was necessary for individual freedom. Despite salient differences between Nazi and New Deal state capitalism, many feared that intervention into society was a waystation to domination. Unease about the specter of American despotism motivated development of mechanisms to ensure that interventionism did not devolve into arbitrary rule.14 Expertise was one justification and limitation of the policy state. Authority could be safely delegated to a new corps of public-spirited administrators because their scientific knowledge would not only make them effective, but also counsel restraint. Enduring misgivings led later to new laws of administrative process. The procedural state was legitimated by its defenders as being a substantively value-neutral and instrumentally rational machine serving goals set by society. Regulatory decision-making was shunted into the abstruse procedures of courtrooms and bureaucracies. Defenders of the state emphasized that its processes of allocating authority were neutral, impartial, and open to all. The balanced accommodation of all interest groups seeking to exercise influence would yield an equilibrium corresponding to the public interest.15

The intermeshing of state and society through interest groups, agencies, and professionalized parties marginalized the public. The sovereign public opinion that Progressives had hoped would rationalize government gave way to the rationality supposedly inherent in processes of public law, public-private negotiation, and regulated markets. The state was endowed with a diffuse legitimacy in exchange for a growing economy, broad distribution, and ongoing household capacity to consume.16 The Keynesian welfare settlement pacified the working class, protecting the market economy from more radical political pressures. Newly available, mass-produced commodities encouraged leveled-down notions of citizenship as welfare clientelism and privatistic consumption. As the state expanded and routinized, the initial politicization of private property relations through public intervention developed into depoliticized economic management by lawyers and social scientists organized by administrative and judicial processes.

The terms of the social contract preserving the coexistence of capitalism and democracy had been set. In exchange for a pacified citizenry and depoliticized regulatory authority, the policy state promised to deploy instrumental reason to sustain both capital accumulation and widely distributed capacity to consume (supported, always, by the exclusion of African Americans). During the decades of postwar growth, these twin responsibilities seemed attainable and compatible. Capitalism functioned smoothly enough and potentially delegitimating inequality was clipped by inflation, tax-based welfare, and collectively negotiated wages. But in the late 1960s and early 1970s, weakening growth, stagflation, trade deficits, and the collapse of Bretton Woods revealed that state capitalism had not solved the problems of economics. As the Great Depression had enabled construction of the instrumentally rational policy state, economic disturbances in the 1970s opened the breach into which neoliberal reason entered to reconfigure the political economy. Rather than shielding rational policy-making from political pressure and assuring broadly distributed welfare, neoliberalism promised growth driven by depoliticized markets freed from regulation and downwards redistribution. Believing in the optimal rationality of competitive markets, neoliberals sought to reinvigorate capital accumulation through deregulation, lowered taxes, financialization, privatization, and market expansion.

Liberating accumulation from the restrictions and obligations incurred under state capitalism might have imperiled capitalism’s peace treaty with democracy. For deregulation to proceed without impairing the system’s legitimacy, the quid pro quo—depoliticization for consumption—had to continue. Over the ensuing decades, as Wolfgang Streeck explains, the state “bought time” by finding new ways to generate illusions of widely distributed prosperity that prolonged the capacity of the lower and middle classes to consume.17 Each successive attempt exhausted itself, leading to new and escalating disturbances. In the 1970s, inflation safeguarded social peace by compensating workers for inadequate growth until stagflation ended this mode of buying time. A subsequent reliance on public debt enabled the government to pacify conflict with borrowed money. Rising debt and balking creditors delimited this phase, which was brought to a definitive close with the Clinton administration’s social spending cuts and balanced budgets. In a final stage that dawned in the 1980s but grew increasingly paramount over time, debt-based support of purchasing power was privatized. Household spending was financed through mortgages, student loans, and credit cards. This “privatized Keynesianism” buoyed consumption up through 2008, despite cuts to social spending, falling wages, and tightening employment markets.18

Each device for upholding spending maintained the legitimacy of the depoliticized political economy, even as liberalization continued to strip the wage-dependent population of regulatory and redistributive safeguards. The end of the inflation era brought structural unemployment and weakened trade unions. The passing of the public debt regime meant cuts to social rights, privatization of social services, and a trimmed public sector. Growing private debt enabled people to hold on despite lost savings, and rising under- and unemployment. At every step, the neoliberal project was “dressed up” as a consumption project.19 Continuing consumption ensured legitimacy long enough to enact total transformation of the political economy.

The state could not buy time indefinitely. The 1970s had already witnessed the beginning of the transition from a manufacturing, production-oriented economy that exported surpluses to an import-based, finance and services economy focused on consumption. As the United States went from creditor to debtor, a system of “balanced disequilibrium” took hold.20 With impunity granted as the world’s reserve currency, the United States ran mounting budget and trade deficits. To finance them, it absorbed surplus capital from abroad, much of which wended its way to Wall Street. Banks used these profits to extend credit to the working- and middle- classes. Household debt funded consumption of imported goods, returning the surplus capital abroad, and completing the circuit of global trade. This system depended on the unsustainable condition of ever-increasing debt-based consumption. Consumption was notoriously reinforced by secondary markets in what was essentially private money (securitized derivatives and collateralized debt obligation) that was much riskier than assumed. Because increasingly irresponsible lending was integral to continuing the consumption that stabilized the macroeconomic system, it became a sort of vicious collective good that progressively magnified the scale of the inevitable crash.21 When in 2008 the debt finally proved unserviceable and the housing bubble burst, the private money disappeared and the disequilibrated global economic system fell into crisis.

Consumption based on private debt had provided an unstable bridge over the yawning inequality brought about by deregulation, financialization, globalization, and the diminished welfare state. When the 2008 crisis dried up credit, it revealed a divided “dual economy.”22 On one side is the primary sector of elite, highly-educated professionals who are collected in coastal urban centers and tied in to corporate management, technological innovation and oversight of global capital flows. On the other is the secondary sector of low-skilled workers primarily fixed in the heartland, for whom deregulated competition has brought under- or unemployment, job instability, depressed wages, exploding debt, and diminished prospects.

Unable to buy more time, the state’s breach of the postwar social contract has been exposed. The neoliberal system of capital accumulation was entrenched at the expense of broad and sustainable consumption. The results have been the politicization of defrauded citizens and a political economy plunged into legitimation crisis. Time has belied the premature conclusion that contradiction and crisis potential had been overcome by state capitalism. Contradiction was relocated into cross-cutting imperatives for the state to enable capital accumulation and distribute consumption. In hindsight, we find only a window of stabilization of an enduring crisis potential built into capitalist political economy. As Nancy Fraser puts it “on the one hand, legitimate, efficacious public power is a condition of possibility for sustained capital accumulation; on the other hand, capitalism’s drive to endless accumulations tends to destabilize the very public power on which it relies.”23 The political fallout from the 2008 crisis marks the end of the postwar social contract that had established conditions ensuring the continued coexistence of capitalism and democracy.

#### Cap causes extinction and structural violence.

Allinson et al 21 [Jamie Allinson is Senior Lecturer in Politics and International Relations at Edinburgh University and author of The Age of Counter-revolution. China Miéville is the author of a number of highly acclaimed and prize-winning novels including October: The History of the Russian Revolution. Richard Seymour is the author of numerous works of non-fiction, His writing appears in the New York Times, London Review of Books, Guardian, Prospect, Jacobin. Rosie Warren is an Editor at Verso and the Editor-in-Chief of Salvage. All are writing for the Salvage Collective. “The Tragedy of the Worker: Toward the Proletarocene.” Introduction. July 2021. Verso EBook. ISBN: 9781839762963 //shree]

This is the question that vexed us as we set out to write The Tragedy of the Worker. From the vantage point of the present, the history of capitalist development is, as Marx expected, the history of the development of a global working class, the proletarianisation of the majority of the world’s population. But the very same process of that development has brought us to the precipice of climate disaster. Our position, to recall Trotsky’s rationalisation of War Communism in 1920, is in the highest degree tragic.

It is now clear that we will pass what scientists have long warned will be a tipping point of global warming, accelerating the already catastrophic consequences of capitalist emissions. How do we imagine emancipation on an at best partially habitable planet? Where once communists imagined seizing the means of production, taking the unprecedented capacities of capitalist infrastructures and using them to build a world of plenty, what must we imagine after the apocalypse has befallen us? What does it mean that as capitalism has become truly global, the gravediggers it has created dig not only capitalism’s grave, but also that of much organic life on earth?

Our answers to these questions remain rooted in the politics of revolutionary communism. Our stance is not based on the fantasy of a homeostatic nature that must be defended but on the critique of the capitalist metabolism – the Stoffwechsel- that must be overthrown. Earth scientists are accustomed to speak in terms of ‘cycles’ by which substances circulate in different forms: the water cycle, the rock cycle, the nitrogen cycle, the glacial-interglacial cycle, the carbon cycle, and others. One way of registering the catastrophe of climate change is to see these cycles – most of all, but not solely, the carbon cycle – as disordered, under- or over-accumulating. But this is to ignore the more fundamental circuit of which these now form epicycles, like Ptolemy’s sub-orbits of the heavenly bodies: the circuit of capital accumulation, M-C-M′.

This circuit accumulates profit and produces death. Neither is accidental. It is for this reason that the debates that capitalist ruling classes permit among themselves on ‘adaptation’ versus ‘mitigation’ take place on false premises. What is to be mitigated is the impact of climate change on accumulation, rendered through the ideology of ‘growth’ as something that benefits everyone. What we are to adapt to are the parameters of accumulation, sacrificing just enough islands, eco-systems, indigenous – and non-indigenous – cultures to maintain its imperatives for a period of time until new thresholds must be crossed, and new life sacrificed to the pagan idol of capital. Already, capitalist petro-modernity builds a certain quantum of acceptable death into its predicates: at the very least, the 8.7 million killed by fossil fuels each year according to Harvard University are considered a price worth paying for the stupendous advantages of fossil capital. And the sky can only keep going up, as deforestation, polar melt, ocean acidification, soil de-fertilisation and more intense wildfires and storms tear the web of life into patches. If the necropolitical calculus of the Covid-19 pandemic appears crass, just wait until its premises are applied to climate catastrophe.

#### Vote Neg for anti-capitalist commons.

Rose 21 [Nick. PhD in Political Ecology from RMIT University. Executive Director of Sustain: The Australian Food Network. From the Cancer Stage of Capitalism to the Political Principle of the Common: The Social Immune Response of “Food as Commons.” Int J Health Policy Manag 2021. 3-31-21. DOI: 10.34172/ijhpm.2021.20 //shree]

Silvia Federici provides a longer historical perspective, noting that ‘commoning is the principle by which human beings have organised their existence for thousands of years;’ and that to ‘speak of the principle of the common’ is to speak ‘not only of small-scale experiments [but] of large-scale social formations that in the past were continent-wide.’87 Hence a commons-based society is neither a utopia or reducible to fringe projects, and the commons have persisted despite the many and continuing enclosures, ‘feeding the radical imagination as well as the bodies of many commoners.’87 Federici acknowledges that commons and practices of commoning are diverse, that many are susceptible to cooptation and many are consistent with the persistence of capitalism; indeed some, such as charities providing social services (including foodbanks) during the years of austerity budgets in the United Kingdom (2010-2015), reinforce and stabilise capitalism.87 What matters to Federici is the character and intentionality of the commons as anti-capitalist, as ‘a means to the creation of an egalitarian and cooperative society…no longer built on a competitive principle, but on the principle of collective solidarity [and commitments] to the creation of collective subjects [and] fostering common interests in every aspect of our lives.’87

Federici’s analysis resonates with the political thought and proposals developed by Dardot and Laval in their 2018 work, ‘On Common: Revolution in the 21st century.’11 For Dardot and Laval, the common is likewise understood as a principle of political struggle, a demand for ‘real democracy’ and a major driving force behind the emerging articulation of a political vision and programme that transcends and overcomes the straitjacket logic of neoliberal ideological hegemony and its ‘policy grammar’ which appears to foreclose all alternatives and lock us forever into a capitalist realism in which ‘it is easier to imagine the end of the world than it is to imagine the end of capitalism.’89 Eschewing Bollier’s ‘triarchy’ of a market/state/ commons coexistence, Dardot and Laval argue for a politics of the common based on an engaged citizenry that directly participates and deliberates in all decisions which impact it, and in the process not merely transforms the institutions responsible for the management of services and allocation of resources, but creates new institutions and new ways of being in the world.11

Dardot and Laval describe this form of politics as ‘instituent praxis’: the common, they argue, is ‘not produced but instituted.’11 This acknowledges the conventional understanding of Ostrom, Bollier and others of ‘the commons’ as residing in the rules – the laws – that a community establishes for the collective management and use of shared resources, but extends it much further and in a more radical direction. The essence of the commons, they argue, is not in the goods per se such as land or a forest or a seed bank ‘held in common,’ but rather in the process of their establishment as well as the ongoing negotiation that will surround their use and governance. Hence, Dardot and Laval distinguish the commons from the ‘rights’ tradition of property, arguing that ‘the commons are above all else matters of institution and government…the use of the commons is inseparable from the right of deciding and governing. The practice that institutes the commons is the practice that maintains them and keeps them alive and takes full responsibility for their conflictuality through the coproduction of rules.’90 To ‘institute’ in this context should not be misunderstood as ‘to institutionalise [or] render official;’ rather it is ‘to recreate with, or on the basis of, what already exists.’ 90 This messy, conflictual and evolving process is what Dardot and Laval insist will ultimately bring about a revolution, not in the form of a violent uprising or insurrection, but rather through the ‘reinstitution of society’ via the transformation of politics and economy from its current state of ‘representative oligarchy’ to full participatory and deliberative democracy.11 Such a vision is premised on a mass politicisation of society; in effect a return of mass popular political contestation and a turn away from the postpolitical era of the neoliberal consumer.91-92
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#### The Supreme Court upholds Roe v. Wade now---Roberts is key.

Ziegler 21 (Mary - law professor at Florida State University, “The potential silver lining for supporters of abortion rights,” 5/20/21, https://www.bostonglobe.com/2021/05/20/opinion/potential-silver-lining-supporters-abortion-rights/)

Dobbs v. Jackson Women’s Health involves a Mississippi law banning abortion at or after 15 weeks of pregnancy, with exceptions for some medical emergencies and severe fetal abnormalities. Most abortions — over 92 percent, according to the most recent data from the Centers for Disease Control and Prevention — occur in the first trimester, and if the Mississippi law is allowed to stand, those wouldn’t be blocked. But pro-choice Americans have reason to be concerned. To uphold Mississippi’s law, the court’s conservative six-justice majority would have to overturn at least part of Roe v. Wade and the abortion-rights cases that followed it. That’s because Roe recognized a right to choose abortion before fetal viability — the point at which survival outside the womb is possible — which is usually somewhere between 22 and 24 weeks. Because Mississippi’s ban would kick in much earlier, the court will be able to uphold it only by eliminating Roe’s language about fetal viability or by reversing Roe altogether. Of course, predicting the outcome of abortion cases has proved to be devilishly hard. In the early 1990s, the Supreme Court had a six-justice conservative bloc and a case teed up to reverse Roe, yet the justices balked when the moment came. It’s certainly possible that something similar could happen this time around. Chief Justice John Roberts, who cares about safeguarding the court’s legacy (and his own), may persuade his conservative colleagues not to go all the way to eliminating abortion rights.

#### The plan drains Roberts’ capital---it runs counter to conservative lobbying efforts.

Pickerill 17 (J. Mitchell – Professor of Political Science at Northern Illinois University & Cornell W. Clayton- - Professor of Government at Washing State University, “The Roberts Court and Economic Issues in an Era of Polarization,” p. 695-98, *Case Western Reserve Law Review*, Volume 67, Issue 3, https://core.ac.uk/download/pdf/214111285.pdf)

A. The Emergence of a Conventional Wisdom: The Roberts Court is Decidedly Pro-Business By now, the Roberts Court’s reputation as a pro-business Court has become something like the conventional wisdom for Supreme Court scholars and commentators. In 2008, Jeffrey Rosen wrote an article titled Supreme Court, Inc. in New York Times Magazine.7 Rosen argued that, whereas the Court had embraced a form of “economic populism” throughout most the latter half of the twentieth century, by the 2000s it had transformed into a decidedly pro-business venue.8 A generation ago, progressive and consumer groups petitioning the court could count on favorable majority opinions written by justices who viewed big business with skepticism—or even outright prejudice. The economic populist William O. Douglas, a former New Deal crusader who served on the court from 1939 to 1975, once unapologetically announced that he was “ready to bend the law in favor of the environment and against the corporations.”9 Today, however, as Rosen pointed out, “there are no economic populists on the court, even on the liberal wing.”10 In addition to quoting pro-business statements from members of the so-called liberal wing of the Roberts Court at the time, Rosen noted that, when compared to prior years, the proportion of cases involving business interests was up about ten percent during the early years of the Roberts Court.11 Rosen also highlighted several cases involving antitrust law, corporate mergers, punitive damages, and product liability in which the interests of big business seemed to be faring well in the Court.12 These cases didn’t seem to split the Roberts Court along conventional ideological lines. In a 2009 law review article, Rosen reported that, when he asked Justice Stephen Breyer about the Court’s probusiness orientation, “he did acknowledge that there might be a difference between constitutional cases, where Justices have strong preconceptions and philosophical commitments, and more technical, statutory cases, where they are more open-minded and amendable to argument.”13 Finally, Rosen explained the pro-business shift as a function of a decades-long effort by conservative and business groups to counter the effects of consumer groups and public interest litigation groups like Public Citizen. 14 In particular, he credited the U.S. Chamber of Commerce’s lobbying efforts and the National Chamber Litigation Center, established in 1977, for advocating business interests in state and federal courts. 15 Various examples and statistics indicated that through filing amicus briefs on behalf of business interests, the Chamber was successful both in persuading the Court to grant certiorari and on the merits in particular cases. Although Rosen’s article garnered much attention, he was not the only journalist or commentator claiming the Court was “probusiness.”16 For example, writing for Bloomberg Business, Michael Orey declared that the Roberts Court was “open for business.”17 And in an article in the Wall Street Journal, Brent Kendall explained that the Supreme Court is “making it easier for companies to defend themselves from the kinds of big lawsuits that have bedeviled them for decades.”18 Some legal academics agreed. For instance, Erwin Chemerinsky wrote that “the Roberts Court is the most pro-business Court of any since the mid-1930s.”19 All of this attention to the Roberts Court and its business decisions led to further academic research and scholarship examining whether and to what extent the Roberts Court could be considered “pro-business.”20 Much of the early characterization of the Roberts Court as “probusiness” has been based on specific Supreme Court decisions, such as Ledbetter v. Goodyear Tire & Rubber Co.21 and Riegel v. Medtronic, Inc., 22 or specific Supreme Court terms, such as the 2006 term in which the U.S. Chamber of Commerce won in thirteen of the fifteen cases in which it had filed a brief.23 Nonetheless, there have also been more systematic analyses of the Court and its disposition toward business interests. Lee Epstein, William Landes, and Richard Posner conducted one of the most well-known systematic empirical analyses of the Supreme Court and business interests.24 In their study, Epstein, Landes, and Posner selected Supreme Court decisions from the 1946 term through the 2011 term of the Court in which a business entity was a litigant.25 They analyzed the likelihood that business entities would prevail in the Court over time.26 Controlling for numerous factors, they concluded: Whether measured by decisions or Justices’ votes, a plunge in warmth toward business during the 1960s (the heyday of the Warren Court) was quickly reversed; and the Roberts Court is much friendlier to business than either the Burger or Rehnquist Courts, which preceded it, were. The Court is taking more cases in which the business litigant lost in the lower court and reversing more of these—giving rise to the paradox that a decision in which certiorari is granted when the lower court decision was antibusiness is more likely to be reversed than one in which the lower court decision was pro-business. The Roberts Court also has affirmed more cases in which business is the respondent than its predecessor Courts did.27 Thus, the Epstein, Landes, and Posner empirical study seems to confirm the conventional wisdom.

#### US reproductive rights policy models globally.

GFW 17 (Global Fund for Women; January 20; Feminist fundraising organization devoted to global gender justice movements; GFW, “Women’s movements matter more than ever: A critical moment for global women’s rights,” <https://www.globalfundforwomen.org/what-we-do/voice/campaigns/build-movements-not-walls/womens-movements-a-critical-moment-for-global-womens-rights/>)

We have decades of proof that U.S. policies and leadership directly influence policies and decisions globally, and we know that it is women who are often most acutely impacted—for better or for worse. For example, we know that U.S. policies can directly block women’s access to reproductive health and rights. The ‘Global Gag Rule’ prohibited U.S. foreign aid to any organization that delivers abortion services, but was repealed by President Obama. Before the law’s repeal, there was a massive chilling effect on many global efforts for reproductive health—and in one of his first executive actions as President, Trump reinstated and expanded the Global Gag Rule, which will have damaging impacts on women’s access to critical health care ranging from maternal care to sex education, to access to contraception and HIV and AIDS prevention and services. Conversely, the U.S. State Department’s leadership on issues such as ending child marriage has been a positive global force for advancing women’s rights. The U.S.’s stance on human rights is critical to protecting women’s rights all over the world—especially in armed conflict and political turmoil as it is in such scenarios that sexual violence escalates and women’s needs and voices are often silenced. At this moment of transition, women’s movements around the world are poised to ensure that women’s voices are heard and that human rights are not rolled back. They tell us that they will continue to advocate for key issues like reproductive rights, ending sexual violence in conflict, and girls’ rights. They are determined to grow and flourish, to make connections, and to work together across borders. “At a time of transition like this it is understandable to worry about the future, especially for women and girls,” says Musimbi Kanyoro, President and CEO of Global Fund for Women. “But I’ve worked my entire career with women’s movements around the world, and because of them, I remain hopeful. At this critical moment, women’s movements are becoming stronger, more global, and more inclusive than ever before. When they have access to the resources and tools that they need, they are a force to be reckoned with. As we commit to resisting regressions in women’s rights and advocating for what we believe in, let’s all work together to #BuildMovementsNotWalls.” Global Fund for Women spoke with our network of women activists and grassroots leaders from around the world to better understand their hopes and concerns in relation to the new U.S. President and his administration, and the potential for impact on their own work. From Brazil to Iraq, and from Nigeria to the Ukraine and Israel, women’s rights leaders are examining the potential repercussions for women and girls. They offer advice for people in the U.S. for movement-building and resistance, and share their hopes for a strong, collective force that will fight across borders against rollbacks to rights and threats to activists. A critical global moment for women’s rights The transition of power in the U.S. comes at a critical time for women’s rights around the world. Women all around the world are facing threats to their fundamental rights, ranging from abortion access and ending sexual violence to racial justice and environmental rights. Global movements for reproductive health and rights—including campaigns for access to contraceptives and safe and legal abortion—are at a critical moment. They are under threat in countless places, including in Latin America and the Caribbean where maternal mortality rates from unsafe abortions are highest, and facing powerful opposition from religious and cultural fundamentalists and others. Groups working with refugee women and girls also face a pivotal moment. The vast majority of Syrian refugee women and girls are hosted in Lebanon, Turkey, and Jordan, where women’s groups are focused on providing core services including anti-violence training and healthcare while empowering refugee women with knowledge about their rights, leadership skills, and economic opportunities—and these women’s groups are advocating for critical changes in national laws that restrict refugees’ access to jobs, hospitals, and other basic rights citizens have. Concerns are escalating about how the policies of a new U.S. administration may impact their work. Feminist activists globally are increasingly facing fears for their safety. For example, in Egypt, Turkey, and several other countries, we’ve witnessed an escalating crackdown on feminist and human rights activism, including harassment against women human rights defenders and threats to journalists and academics. In many places—such as the Inter-American Commission on Human Rights and Court—U.S. influence is a critical factor in enforcing mechanisms for their protection. In countries from Sub-Saharan Africa to Asia and the Pacific, grassroots women are coming together to protect their land and water rights amid climate change and increased violence to improve their own farming and local food sources, and to increase their economic opportunities. Women are standing up against rollbacks to rights, resisting the rise of conservatism, blocking dangerous anti-women policies, and fearlessly defending women’s rights amid conflicts and political and economic crises. Conservative leadership is on the rise in many countries around the world and women’s groups are joining forces to share their strategies of resistance. Connecting the dots in threats to fundamental rights globally—and learning together “As far as women and other civil society organizations [in Africa] are concerned, all progressive issues might suffer under a Trump Presidency,” says Bisi Adeleye-Fayemi, co-founder of African Women’s Development Fund and Global Fund for Women Board Member. “Women’s rights, sexual and reproductive rights, climate change, LGBTQ individuals, Muslim people, refugees… are not likely to get the attention they deserve—they will probably get the wrong kind of attention.” Indeed, policy stances in the U.S. will have a direct impact on global communities and situations. And by and large, many of the key human rights issues that are coming into play in U.S. domestic policy including access to reproductive health and rights and ending violence against women, are issues that are under the spotlight in other places around the world. U.S. leadership could play a significant role—either in moving the needle positively on these critical issues, or in condoning or precipitating the rollback of hard-won gains.

#### Expanding reproductive freedom slows overpopulation and prevents extinction.

Engelman 11 (Robert; May 2011; Vice President for Programs at the Worldwatch Institute, M.Sc. from Columbia University; Solutions, “An End to Population Growth: Why Family Planning Is Key to a Sustainable Future,” vol. 2)

In a joint statement in 1993, representatives of 58 national scientific academies stressed the complexities of the population-environment relationship but nonetheless concluded, “As human numbers increase, the potential for irreversible changes of far-reaching magnitude also increases. … In our judgment, humanity’s ability to deal successfully with its social, economic, and environmental problems will require the achievement of zero population growth within the lifetime of our children.”3 In 2005, the United Nations’ Millennium Ecosystem Assessment identified population growth as a principal indirect driver of environmental change, along with economic growth and technological evolution.4 In October 2010, a group of US and European climate and demographic researchers published findings from an integrated assessment model calculating the impact of various population scenarios on fossil-fuel carbon dioxide emissions over the coming century. If world population peaked at close to 8 billion rather than 9 billion, along the lines described in a low-fertility demographic projection published by the UN Population Division, the model predicted there would be a significant emissions savings: about 5.1 billion tons of carbon dioxide by 2050 and 18.7 billion tons by century’s end.5 What if we could prove wrong the popular conviction that a future with 9 billion people and a growing population is inevitable? Suppose we could demonstrate that world population size might peak earlier and at a lower level if government policies aimed not at reproductive coercion but at individual reproductive freedom? Suppose such policies aimed to help all women and girls prevent unwanted pregnancies and conceive only when they want to bear a child? This article presents new data on births resulting from women’s active intentions to become pregnant. The hypothesis it probes may appear counterintuitive: if, starting at any moment, all pregnancies in the world resulted from each woman’s intent to give birth, human population would immediately shift course away from growth toward decline within a few decades. An Ethical Basis for Action to Slow Population Growth What can societies that value democracy, self-determination, human rights, personal autonomy, and privacy do to include demographic change among strategies for environmental sustainability? An important answer may lie in a relatively untested set of principles adopted by almost all the world’s nations at a 1994 UN conference held in Cairo. The third of three once-a-decade governmental conferences on population and development, it produced a program of action that abandoned the strategy of “population control” by governments in favor of a focus on the health, rights, and well-being of women.6 An operating assumption of this program is that when women have access to the information and means that allow them to choose the timing of pregnancy, the intervals between births lengthen, average family size shrinks, and teen births become less frequent. All of these improve maternal and child survival and slow population growth.7 Experts disagree on how reproductive autonomy compares with other strategies in slowing that growth. Some assume economic growth is the most effective means, although birthrates rose along with prosperity in many countries after World War II and remain relatively high in several wealthy oil-exporting nations in which women have fewer rights and lower status than men.8 Moreover, some analysts argue that the arrow of causation operates more in the other direction, with low fertility stoking economic growth.9 There is a more robust and demonstrable correlation between female educational attainment and fertility. Worldwide, women with no schooling have an average of 4.5 children, while those who have spent at least a year or more in primary school have just three. Women who complete at least a year or two of secondary school have 1.9 children—well below replacement fertility rates. With one or two years of advanced education for women, average childbearing rates fall even further, to 1.7.10 On this basis alone, those interested in depressing population growth rates might want to focus on improving women’s educational attainment. Questions remain about whether education alone can bring about declines in fertility without other supporting conditions, especially easy, affordable access to a range of contraceptive options. Similar uncertainties cloud understanding of exactly how improved child survival and the empowerment of women affect fertility. Improving both factors certainly contributes to later births and smaller families and is valuable regardless of its demographic impacts. But without clear data on the magnitude of these influences, interventions related to schooling, child survival, and women’s empowerment are rarely seen as core aspects of governmental population policy. This brings us to family planning. Access to safe and reliable contraception has exploded since the mid-twentieth century. An estimated 55 percent of all heterosexually active women worldwide now use modern contraceptive methods, while an additional seven percent use less reliable traditional methods.11 As the use of birth control has spread, fertility has plummeted from a global average of five children per woman in 1950 to barely more than 2.5 today.1

### Innovation Adv---1NC

#### No patent holdups---they require empirical evidence---Shapiro is a hack

Trevor Soames 16. Competition/regulatory lawyer + litigator (Avocat au Barreau de Bruxelles, Solicitor-Advocate & Barrister). "PATENT HOLD UP: “The fallacies of patent hold up theory” ". No Publication. 11-13-2016. https://www.linkedin.com/pulse/patent-hold-up-fallacies-theory-trevor-soames

The theory of Patent Holdup remains remarkably devoid of any empirical evidence. The paper delivered by Prof Carl Shapiro, one of the key proponents of that theory, at IEEE in late 2015 did nothing to fill that void, arguing that such evidence was unnecessary as it can be inferred just like, others have argued, like “dark matter”. As posted previously, a link to a copy of this still unpublished paper can be found embedded in the following commentary by Keith Mallinson:

http://www.wiseharbor.com/pdfs/Mallinson%20on%20Holdup%20and%20Holdout%20for%20IP%20Finance%2016%20Aug%202016.pdf

Before moving on to the newly published paper, I would like to point out, in all fairness, that the paper does indeed cite what it claims to be the "leading example" of hold up, namely the notorious General Motors/Fisher Body transaction. However, that so called example has been shown - in thoroughly researched papers - such as the one cited below by Professor Dan Spulber et al, but there are others, to have been wholly based upon a recitation of false facts. More detail on this flawed example can be found at: http://papers.ssrn.com/sol3/papers.cfm?abstract\_id=231736 In other words, General Motors/Fisher Body is simply not a real and viable example of hold up, as claimed.

If you have an interest in this issue which has guided antitrust enforcement policies in many jurisdictions, including my own, then please read this just released paper by my friend Professor Stephen Haber of Stanford: http://hooverip2.org/working-paper/wp16009/ http://hooverip2.org/wp-content/uploads/ip2-wp16009-paper-1.pdf

In that paper both he and his co author, Alex Galetovic, examine each of the pillars that support the theory of Patent Holdup and find them (seriously) wanting. They find that the theory is based on three sequential fallacies: 1) patent holdup is a straightforward variant of holdup as it is understood in transaction cost economics; 2) royalty stacking is holdup repeated multiple times on the same product; 3) standard essential patents contribute little or no value to the markets they help create. These fallacies give rise to a theory that is logically inconsistent, incomplete, and ignores economic fundamentals. The flaws in logic of Patent Holdup Theory, and its lack of fit with the evidence, suggests that a new theory about the mechanics and dynamics of SEP-intensive IT industries is called for, both as a matter of science and as a guide to antitrust and patent policies.

#### The 1AC doesn’t have a card that any of the firms they let into the market have the resources to innovate---that was CX.

#### Plan causes patent holdouts---that outweighs holdups.

Keith Mallinson 16. Founder of WiseHarbor, providing expert commercial consultancy since 2007 to technology and service businesses in wired and wireless telecommunications, media and entertainment serving consumer and professional markets. He is an industry expert and consultant with 25 years of experience and extensive knowledge of the ICT industries and markets, including the IP-rich 2G/3G/4G mobile communications sector. His clients include several major companies in ICT. He is often engaged as a testifying expert witness in patent licensing agreement disputes and in other litigation including asset valuations, damages assessments and in antitrust cases. He is also a regular columnist with FierceWireless and IP Finance. “Mallinson on Patent Holdup and Holdout: for IP Finance 16th August 2016”. https://www.wiseharbor.com/pdfs/Mallinson%20on%20Holdup%20and%20Holdout%20for%20IP%20Finance%2016%20Aug%202016.pdf

“Patent holdup” allegations encourage SEP free-riders

Despite many years of speculation and recently adjusted claims, there is no empirical support for the theory of “patent holdup.” Various eminent experts refute allegations of systemic “patent holdup.” It is likely that “patent holdup” has not occurred in the context of standards and licensing of standards essential patents (SEPs) because of the fair, reasonable and non-discriminatory (FRAND) licensing contracts and available recourse to the courts have ensured that licensees cannot be forced to pay “excessive” licensing fees.

“Patent holdout,” which is also sometimes referred to as “reverse holdup,“ rather than “patent holdup” may instead be a prevalent problem; although calls for remedies have largely been in response to “patent holdup” allegations. Beguiled courts, antitrust authorities, government policy makers and even a standards development organisation (SDO) are tipping the scales in favour of “patent holdout” by infringing implementers of SEPs. This is destabilising the equilibrium between the interests of the licensors and licensees forged by consensus over decades in the IPR policies of SDOs such as ETSI with Fair, Reasonable and Non-Discriminatory licensing. As leading academics note, “FRAND Implies Balance” and “FRAND [is not] a one-way street.” Whereas alleged “patent holdup” supposedly results in excessive royalties, “patent holdout” is undermining licensors attempts even to achieve FRAND terms or to complete any licensing at all in many cases. Licensors are therefore losing their ability to make a fair return on their investments in SEP technologies. This discourages ongoing investments in standard-essential technologies, participation in SDOs and contribution to the standards.

#### Antitrust in IP hammers innovation, especially in American 5G.

Abbott ’21 [Alden Abbott, Paul Redmond Michel, Adam Mossoff, Kristen Jakobsen Osenga, and Brian O’Shaughnessy; March 10; the Federal Trade Commission’s General Counsel (2018-2021), adjunct professor at George Mason University, J.D. from Harvard Law School, M.A. in economics from Georgetown University; Retired Chief Judge and United States Circuit Judge of the United States Court of Appeals for the Federal Circuit; Law Professor at George Mason University; Law Professor at the University of Richmond; chair of Dinsmore’s IP Transactions and Licensing Group; the Regulatory Transparency Project, “Aligning Intellectual Property, Antitrust, and National Security Policy,” https://regproject.org/wp-content/uploads/Paper-Aligning-Intellectual-Property-Antitrust-and-National-Security-Policy.pdf]

Although much of the excitement about 5G wireless technology focuses on how it will improve every aspect of our lives – from smart homes to smart cities, from healthcare to food to business to entertainment – this technology is also critical for an often-invisible, but even more critical, application: national security. 5G is a vast improvement over existing mobile technology, with massively increased speeds of data transfer and other enhanced capacities. The benefits this unprecedented speed and capacity will have for the United States military include improved surveillance and reconnaissance systems, new and more accurate methods of command and control, and integrated and streamlined logistics systems for increased efficiency.1 On the other hand, the same technological advancements facilitated by 5G technology may also give rise to new cybersecurity vulnerabilities.

Although it is the future of everything, 5G does not pose a potential problem in some far-off future. Today, the U.S. is already depending on a wide array of 5G technology suppliers for its national security system. For example, the national security programs of the Department of Defense (DOD) rely on continued access to telecommunication products made by companies with security clearance on a range of active classified and unclassified prime government contracts.2 Devices that rely on such wireless technology include those used to command troops in combat, control drones, target smart munitions, and perform other vital military functions.3 Allied partnerships with the U.S. also depend on its efforts to address cybersecurity in the next generation of wireless, 5G, and Internet of things.4

To ensure the safety of the systems on which the U.S. military relies and avoid unknown and unexpected cybersecurity vulnerabilities, the U.S. must remain an active and competitive participant in 5G development. Antitrust policies that undermine the intellectual property rights of U.S. innovators will diminish U.S. companies’ ability to invest in research and development (R&D) and to compete in the global 5G ecosystem. Even more important than increased economic growth, new jobs, and enhanced daily lives, these antitrust policies must be changed for the sake of U.S. national security.

#### No econ decline impact.

Stephen M. Walt 20. Robert and Renée Belfer professor of international relations at Harvard University. "Will a Global Depression Trigger Another World War?" Foreign Policy. 5-13-2020. https://foreignpolicy-com.proxy.library.emory.edu/2020/05/13/coronavirus-pandemic-depression-economy-world-war/

On balance, however, I do not think that even the extraordinary economic conditions we are witnessing today are going to have much impact on the likelihood of war. Why? First of all, if depressions were a powerful cause of war, there would be a lot more of the latter. To take one example, the United States has suffered 40 or more recessions since the country was founded, yet it has fought perhaps 20 interstate wars, most of them unrelated to the state of the economy. To paraphrase the economist Paul Samuelson’s famous quip about the stock market, if recessions were a powerful cause of war, they would have predicted “nine out of the last five (or fewer).”

Second, states do not start wars unless they believe they will win a quick and relatively cheap victory. As John Mearsheimer showed in his classic book Conventional Deterrence, national leaders avoid war when they are convinced it will be long, bloody, costly, and uncertain. To choose war, political leaders have to convince themselves they can either win a quick, cheap, and decisive victory or achieve some limited objective at low cost. Europe went to war in 1914 with each side believing it would win a rapid and easy victory, and Nazi Germany developed the strategy of blitzkrieg in order to subdue its foes as quickly and cheaply as possible. Iraq attacked Iran in 1980 because Saddam believed the Islamic Republic was in disarray and would be easy to defeat, and George W. Bush invaded Iraq in 2003 convinced the war would be short, successful, and pay for itself.

The fact that each of these leaders miscalculated badly does not alter the main point: No matter what a country’s economic condition might be, its leaders will not go to war unless they think they can do so quickly, cheaply, and with a reasonable probability of success.

Third, and most important, the primary motivation for most wars is the desire for security, not economic gain. For this reason, the odds of war increase when states believe the long-term balance of power may be shifting against them, when they are convinced that adversaries are unalterably hostile and cannot be accommodated, and when they are confident they can reverse the unfavorable trends and establish a secure position if they act now. The historian A.J.P. Taylor once observed that “every war between Great Powers [between 1848 and 1918] … started as a preventive war, not as a war of conquest,” and that remains true of most wars fought since then.

The bottom line: Economic conditions (i.e., a depression) may affect the broader political environment in which decisions for war or peace are made, but they are only one factor among many and rarely the most significant. Even if the COVID-19 pandemic has large, lasting, and negative effects on the world economy—as seems quite likely—it is not likely to affect the probability of war very much, especially in the short term.

#### No impact to warming.

Zeke Hausfather & Glen P. Peters 20. \*Director of climate and energy at the Breakthrough Institute in Oakland, California. \*\*Research director at the CICERO Center for International Climate Research in Oslo, Norway. "Emissions – the ‘business as usual’ story is misleading". Nature. 1-29-2020. https://www.nature.com/articles/d41586-020-00177-3

In the lead-up to the 2014 IPCC Fifth Assessment Report (AR5), researchers developed four scenarios for what might happen to greenhouse-gas emissions and climate warming by 2100. They gave these scenarios a catchy title: Representative Concentration Pathways (RCPs)1. One describes a world in which global warming is kept well below 2 °C relative to pre-industrial temperatures (as nations later pledged to do under the Paris climate agreement in 2015); it is called RCP2.6. Another paints a dystopian future that is fossil-fuel intensive and excludes any climate mitigation policies, leading to nearly 5 °C of warming by the end of the century2,3. That one is named RCP8.5.

RCP8.5 was intended to explore an unlikely high-risk future2. But it has been widely used by some experts, policymakers and the media as something else entirely: as a likely ‘business as usual’ outcome. A sizeable portion of the literature on climate impacts refers to RCP8.5 as business as usual, implying that it is probable in the absence of stringent climate mitigation. The media then often amplifies this message, sometimes without communicating the nuances. This results in further confusion regarding probable emissions outcomes, because many climate researchers are not familiar with the details of these scenarios in the energy-modelling literature.

This is particularly problematic when the worst-case scenario is contrasted with the most optimistic one, especially in high-profile scholarly work. This includes studies by the IPCC, such as AR5 and last year’s special report on the impact of climate change on the ocean and cryosphere4. The focus becomes the extremes, rather than the multitude of more likely pathways in between.

Happily — and that’s a word we climatologists rarely get to use — the world imagined in RCP8.5 is one that, in our view, becomes increasingly implausible with every passing year5. Emission pathways to get to RCP8.5 generally require an unprecedented fivefold increase in coal use by the end of the century, an amount larger than some estimates of recoverable coal reserves6. It is thought that global coal use peaked in 2013, and although increases are still possible, many energy forecasts expect it to flatline over the next few decades7. Furthermore, the falling cost of clean energy sources is a trend that is unlikely to reverse, even in the absence of new climate policies7.

Assessment of current policies suggests that the world is on course for around 3 °C of warming above pre-industrial levels by the end of the century — still a catastrophic outcome, but a long way from 5 °C7,8. We cannot settle for 3 °C; nor should we dismiss progress.

Plan for progress

Some researchers argue that RCP8.5 could be more likely than was originally proposed. This is because some important feedback effects — such as the release of greenhouse gases from thawing permafrost9,10 — might be much larger than has been estimated by current climate models. These researchers point out that current emissions are in line with such a worst-case scenario11. Yet, in our view, reports of emissions over the past decade suggest that they are actually closer to those in the median scenarios7. We contend that these critics are looking at the extremes and assuming that all the dice are loaded with the worst outcomes.

Asking ‘what’s the worst that could happen?’ is a helpful exercise. It flags potential risks that emerge only at the extremes. RCP8.5 was a useful way to benchmark climate models over an extended period of time, by keeping future scenarios consistent. Perhaps it is for these reasons that the climate-modelling community suggested RCP8.5 “should be considered the highest priority”12.

We must all — from physical scientists and climate-impact modellers to communicators and policymakers — stop presenting the worst-case scenario as the most likely one. Overstating the likelihood of extreme climate impacts can make mitigation seem harder than it actually is. This could lead to defeatism, because the problem is perceived as being out of control and unsolvable. Pressingly, it might result in poor planning, whereas a more realistic range of baseline scenarios will strengthen the assessment of climate risk.

### Cybersecurity Adv---1NC

#### Expand the scope of antitrust refers exclusively to formal law not enforcement---the plan is circumvented.

Sinisa Milosevic et al. 18. Commission for Protection of Competition, The Republic of Serbia. Dejan Trifunovic, Faculty of Economics, University of Belgrade, Belgrade, The Republic of Serbia. Jelena Popovic Markopoulos, Commission for Protection of Competition, The Republic of Serbia. “The Impact of the Competition Policy on Economic Development in the Case of Developing Countries”. Economic Horizons, May - August 2018, Volume 20, Number 2, 153 – 167. http://scindeks-clanci.ceon.rs/data/pdf/1450-863X/2018/1450-863X1802157M.pdf

The paper that analyzes the impact of the competition policy on the GDP growth in developing and developed countries in the Solow growth model framework is T. C. Ma’s (2011). The presence and scope of the competition policy is captured by the SCOPE variable that is defined in the paper by K. N. Hylton and F. Deng (2007). The overall effectiveness of the government’s application of policies, not only of the competition policy, is captured by the EFFICIENCY variable that is defined in the paper by D. Kaufmann, A. Kraay and M. Mastruzzi (2009). The results show that the SCOPE variable is not significant and the formal existence of the competition law cannot influence economic growth. The interacting variable of SCOPE x EFFICIENCY is named EFFLAW. For poor countries, the coefficient for this variable is 0.04 and is significant, whereas for rich countries the coefficient is 0.064 and is also significant. Therefore, the competition law must be complemented with the effective enforcement of this policy.

#### Antitrust fails---expanding scope opens the floodgates to litigation and makes enforcement impossible.

Geoffrey Manne, 18. International Center for Law & Economics president & founder, Congressional Documents and Publications, “Senate Judiciary Subcommittee on Antitrust, Competition Policy and Consumer Rights Hearing; "A Comparative Look at Competition Law Approaches to Monopoly and Abuse of Dominance in the US and EU."; Testimony by Geoffrey Manne, President and Founder, International Center for Law and Economics,” December 19, 2018. Lexis, accessed 6-1-21

II. The specious lure of excessively discretionary antitrust

Antitrust is an attractive regulatory tool for a number of reasons. As noted above, the vague, terse language of the Sherman Act readily lends itself to "interpretation" imbuing it with virtually limit-less scope. Indeed, the urge to treat antitrust as a legal Swiss Army knife capable of correcting all manner of social and economic ills is apparently difficult to resist. Conflating size with market power, and market power with political power, many recent calls for regulation of the tech indus-try are framed in antitrust terms, even though they are mostly rooted in nothing recognizable as modern, economically informed antitrust legal claims or analysis. But that attraction is precisely why we should care about the scope, process, and economics of anti-trust and the extent of its politicization. Antitrust in the US has largely resisted the relentless effort to politicize it. Despite being rooted in vague and potentially expansive statutory language, US anti-trust is economically grounded, evolutionary, and limited to a set of achievable social welfare goals. In the EU, by contrast, these sorts of constraints are far weaker. Whether or not that is suitable for the particular political and historical circumstances of the EU is a separate question. But, undoubt-edly, applying a controversial legal regime to the United States -- a markedly different jurisdiction with a unique governance structure -- and upsetting more than a century of legal, technological, and social development, is deeply problematic. This conclusion is in no way altered by the fact that US antitrust law has become the outlier of global antitrust enforcement, compared to the EU's more "consensual" approach. n26 What matters is a policy's actual results, not whether it is widely adopted; the world is full of debunked beliefs that were once widely shared. And it is far from certain that the widespread adoption of the EU model is in any way indicative of superior results. It is equally (or even more) plausible that this model has proliferated because it naturally accommodates politically useful populist narratives -- such as "big is bad," robin hood fallacies and robber baron myths -- that are constrained by the US's more evidence-based and rational antitrust decision-making. n27 America's isolation might thus be a testament to its success rather than an emblem of its failure. But even if by some chance the European approach proved to be optimal for many other countries in the world, it is still dubious that its adoption would lead to improved economic performance in the United States. As has already been alluded to, the unique features of the US legal regime make it unlikely that the best policy for the EU would also happen to be the best one for America. The EU's more aggressive pursuit of technology platforms under its antitrust laws demonstrates many of the problems with its approach in general. I urge this subcommittee to consider not just whether the EU approach seems to permit the government to reach a preconceived outcome -- i.e., placing large tech platforms under increased antitrust scrutiny -- but whether it is truly desirable at all to emulate the EU's approach and to try to reach the goals of EU competition policy under US antitrust law. Endorsing the European approach to antitrust, in a naive attempt to bring high-pro-file cases against large Internet platforms, would prioritize political expediency over the rule of law. It would open the floodgates of antitrust litigation and facilitate deleterious tendencies, such as non-economic decision-making, rent-seeking, regulatory capture, and politically motivated enforce-ment. Bringing US antitrust enforcement in line with that of the EU would thus unlock a veritable Pan-dora's box of concerns that are currently kept in check. Chief among them is the use of antitrust laws to evade democratically and judicially established rules and legal precedent. When consider-ing this question, it is important to see beyond any particular set of firms that enforcement offi-cials and politicians may currently be targeting. An antitrust law expanded to consider the full scope of soft concerns that the EU aims at will not be employed against only politically disfavored companies, companies in other jurisdictions, or in order to expediently "solve" otherwise political problems. Once antitrust is expanded beyond its economic constraints and imbued with political content, it ceases to be a uniquely valuable tool for addressing real economic harms to consumers, and becomes a tool for routing around legislative and judicial constraints**.**

#### They only require companies to license their patents---that doesn’t solve monocultured software---it still uses the same standards, so it’s still vulnerable to cyberattacks.

#### No cyber impact.

James Andrew Lewis 20. Senior vice president and director of the Strategic Technologies Program at the Center for Strategic and International Studies. “Dismissing Cyber Catastrophe”. 8-17-2018. https://www.csis.org/analysis/dismissing-cyber-catastrophe

More importantly, there are powerful strategic constraints on those who have the ability to launch catastrophe attacks. We have more than two decades of experience with the use of cyber techniques and operations for coercive and criminal purposes and have a clear understanding of motives, capabilities, and intentions. We can be guided by the methods of the Strategic Bombing Survey, which used interviews and observation (rather than hypotheses) to determine effect. These methods apply equally to cyberattacks. The conclusions we can draw from this are:

Nonstate actors and most states lack the capability to launch attacks that cause physical damage at any level, much less a catastrophe. There have been regular predictions every year for over a decade that nonstate actors will acquire these high-end cyber capabilities in two or three years in what has become a cycle of repetition. The monetary return is negligible, which dissuades the skilled cybercriminals (mostly Russian speaking) who might have the necessary skills. One mystery is why these groups have not been used as mercenaries, and this may reflect either a degree of control by the Russian state (if it has forbidden mercenary acts) or a degree of caution by criminals.

There is enough uncertainty among potential attackers about the United States’ ability to attribute that they are unwilling to risk massive retaliation in response to a catastrophic attack. (They are perfectly willing to take the risk of attribution for espionage and coercive cyber actions.)

No one has ever died from a cyberattack, and only a handful of these attacks have produced physical damage. A cyberattack is not a nuclear weapon, and it is intellectually lazy to equate them to nuclear weapons. Using a tactical nuclear weapon against an urban center would produce several hundred thousand casualties, while a strategic nuclear exchange would cause tens of millions of casualties and immense physical destruction. These are catastrophes that some hack cannot duplicate. The shadow of nuclear war distorts discussion of cyber warfare.

State use of cyber operations is consistent with their broad national strategies and interests. Their primary emphasis is on espionage and political coercion. The United States has opponents and is in conflict with them, but they have no interest in launching a catastrophic cyberattack since it would certainly produce an equally catastrophic retaliation. Their goal is to stay below the “use-of-force” threshold and undertake damaging cyber actions against the United States, not start a war.

This has implications for the discussion of inadvertent escalation, something that has also never occurred. The concern over escalation deserves a longer discussion, as there are both technological and strategic constraints that shape and limit risk in cyber operations, and the absence of inadvertent escalation suggests a high degree of control for cyber capabilities by advanced states. Attackers, particularly among the United States’ major opponents for whom cyber is just one of the tools for confrontation, seek to avoid actions that could trigger escalation.

The United States has two opponents (China and Russia) who are capable of damaging cyberattacks. Russia has demonstrated its attack skills on the Ukrainian power grid, but neither Russia nor China would be well served by a similar attack on the United States. Iran is improving and may reach the point where it could use cyberattacks to cause major damage, but it would only do so when it has decided to engage in a major armed conflict with the United States. Iran might attack targets outside the United States and its allies with less risk and continues to experiment with cyberattacks against Israeli critical infrastructure. North Korea has not yet developed this kind of capability.

#### No impact to the grid.

Jesse Dunietz & Robert M. Lee 17. \*Scientific American's 2017 AAAS Mass Media fellow, and a Ph.D. candidate in computer science at Carnegie Mellon University. \*CEO of industrial cybersecurity firm Dragos. “Is the Power Grid Getting More Vulnerable to Cyber Attacks?” Scientific American. 2017. <https://www.scientificamerican.com/article/is-the-power-grid-getting-more-vulnerable-to-cyber-attacks/>

Two weeks ago it was cyberattacks on the Irish power grid. Last month it was a digital assault on U.S. energy companies, including a nuclear power plant. Back in December a Russian hack of a Vermont utility was all over the news. From the media buzz, one might conclude that power grid infrastructure is teetering on the brink of a hacker-induced meltdown. The real story is more nuanced, however. Scientific American spoke with grid cybersecurity expert Robert M. Lee, CEO of industrial cybersecurity firm Dragos, Inc., to sort out fact from hype. Dragos, which aims to protect critical infrastructure from cyberattacks, recently raised $10 million from investors to further its mission. Before he founded the company, Lee worked for the U.S. government analyzing and defending against cyberattacks on infrastructure. For a portion of his military career, he also worked on the government’s offensive front. His work has given him a front-row view on both sides of infrastructure cybersecurity. [An edited transcript of the interview follows.] How concerned should we be about grid and infrastructure cybersecurity, and what should we be most worried about? The electric grid and most infrastructure we have is actually fairly well built for reliability and safety. We’ve had a strong safety culture in industrial engineering for decades. That safety and reliability has never been thought of from a cybersecurity perspective, but it has afforded us a very defensible environment. As an example: if a portion of the U.S. power grid goes down. We usually anticipate those things for hurricanes or winter-weather storms. And we’re good at moving away from the computers and doing manual operations, just working the infrastructure to get it back. Usually it’s hours, maybe days; never more than a week or so. A lot of these cyberattacks deal with the computer technology and the interconnected nature of the infrastructure. And so when they target it in that way, you’re talking hours, maybe a day, at most a week of disruption. For reasonable scenarios, we’re not talking about a long time of outages, and we’re not talking about compromising safety. Now, the scary side of it is [twofold]. One, our adversaries are getting much more aggressive. They’re learning a lot about our industrial systems, not just from a computer technology standpoint but from an industrial engineering standpoint, thinking about how to disrupt or maybe even destroy equipment. That’s where you start reaching some particularly alarming scenarios. The second thing is, a lot of that ability to return to manual operation, the rugged nature of our infrastructure—a lot of that’s changing. Because of business reasons, because of lack of people to man the jobs, we’re starting to see more and more computer-based systems. We’re starting to see more common operating platforms. And this facilitates a scale for adversaries that they couldn’t previously get. When you say our adversaries are getting more aggressive, what are you referring to? The key events are things like the Ukraine attack in 2015–2016, [in which a cyberattack brought down portions of the Ukrainian power grid], as well as two different campaigns in 2013–2014, BlackEnergy2 and Havex, [two malware programs that were deployed against energy sector companies]. Basically, far-reaching espionage on industrial facilities one year; the next year getting into industrial environments; and then culmination in attacks in 2015–2016. That’s aggressive in itself. For my own firm, what we’re seeing in the [overall] activity in the space is it’s growing. Over the last decade, I have seen adversary activity increase in some measure, and then around 2013–2014 just start spiking. What are the adversaries actually doing in these attacks? [There are two broad categories of attacks.] Stage I intrusions are those designed to gain information. These are the traditional espionage efforts we’ve become accustomed to hearing about, where information is stolen or deleted. A Stage II attack could result in temporary loss of power, physical damage to equipment, or other types of scenarios we often hear about. It is important to note these are not trivial to accomplish. If an attacker wants to progress to a Stage II attack, during the Stage I intrusion they have to steal information specific to [that] industrial environment. The 2013–2014 campaigns that I mentioned were exactly the kinds of Stage I activity that you’d want to use to pivot into a Stage II activity. And so they scared the heck out of all of us. But the stuff we’ve heard about recently—the nuclear site and about a dozen energy companies that were compromised in a phishing campaign that made the news—none of that sounded tailored toward pivoting into a Stage II. Once an adversary has broken into the “business networks” used for email, documents and so on, how far a jump is it for them to access the industrial control system (ICS) networks used to control and monitor the industrial equipment? In nuclear environments, [business networks and control networks are] airgapped—[i.e., computers on one network cannot talk to those on the other]—because of safety regulations. The idea that because you got into the business network you can easily move into the ICS network is ridiculous. That is not true with other industrial infrastructures—electric energy, oil and gas, manufacturing, etc. You absolutely have [ICS] networks that are connected up. The nuance here is that we have a joke in the community: you’ll get security folks who don’t know much about ICS coming in with penetration testers and saying, “Oh my gosh, I found so many vulnerabilities!” And so the joke is, why don’t I just sit you down at the terminal? I will give you 100 percent access. Now make the lights blink. There’s a big gap there. [So the challenge is] not so much getting access. It’s once you get access, do you know what to do in a way that’s not just going to be embarrassing? What motivation do these adversaries have to attack the U.S. grid? I do not feel that there is a legitimate reason for adversaries to disrupt or destroy industrial infrastructure outside of a conflict scenario. Ukraine and Russia is a great example. I don’t necessarily mean declared war, but in places where we see conflict, I think we’ll see industrial attacks: North Korea-South Korea, China-Taiwan. But there are some scenarios that concern me, where we might have our hands forced and not have clarity around what happened. I’m aware of at least one case where a skilled adversary broke into an industrial environment, and in the course of intelligence operations they accidentally knocked over some sensitive system that led to visible destruction and almost to multiple casualties. And the worst part is, we didn’t actually realize it was a failed operation until about a month after, because the forensics and analysis take time. So you could have a scenario where the U.S., Russia, China, Iran—big players—are doing intelligence operations on each other, are doing pre-positioning to have deterrence or political leverage, and mess up that operation in a way that looks like an attack that we do not have transparency on for some time. We do not have international norms around how to handle that. Outside of conflict scenarios, though, I don’t see the advantage to [deliberate] disruptive or destructive attacks. I think we haven’t seen it not because they haven’t wanted to, but because the return on investment is minimal. What’s really advantageous is sitting U.S. congressmen and policymakers fearing what can happen with industrial infrastructure. That fear drives policy far more than actually turning the lights off and having them realize [they will] come back on in six hours.
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#### The plan is applied globally---that offends allies.

Herbert Hovenkamp 03. Ben V. & Dorothy Willie Professor of Law and History, University of Iowa. “Antitrust as Extraterritorial Regulatory Policy,” 48 Antitrust BULL. 629 (2003).

Today few of us are sympathetic with the view that the common law exists apart from and somehow transcends the jurisdiction of the courts that make it. Nevertheless, there is a powerful sense in which the rules of antitrust law are regarded as "natural," while explicitly regulatory rules are considered to be purely local, territorial, or political. This view is given considerable support by a powerful neoclassical economic model that views markets as natural, in the sense that they exist separate and apart from state policy making. 32

Within this model antitrust law is a kind of background umpire that does not make first instance choices about price, quantity, quality, new entry and the like, but that does limit the anticompetitive exercise of market power. Antitrust operates as a kind of "macro" version of contract law. The common law of contracts is designed to facilitate and protect the utility of individual private bargains; antitrust is designed to do much the same thing, but for markets as a whole. Under this conception a well defined set of antitrust principles always operates in the background, so to speak, permitting private bargaining to proceed without interference in the great majority of instances, but intervening when competitive processes go awry. Further, widespread agreement exists both inside and outside the United States on a set of core principles pertaining to such things as naked price fixing, market division agreements, and the like. Within this core, problems of extraterritoriality have largely been limited to the technical ones of devising appropriate jurisdictional rules and remedies.

In contrast, the power to regulate is different. Under the traditional view of regulation the power to set price, quantity, quality, or the right to enter a market emanates in the first instance from the government. Further, although there is widespread economic agreement on fundamental principles, regulatory design is much more specific to the sovereign-more likely to reflect the demographics, industrial or employment base, or politics of the particular state imposing the regulation.

For example, nearly all of the 50 states of the United States have an antitrust law. With relatively few exceptions, however, the substantive coverage of these antitrust laws is the same, and mimics federal law. Many states have court decisions or even legislative enactments stating that federal antitrust law should govern the interpretation of that particular state's antitrust law as well. 33 The result is that the coverage of state antitrust law is remarkably similar from one state to the next. But one can hardly say the same thing about each state's regulation of land use, power generation and distribution, taxicabs, liquor pricing, and the like. Whatever homogeneity regulatory theory might produce, the politics of regulation virtually guarantees jurisdiction-specific outcomes.

But homogeneity in antitrust policy also begins to break down when antitrust law moves beyond its fundamental neoclassical concern with cartels or well-defined exclusionary practices, and into areas where its role is more controversial or marginal. This is often the case when the antitrust laws are applied in recently deregulated markets. For example, a common antitrust problem that arises in deregulated industries falls under the general rubric of unilateral refusals to deal. In order to encourage competition, newly deregulated firms may be forced to share their facilities, information, intellectual property, or other assets with new rivals. Devising reasonable "nonregulatory" rules governing refusals to deal in such markets has always extended the antitrust laws to the margin of their competence.

Increasingly, American courts seem willing to apply antitrust law to markets regulated by foreign nations under circumstances where regulatory laws themselves would never reach. For example, neither Congress nor a state legislature would very likely attempt to regulate the customer service or information provision practices of a foreign national's telephone company. But both federal and state courts have done precisely that under the guise of antitrust enforcement.3 4

Antitrust policy makes this thinkable as a result of the confluence of two sets of doctrines. First is the expansive reach of our antitrust laws to practices that have a substantial effect on United States commerce. Second is the very narrow conception of comity that applies in antitrust cases.

As a general matter, comity concerns in the international conflict of laws requires the court to consider the competing interests of domestic and foreign sovereigns. 35 After a half century of debate over the meaning of comity in international Sherman Act adjudication, the Supreme Court gave the doctrine an extraordinarily narrow meaning in the Hartford Fire case.36 That case involved an alleged insurance boycott in which Lloyd's of London participated as reinsurer. Lloyd's conduct-agreeing with some United States insurers not to write reinsurance policies for other United States insurers who wanted to write policies with broader coverage-was neither forbidden nor compelled by British law. To the defendant's claim of comity the Supreme Court replied that the provisions of the Sherman Act governing jurisdiction over transactions in foreign commerce were mandatory. As a result, a federal court could not simply decline jurisdiction on the basis of some general balancing of interests. 37 Rather, "comity" permits a federal court to decline jurisdiction only when there was a "conflict" between the law of the foreign sovereign and United States law. Further, "conflict" was defined not under choice of law principles, but more absolutely, as occurring only when the foreign law compelled the conduct at issue. 38

Perhaps significantly, the activity of the London reinsurers was very likely reachable under United States antitrust law even under ordinary interest analysis principles. British law was found by the Supreme Court to be indifferent to what the London reinsurers were doing. Further, what they were doing was agreeing not to insure against liability for particular toxic pollution risks in the United States, and risk of liability is of course measured in relation to the physical environment and legal regime in which the injury occurs. 39 As a result, the London reinsurers were selling a product especially targeted for United States markets and allegedly participating in a boycott designed to keep broader coverage insurance policies out of that market.

But Hartford Fire's definition of comity is significantly problematic under deregulation. To the extent a foreign sovereign deregulates a public utility or common carrier, that firm enjoys greater discretion to make its own decisions. As a result, considerations of comity may no longer preclude a Sherman Act suit. What makes this especially problematic is the way that the Sherman Act has been used in the United States as a kind of replacement for the regulatory agency. Under comprehensive agency regulation a filed tariff plus regulatory oversight would have governed numerous acts by regulated firms, including pricing, entry into new markets, interconnection obligations and other duties to deal.40 Government relaxation of regulatory restrictions has given firms some discretion over these things but in the process has substituted the antitrust courts as governmental supervisor. In some situations this causes little difficulty because regulation may have been misapplied to a competitively structured industry to begin with.41 In other situations, such as long-distance telecommunication, a competitive environment has developed because of changes in technology, and topto-bottom price and product regulation is no longer necessary.42

But in a third class of situations the application of the antitrust laws is much more "regulatory" and more difficult to defend. These are the cases where unilateral conduct of the kind that was historically supervised by the regulatory agency now comes under antitrust jurisdiction. For example, under the essential facility doctrine a federal court of general jurisdiction may be asked to apply antitrust law to determine the scope of a formerly regulated firm's duty to interconnect with rivals. The circuit courts have applied the doctrine frequently in the telecommunications industry,43 but also to railroads" and natural gas pipelines.4 5 Problematically, supervising interconnection requirements involves the court in highly technical questions about the scope of the duty to deal and perhaps even about the price at which the deal must be made. In these cases we have not really "deregulated" at all; rather, we have simply substituted regulation by a government agency for regulation by a court, often through the highly inefficient and uncertain process of a jury trial. To do that in a purely domestic situation is ill-advised enough, but to do it abroad by taking advantage of the expansive jurisdictional reach of the Sherman Act is completely unjustified.

IV. Extraterritorial antitrust and foreign deregulation

As expansive as the regulatory power asserted by the United States sometimes becomes, it does not generally interfere directly into foreign governments' regulation of their own highly regulated industries. But to a large extent modem antitrust has inherited the regulatory attitude expressed by the Western Union decision discussed above. For several reasons, the idea that the United States Antitrust laws are jurisdictionally exceptional can produce overreaching that is offensive to foreign prerogatives. First, the United States antitrust laws are extremely general and make no distinction between ordinary competitive firms and public utilities or common carriers; the same rules purport to apply to all business firms. Second, the jurisdictional language of the antitrust laws is both mandatory and general to the same extent-that is, the "affecting foreign commerce" language of the basic Sherman Act and the export commerce language of the Foreign Trade Antitrust Improvement Act 6 do not distinguish between regulated and ordinary competitive firms. And third, the limiting doctrines of international law-namely Act of State, foreign sovereign compulsion, foreign sovereign immunity, and comity-do not distinguish among types of firms or types of antitrust complaints. They apply equally to both price fixing, which is at the core of antitrust concern, and to the essential facility doctrine, which lies at or outside its margin.

#### It ends the Japan economic alliance.

Takaaki Kojima 02. Fellow, Weatherhead Center for International Affairs, 2001-2002. “International Conflicts over the Extraterritorial Application of Competition Law in a Borderless Economy”. https://datascience.iq.harvard.edu/files/fellows/files/kojima.pdf

We are witnessing increasingly widespread and penetrating economic globalization today. As a result of trade liberalization, import restrictions or regulations on trade and investment have decreased substantially, and trans-border business activities face less barrier. At the same time, the role of trans-border business activities, especially those by so-called multinational or global enterprises, have become increasingly important and even dominant in some sectors.

As far as the territorial scope of business activities are concerned, state borders are more or less diminishing to become almost borderless; as for legal regimes, however, sovereign states retain in principle exclusive jurisdiction over their territories and nationals under international law. Business activities are regulated by the domestic laws of sovereign states or by international agreements concluded among sovereign states. The pertinent question is how to coordinate “borderless” business activities within the existing legal regimes governed by sovereign states. In the field of trade law, the measures of each state are restricted by international agreements, in particular under the GATT/WTO regime. In the field of competition law, such an international regime is lacking and the domestic laws of each state regulate private restraints of trade in the relevant markets.

Serious jurisdictional conflicts have transpired in the last several decades between the United States and other states over the so-called extraterritorial application of U.S. antitrust laws on anticompetitive conducts abroad. This problem has also caused diplomatic frictions between the United States and other states, as it concerns state sovereignty. In this essay, the author will review the historical development of international conflicts caused by the extraterritorial application of competition law and attempt to examine the options available to circumvent or solve these conflicts. The main focus will be U.S. antitrust law and its relation with other jurisdictions, mainly the European Union and Japan, considering the grave implications to competition law and policy as well as to the world economy. 2

II. Extraterritorial Application of U.S. Antitrust Laws

Problems concerning the extraterritorial application of U.S. antitrust laws have been discussed in many publications. Of the U.S. antitrust laws, the Sherman Act applies to “commerce … with foreign nations ” (Section 1) without qualifying provisions concerning its territorial scope as “within the United States” (Section 2) or “in any section of the country” (Section 3) as specified in the Clayton Act. In the past, U.S. courts interpreting the Sherman Act of 1890 and other antitrust laws commonly followed the traditional territorial principle with regard to its jurisdictional reach. In the American Banana case (213 U.S. 347 (1909)), where all the acts complained of were committed outside the territory of the United States, including the defendant’s alleged inducements of the Costa Rican government to monopolize the banana trade, the U.S. Supreme Court dismissed the complaint on the ground, inter alia, that acts committed outside of the United States are not governed by the Sherman Act. In this case, the territorial principle in the classic sense was applied.

In later decisions such as the American Tobacco case (221 U.S. 106 (1911)) and the Sisal case (274 U.S. 268 (1927)), jurisdiction was exercised over the defendants on the ground that although the agreements in question were concluded by foreigners outside the United States, jurisdiction was limited to what was performed and intended to be performed within the territory of the United States. In these cases, the territorial principle was applied more flexibly, but it has been observed that this application cannot be argued other than as a sensible and reasonable deployment of the objective territorial theory. 3

An entirely different approach was taken in the Alcoa case (148 F.2d. 416 (1944)), in which foreign companies outside the United States had concluded the agreements. The Court of Appeal for the Second Circuit held it settled law that any State may impose liabilities, even upon persons not within its allegiance, for conduct outside its borders that has consequences within its borders. It went on further to state that the agreements, although made abroad, were unlawful if they were intended to affect imports and did affect them.

This theory of the intended effect (the effects doctrine) elaborated in the Alcoa case was criticized by many as an excess of jurisdiction under public international law. For instance, R.Y. Jennings noted that “in this new guise it apparently comprehends the exercise of jurisdiction over agreements made abroad, by foreigners with foreigners provided only that the agreement was intended to have repercussions upon American imports or exports,” 4 while F.A. Mann argued that “the type of effect within the meaning of the Alcoa ruling has nothing in common with the effect which by virtue of established principles of international jurisdiction confers that right of regulation.” 5 Neverthele ss, since the Alcoa case, U.S. courts have continued to follow the new jurisdictional formula of the effects doctrine.

In response to excessive application of U.S. antitrust laws, especially with respect to courts’ orders to produce documents such as subpoena duces tecum located abroad, a considerable number of states have issued diplomatic protests. Australia, France, the United Kingdom, the Netherlands, and New Zealand have even enacted blocking legislation. 6 The protesting states maintain that taking evidence abroad, including an order to produce documents, is an exercise of extraterritorial enforcement of jurisdiction that, under international law, requires the consent of the state where the evidence is located. The United Kingdom has been one of the strongest opponents to U.S. claims of extraterritorial jurisdiction. The U.K. government stated for instance that “HM Government considers that in the present state of international law there is no basis for the extension of one country’s antitrust jurisdiction to activities outside of that country of the foreign national.” 7 The Protection of Trading Interest law was enacted in 1980, which provides to extensively thwart the extraterritorial application of U.S. antitrust laws. The U.K. government invoked the provisions in the Laker Airways case (1983 W.L.R. 413) in 1983.

Having faced the antagonistic reactions of other states, U.S. courts began to show some restraint in assuming extraterritorial jurisdiction. In the Timberlane case (549 F.2d. 9 th Cir. (1976)), the court concluded that it had jurisdiction over alleged anticompetitive conducts in Honduras but refrained from asserting extraterritorial jurisdiction after having applied three tests: first, whether the challenged conduct had had some effect on the commerce of the United States; second, whether the conduct in question imposed a burden on U.S. commerce; and third, whether the complaint’s interests of and links to the United States were sufficiently strong vis-à-vis those of other nations to justify an assertion of extraterritorial authority. The Foreign Trade Antitrust Improvements Act enacted in 1976 applies to foreign conduct that has a direct, substantial and reasonably foreseeable effect on U.S. commerce, The U.S. enforcement agencies, the Department of Justice (DOJ) and the Federal Trade Commission (FTC), have adopted this jurisdictional rule of reason formula since the Enforcement Guidelines for International Operations of 1988. However, divergent views exist as to whether the third test of balancing the interests of other states is a rule of international law or just a comity. 8 Furthermore, not all U.S. courts have consistently applied the test of balancing interests. 9

In 1993, the Supreme Court decision in the Hartford Fire Insurance case (113 S. Ct. 2891 (1993)) reaffirmed the effects doctrine, stating that the Sherman Act applies to foreign conduct that was meant to produce and did in fact produce some substantial effect in the United States. The Court then took a restrictive view on the test of balancing interests, stating that the only substantial question is whether there is a true conflict between domestic and foreign law, and held that no such conflict seemed to exist because British law did not require defendants to act in a manner prohibited by U.S. law. 10

Japan maintains the territorial principle and rejects the effects doctrine, stating that the effects doctrine cannot be regarded as an established rule of international law. In the view of the Government of Japan, the extraterritorial application of U.S. domestic laws (including U.S. antitrust laws) based on the effects doctrine is not allowed under general international law. 11 In the Nippon Paper case, where a Japanese company was prosecuted under the Sherman Act, the Japanese government submitted a brief of amicus curiae where it stated, inter alia, that the extraterritorial application of the Sherman Act to a conduct of a Japanese company engaged in business in Japan is unlawful under international law. 12 Nonetheless, the U.S. Supreme Court affirmed the Court of Appeal decision, which assumed the extraterritorial application of the Sherman Act to a criminal case for the first time (118 S. Ct. 685 (1998)).

#### The Japan economic alliance prevents Chinese challenges to the LIO.

Shihoko Goto 21. deputy director for geoeconomics and senior associate for Northeast Asia at the Wilson Center. "When Trade No Longer Hampers U.S.-Japan Ties". 4-20-2021. https://www.wilsoncenter.org/blog-post/when-trade-no-longer-hampers-us-japan-ties

The April 16th meeting between President Joe Biden and Japanese Prime Minister Yoshihide Suga marked several milestones: not only was it the first foreign leader’s visit to the Biden White House, but it was also the first visit to the United States by Yoshihide Suga as the Japanese prime minister. It was also the first in-person summit meeting between the United States and Japan since the outbreak of a global pandemic. It marked a number of firsts in terms of content too, not least that it was the first time since the 1980s in which trade was not a sore point of contention between the two sides. Instead, trade relations projected as a way forward for further bilateral cooperation in confronting the China threat.

That isn’t to say trade relations between Japan and the United States are now smooth sailing. The U.S. trade deficit with the world’s third-largest economy runs to nearly $68 billion, and although the two sides signed a merchandise trade deal in 2019, the Japanese auto industry remains a point of contention for the United States. Indeed, Japan’s auto exports account for about $54 billion, or close to 80 percent, of the overall trade deficit. Meanwhile, the Biden administration is not expected to lift tariffs on steel and aluminum anytime soon, nor is it expected to make efforts to join the CPTPP in the near future, much to the frustration of Tokyo.

Yet instead of trying to negotiate a breakthrough on the trade front, the Biden-Suga meeting focused on bilateral economic relations based on their shared threat of dealing with China’s ambitions to challenge the regional status quo. Until recent months, Tokyo had aspired to maintain solid relations with China whilst furthering ties with the United States, most notably by endeavoring to decouple economic interests with Beijing from the security threat that China has increasingly been posing upon Tokyo. After the joint 2+2 joint security meeting in Tokyo in March, however, the two countries declared that China’s behavior is “inconsistent with the existing international order, presents political, economic, military, and technological challenges to the Alliance and to the international community.”

Since then, Tokyo has moved even closer to Washington publicly in pushing back against China, as the bilateral statement noted “the importance of peace and stability across the Taiwan Strait,” marking the first time since 1969 that Japan and the United States publicly referred to Taiwan which remains a core interest for China. In short, Japan’s hedging against the United States and maintaining a balancing act between China and the United States is now over. Not only is its security interests even more closely aligned with that of the United States, Japan’s economic interests are now more intertwined with that of the United States than ever.

Rather than focusing on the trade balance, Tokyo and Washington’s economic relations will concentrate more on economic resilience and maintaining free and fair economic rules of engagement in the Indo-Pacific. At the same time, the two countries are expected to work more closely together on competing against China in emerging technologies, from 5G to AI and information sciences.

For Japan, one of the biggest takeaways from the Biden-Suga meeting will be that the days of Japan posing an economic threat to the United States are now over. It will also be putting increasing pressure not only for Tokyo to be prepared to fight back against China on the economic as well as security fronts together with Washington, but it will also push Tokyo to step up its own efforts to compete in the innovation economy that goes beyond manufacturing.

#### The LIO is sustainable and solves great power war but can’t run on autopilot.

Alan W. Dowd 21. Senior fellow with the Sagamore Institute, where he leads the Center for America’s Purpose. "Capstones: China’s Dream, the World’s Nightmare – Sagamore Institute". No Publication. 4-5-2021. https://sagamoreinstitute.org/capstones-chinas-dream-the-worlds-nightmare/

If China is indeed the future, if China is primed to “rule the world,” if China remakes the international order in its image, it won’t be pretty. A future dominated by the People’s Republic of China (PRC) will be demonstrably worse than the world we know. Just look at how Xi Jinping’s regime treats its own subjects—and plays its current role on the global stage.

NO RIGHTS

Those predictions aren’t outlandish. China already is the world’s top manufacturing nation, top exporting nation and second-largest economy. The PRC was the only major economy to emerge from 2020 claiming GDP growth (if we are to trust Beijing’s books). In the pandemic’s wake, China dislodged the U.S. as the world’s primary destination for foreign direct investment. PRC-backed firms are leaders in the global 5G and AI race. On the strength of a 517-percent binge in military spending since 2000, China bristles with anti-ship and anti-aircraft missiles, deploys a high-tech air force, has a growing and openly hostile presence in space, is doubling its nuclear arsenal, and boasts a 350-ship navy (now the world’s largest). Beijing’s growing cultural reach is evident in everything from its influence over Hollywood, to its puppet-master relationship with the NBA, to its 480 Confucius Institutes (designated by Washington as “part of the Chinese Communist Party’s global influence and propaganda apparatus”).

As President Joe Biden concludes, China is “the only competitor potentially capable of combining its economic, diplomatic, military, and technological power to mount a sustained challenge to a stable and open international system.”

Xi is doing exactly that. But the China challenge starts inside the PRC.

Xi is pursuing what he calls the “China Dream,” which enfolds goals such as sustained economic development, military power modeled after and matching that of the U.S., ideological conformity, “rejuvenation of the Chinese nation” and “complete unification of our country.” Making Xi’s “China Dream” come true is turning into a nightmare for his subjects.

Before leaving his State Department post, Secretary of State Mike Pompeo described what Xi is doing to Uighur Muslims as “genocide,” noting that Beijing has “forced more than a million people into internment camps in the Xinjiang region” and detailing “torture, sexual abuse…rape, forced labor…and unexplained deaths in custody.” As he took the baton from Pompeo, Secretary of State Antony Blinken agreed, affirming that “The forcing of men, women and children into concentration camps, trying to, in effect, re-educate them to be adherents to the ideology of the Chinese Communist Party—all of that speaks to an effort to commit genocide.”

The U.S. government isn’t alone. The Uighur Muslim region, according to a UN human-rights watchdog, “resembles a massive internment camp…a no-rights zone.” More accurately, all of China is a no-rights zone.

Xi’s China is a place where Christian churches are smashed and followers of Christ are sent to reeducation camps; Buddhist temples are bulldozed; Uighur men are packed into freight trains, Uighur women are forcibly sterilized and Uighur babies are forcibly aborted; and bishops and Nobel Peace Prize laureates die in prison. Under Xi, “Religious persecution has increased…with four communities in particular experiencing a downturn in conditions—Protestant Christians, Tibetan Buddhists, and both Hui and Uighur Muslims,” Freedom House reports. Amnesty International adds that “hundreds of thousands of people” are subjected to arbitrary arrest and detention in China, many of them for “peacefully exercising their rights to freedom of expression and freedom of belief.”

There’s a brutal logic to Xi’s brutal response to religious activity. The common denominator of most every religion is that there’s something above, something beyond, something bigger, more enduring and more important than the state. That notion represents a mortal threat to the legitimacy and durability of Xi’s regime, which is founded on the premise that people exist to serve the state—not to use their God-given gifts to serve others and God.

Xi’s capacity to control is growing ever more insidious. The PRC’s new “social credit system” is using mega-databases to monitor and catalogue every aspect of life of China’s 1.3 billion people—financial transactions, civil infractions, social-media postings, online activity—and then reward or sanction Xi’s subjects by feeding all that information to the National Development and Reform Commission, banking system and judicial system. PRC subjects with good social credit scores enjoy waived fees, lower utility bills, promotions and expedited overseas-travel approval, while those with poor social credit scores can be fired from their jobs, expelled from school, blocked from universities, or barred from accessing transportation.

An Orwellian surveillance state, more than a billion people denied religious freedom and other human rights, uncounted numbers tortured in reeducation camps, physicians jailed for following the Hippocratic Oath—that’s the kind of future and the kind of world Xi wants to build. As dissident leader Xu Zhangrun observed in the wake of Beijing’s criminal mishandling of COVID-19, “A polity that is blatantly incapable of treating its own people properly can hardly be expected to treat the rest of the world well.”

NO LIMITS

That idea—the notion that the PRC is incapable of treating the world any better than it treats its own—is not particularly profound. After all, this is a regime that over the decades has erased some 35 million of its subjects and tortured millions more. Regimes like this see no limits on their power. Since they believe nothing is above the state, they rationalize everything they do in the name of the state, the revolution, the Supreme Leader, the Dear Leader, the Core Leader (Xi’s new title). With no moral constraints on what they do, they believe their ends always justify their means.

That backwards worldview informs every aspect of decision-making in the PRC. This doesn’t mean Washington should refuse to talk with Beijing. But we must be ever vigilant when dealing with Xi. A regime that can justify imprisoning, torturing and killing its own people for peacefully practicing their faith can and will justify anything: seizing foreign lands, annexing international waterways, absorbing free peoples, stealing proprietary information, leveraging a pandemic to gain geopolitical advantage, breaking treaties. The godless USSR did those sorts of things, and so has the godless PRC.

“It is difficult to imagine that a government that continues to repress freedom in its own country,” President Ronald Reagan said of the USSR, “can be trusted to keep agreements with others.” And here we are yet again.

Experts in policy analysis, academia and military-security affairs conclude that Xi’s response to COVID-19 “was in breach of international law.” It pays to recall that COVID-19 was a local public-health problem that metastasized into a global pandemic due to Beijing’s incompetence or intention (either cause is reason not to entrust the future to Xi); that Xi’s regime lied about human-to-human transmission; that Xi’s regime willfully allowed millions to leave the epicenter in Wuhan for destinations around the world; that Xi’s regime carried out a premeditated plan to hoard 2.5 billion pieces of protective equipment as the virus swept the globe; that Xi’s regime blocked scientists from sharing findings about genome sequencing for weeks; that Xi’s regime continues to refuse to cooperate with international health agencies.

Xi’s intervention in Hong Kong and assertion of rule by remote-control is a brazen violation of an international treaty.

In and above the East China Sea, Beijing is constantly violating Japanese airspace and illegally loitering PRC coast guard vessels in Japanese waters. All the while, Beijing illegally claims some 90 percent of the South China Sea. Xi has backed up those claims by building 3,200 acres of illegal islands beyond PRC waters. These islands feature SAM batteries and warplanes. Xi promised the PRC wouldn’t militarize these islands. But as America and its allies learned at enormous cost last century, words don’t matter to men like Xi. Strength and the will to wield it are all that matters. Xi has both.

His goal is to control the resource-rich South and East China Seas, assert sovereignty claims in fait accompli fashion, and bring Chinese-speaking lands under his heel. Hong Kong—where only PRC-approved “patriots” are allowed to serve in government—was his first objective. Taiwan is next. Xi has made clear that democratic Taiwan “must and will be” absorbed by the communist Mainland. “We make no promise to abandon the use of force,” he warns. That explains Beijing’s ground-unit exercises, naval drills and bomber sorties around the island democracy.

Nor are Xi’s dreams and designs limited to his immediate neighborhood. Beijing is buying loyalty via development projects (see the Belt and Road Initiative), gaining a toehold in strategically located regions (see PRC control over ports in 18 countries), building an authoritarian bloc (see Russia, Serbia, North Korea, Iran, Venezuela), and fielding a power-projecting military capable of challenging the Free World across every region and every domain—land, sea, air, space and cyberspace. Xi’s relentless cybersiege of the Free World is siphoning away inventions, discoveries, technologies and wealth, penetrating defense firms, and interfering in elections.

For those with eyes to see—who know about the laogai camps and brutalization of Muslims and oppression of Tibet and assault on Christianity—none of this comes as a surprise. What’s surprising is that for 40 years, the trade über alles caucus convinced itself that such a regime could somehow be reformed by access to Buicks and Kentucky Fried Chicken.

TAKING AIM

Xi vows to build what he calls “a more just and reasonable new world order”—one that would supplant the liberal democratic order the United States and its allies began building after World War II. Importantly, the PRC not only has the intent to build a new world order; it has the resources and capabilities to do so—which helps explain why those who designed and uphold the existing world order are answering China’s challenge.

The PRC is a country of 1.3 billion people. Its GDP is already $14.1 trillion. Its economic tendrils—trade, banking, manufacturing, logistics, shipping, technology, super-computing, artificial intelligence—stretch into every part of the globe. All of this is fueling the PRC’s relentless military modernization and buildup. The PRC’s annual military expenditure is at least $261 billion. (Beijing recently announced an increase in military spending of 6.8 percent for 2021). The PRC has a 2-million-man military, the world’s largest navy and an intense focus on its neighborhood.

None of this would be a particularly worrisome if China embraced the values of liberal democracy—the rule of law, individual freedom, religious liberty, free enterprise and free trade, majority rule with minority rights. These are the foundation stones of what Churchill and FDR envisioned when they drafted the Atlantic Charter in 1941. Their vision led to what some call the “rules-based democratic order,” others the “liberal international order,” still others the “free world order.” These terms aim to describe how the peoples of the West have tried to make the world work and indeed manage the world: They embraced and encouraged democratic governance; developed rules and norms of behavior; promoted liberal (freedom-oriented) political and economic institutions; and called upon governments to live up to the responsibilities of nationhood by respecting international borders and promoting good order within those borders. The result has been an unparalleled spread of prosperity, an unprecedented expansion of free government and an unexpected remission of great-power war (which had become an increasingly-destructive feature of the centuries leading up to 1945).

To be sure, many regimes reject the values of liberal democracy. But the PRC, like the USSR before it, not only rejects those values; it possesses the military-technological-industrial-economic assets to challenge those values, erode the liberal international order built upon those values, and forge a new international order or at least bend the existing order toward its own goals. But don’t take my word for it.

“Some seek to challenge the international order—that is, the rules, values and institutions that reduce conflict and make cooperation possible among nations,” Blinken and Defense Secretary Lloyd Austin warn, pointedly adding that “China in particular is all too willing to use coercion to get its way.”

Former national security advisor Gen H.R. McMaster concludes that PRC “leaders believe they have a narrow window of strategic opportunity to…revise the international order in their favor.”

Before he retired as Indo-Pacific commander ,Adm. Phil Davidson told the Senate Armed Services Committee that Xi and his lieutenants are “accelerating their ambitions to supplant the United States and our leadership role in the rules-based international order.”

A NATO panel noted late last year that Beijing’s “approach to human rights and international law challenges the fundamental premise of a rules-based international order.”

These political, diplomatic and military leaders recognize that the liberal order has promoted the peace and prosperity of the Free World for nearly 75 years. But it doesn’t run on autopilot. If we want the benefits of a liberal order that sustains our way of life, we need to sustain the liberal order. As Robert Kagan of the Brookings Institution observes, “The present order will last only as long as those who favor it and benefit from it retain the will and capacity to defend it.” He adds, “Every international order in history has reflected the beliefs and interests of its strongest powers, and every international order has changed when power shifted to others with different beliefs and interests.”

Indeed, the liberal order and its guarantors have arrived at a turning point or breaking point: Either they will marshal the means and will to update, strengthen and preserve the existing order, or Beijing will dramatically transform it. Xi’s callous treatment of his own subjects and contempt for international norms offer a glimpse of what his “more reasonable new world order” would look like.

### Off

FTC DA

#### The FTC is increasing privacy enforcement now---they’re focused on algorithmic bias.

James V. Fazio 21. Special counsel in the Intellectual Property Practice Group at Sheppard, Mullin, Richter & Hampton LLP, with Liisa M. Thomas, 3/11. “What Is FTC’s Course Under Biden?” https://www.natlawreview.com/article/what-ftc-s-course-under-biden

The new acting FTC chair, Rebecca Kelly Slaughter, recently signaled that the FTC may increase enforcement and penalties in the privacy and data security realm. Slaughter pointed to several areas of focus for the FTC this year, which companies will want to keep in mind: Notifying Consumers About FTC Allegations: Slaughter referred favorably to two recent cases: (1) the Everalbum biometric settlement from earlier this year (which we wrote about at the time); and (2) the Flo Health settlement over alleged deceptive data sharing practices (which we also wrote about at the time). In drawing on these two cases, Slaughter indicated that in future cases the FTC intends to include as part of any settlement a requirement to notify customers of any FTC allegations. This, she said, would allow consumers to “vote with their feet” and help them decide whether to recommend their services to others. FTC Intent to Plead All Relevant Violations: According to Slaughter, another lesson the FTC is taking from the Flo case is to include in the cases it brings all potentially applicable violations of all relevant privacy-related laws. In the Flo case, Slaughter said the FTC should have pleaded a violation of the Health Breach Notification Rule, which requires that vendors of personal health records notify consumers of data breaches. Focus on Ed Tech and COPPA: Given the explosive growth of education technology during COVID-19, the FTC is conducting an industry sweep of the industry. Related to this, the FTC is reviewing its Children’s Online Privacy Protection Act Rule. This goes beyond the refresh the agency did of their FAQs earlier in the pandemic (which we wrote about at the time). For now, Slaughter reminds companies that parental consent is needed before collecting information online from children under the age of 13. Examination of Health Apps: The FTC will take a closer look at health apps, including telehealth and contact tracing apps, as more and more consumers are relying on such apps to manage their health during the pandemic. Overlap Between Competition and Privacy: Slaughter also indicated that it is worth looking at situations where there may be not only privacy concerns, but antitrust as well. Because the FTC has a dual mission (consumer protection and competition) she notes that it has a “structural advantage” over other regulators in that it can look at these issues, especially since -she states- “many of the largest players in digital markets are as powerful as they are because of the breadth of their access to and control over consumer data.” Racial Equality and AI/Biometrics/Geotracking: Slaughter noted that COVID-19 is exacerbating racial inequities. She pointed to the unequal access to technology, as well as algorithmic discrimination (the idea that discrimination offline becomes embedded into algorithmic system logic). The FTC intends to focus on algorithmic discrimination, as well as on the discrimination potentially embedded into facial recognition technologies. (This mirrors concerns that gave rise to the recent Portland facial recognition law, which we recently wrote about). Finally, Slaughter commented on the use of location data to identify characteristics of Black Lives Matter protesters, and said she is concerned about the misuse of location data to track Americans engaged in constitutionally protected speech. Putting it Into Practice: Companies that operate health apps, that are in the education technology space, or that use algorithms or facial recognition tools will want to keep in mind that these are areas of focus for the FTC. And for everyone, keep in mind that the FTC has indicated it will beef up privacy law penalties and will ask for more notification to injured consumers.

#### The plan requires FTC resources and personnel, which are finite.

Tara L. Reinhart, et al. 21. \*\*Head of Skadden, Arps, Slate, Meagher & Flom LLP’s Antitrust/Competition Group. \*\*Steven C. Sunshine, Co-head of Skadden, Arps, Slat, Meagher & Flom LLP’s Antitrust/Competition Group. \*\*David P. Whales, antitrust lawyer with over 25 years of experience in both private and public sectors. \*\*Julia Y. York, partner at Skadden, Arps, Slat, Meagher & Flom LLP. \*\*Bre Jordan, associate at Skadden, Arps, Slat, Meagher & Flom LLP focusing on antitrust law. “Lina Khan’s Appointment as FTC Chair Reflects Biden Administration’s Aggressive Stance on Antitrust Enforcement.” 6/18/21. https://www.skadden.com/insights/publications/2021/06/lina-khans-appointment-as-ftc-chair

Second, like all antitrust enforcers, Ms. Khan and the FTC will face resource constraints. Bringing antitrust litigation is an expensive and laborious process, often requiring millions of dollars for expert fees and a large army of FTC staff attorneys and taking many months or even years to accomplish. Typically, the FTC can only litigate a handful of antitrust matters at a time. It seems likely that Congress will provide more funding to the FTC in the current environment, but even with these extra resources, the FTC will still have to pick its cases carefully and cannot challenge every deal or every instance of alleged unlawful conduct.

#### That trades off with privacy enforcement.

John O. McGinnis\* and Linda Sun\*\* 20. \*George C. Dix Professor, Northwestern University, and Associate-Designate, Wilmer Pickering Hale & Dorr LLP. “Unifying Antitrust Enforcement for the Digital Age.” Northwestern Public Law Research Paper No. 20-20. https://papers.ssrn.com/sol3/papers.cfm?abstract\_id=3669087

The FTC needs more resources to adequately address the nation’s growing privacy concerns. Currently, the FTC oversees both consumer protection—encompassing privacy—and antitrust,249 making the FTC the chief federal agency on privacy policy and enforcement250 and the nation’s de-facto privacy agency.251 The agency has long-standing experience in enforcing privacy statutes252 and also has special privacy assets, such as an internet lab capable of high-quality tech forensics to track invasions of privacy.253 The FTC, however, has failed to keep pace with the massive growth of privacy concerns—a phenomenon also driven by modern technology. Very few Americans feel conﬁdent in the privacy of their information in the digital age.254 According to a 2019 study, over 80% of Americans feel that they have little to no control over the data collected on them by companies and the government.255 To adequately address privacy concerns, the FTC needs more resources.256 The agency has been explicit that it needs more manpower to police tech companies. In requesting increased funding from Congress, FTC Director Joseph Simons said the money would allow the agency to hire additional staff and bring more privacy cases.257 A former director of the FTC’s Bureau of Consumer Protection, which houses the privacy unit, has called the FTC “woefully understaffed.”258 As of the spring of 2019, the FTC had only forty employees dedicated to privacy and data security, compared to 500 and 110 employees at comparable agencies in the UK. and Ireland, respectively.259 Without more lawyers, investigators, and technologists, the FTC will be forced to conduct privacy investigations less thoroughly, and in some cases, forgo them altogether.260 Currently, the FT C’s resources are spread thin across multiple missions, to the detriment of its privacy efforts. Removing the agency’s antitrust responsibilities would reallocate resources from the antitrust department to its privacy unit and other areas of consumer protection. Further, it would free up the scarce time of the commissioners to oversee this essential effort.261

#### Unchecked algorithmic bias risks massive inequality and extinction.

Mike Thomas 20. Quoting AI experts including MIT Physics Professors, Senior Features Writer for BuiltIn. THE FUTURE OF ARTIFICIAL INTELLIGENCE: 7 ways AI can change the world for better ... or worse, Updated: April 20, 2020, <https://builtin.com/artificial-intelligence/artificial-intelligence-future>

Klabjan also puts little stock in extreme scenarios — the type involving, say, murderous cyborgs that turn the earth into a smoldering hellscape. He’s much more concerned with machines — war robots, for instance — being fed faulty “incentives” by nefarious humans. As MIT physics professors and leading AI researcher Max Tegmark put it in a 2018 TED Talk, “The real threat from AI isn’t malice, like in silly Hollywood movies, but competence — AI accomplishing goals that just aren’t aligned with ours.” That’s Laird’s take, too. “I definitely don’t see the scenario where something wakes up and decides it wants to take over the world,” he says. “I think that’s science fiction and not the way it’s going to play out.” What Laird worries most about isn’t evil AI, per se, but “evil humans using AI as a sort of false force multiplier” for things like bank robbery and credit card fraud, among many other crimes. And so, while he’s often frustrated with the pace of progress, AI’s slow burn may actually be a blessing. “Time to understand what we’re creating and how we’re going to incorporate it into society,” Laird says, “might be exactly what we need.” But no one knows for sure. “There are several major breakthroughs that have to occur, and those could come very quickly,” Russell said during his Westminster talk. Referencing the rapid transformational effect of nuclear fission (atom splitting) by British physicist Ernest Rutherford in 1917, he added, “It’s very, very hard to predict when these conceptual breakthroughs are going to happen.” But whenever they do, if they do, he emphasized the importance of preparation. That means starting or continuing discussions about the ethical use of A.G.I. and whether it should be regulated. That means working to eliminate data bias, which has a corrupting effect on algorithms and is currently a fat fly in the AI ointment. That means working to invent and augment security measures capable of keeping the technology in check. And it means having the humility to realize that just because we can doesn’t mean we should. “Our situation with technology is complicated, but the big picture is rather simple,” Tegmark said during his TED Talk. “Most AGI researchers expect AGI within decades, and if we just bumble into this unprepared, it will probably be the biggest mistake in human history. It could enable brutal global dictatorship with unprecedented inequality, surveillance, suffering and maybe even human extinction. But if we steer carefully, we could end up in a fantastic future where everybody’s better off—the poor are richer, the rich are richer, everybody’s healthy and free to live out their dreams.”

### Off

T

#### Interpretation---core antitrust laws apply throughout the economy.

David Gerber 20. October; Distinguished Professor of Law at Chicago-Kent College of Law, Illinois Institute of Technology; Oxford Scholarship Online, Competition Law and Antitrust, “What is It? Competition Law’s Veiled Identity,” Ch. 1, p. 14-15.

C. A Core Definition

The Guide uses the terms “competition law” and “antitrust law” to refer to a general domain of law whose object is to deter private restraints on competitive conduct. We look more closely at the terms:

1. “General”—The laws included are those that are applicable throughout an economy and thereby provide a framework for all market operations (there are always some exempted sectors). Laws dealing only with specific markets (e.g., telecommunication) do not play that role.

2. “Domain of Law” here refers to a politically authorized set of norms and the institutional arrangements used to enforce them.

Is it law—or is it policy? The relationship between “competition law” and “competition policy” is not always clear. Often the terms are used interchangeably, but there can be important differences between them. Both can refer to norms used to combat restraints on competition, but they represent two different ways of looking at the relevant laws, and the differences can influence how norms are interpreted and applied. “Law” implies that established methods of interpretation are used to interpret and apply the norms and that established procedures are the sole or primary means of enforcing and changing the norms. In this view, the norms are a relatively stable component of a legal system. Thinking of those same norms as “policy,” on the other hand, implies that they are a tool of whatever government is in power and that it can use and modify them as it wishes.

3. “Restraint” refers to any limitation imposed by one or more private actors that reduces the intensity of competition in a market.

4. “Competition” refers to a process by which firms in a market seek to maximize their profits by exploiting market opportunities more effectively than other firms in the market.

#### Violation---the plan’s expansion only applies to standard-essential patents---that’s not economy-wide.

#### Vote Neg:

1. Limits---sectors are unbounded, permitting any procedural change to all industries.

2. Ground---centralizes generics with literature prominence.

### Off

Regs CP

#### The United States federal government, including the federal judiciary, should substantially increase prohibitions on private sector conduct that is more restrictive of competition than reasonably necessary to enable creation of information technology standards under Patent and Contract law and establish treble damages for violation.

#### The CP PICs out of antitrust legislation and the FTC and DOJ as enforcers---other agencies’ regulations solve.

Lawrence Fullerton et al. 08. Joel M Mitnick, William V Reiss, George C Karamanos and Owen H Smith. Sidley Austin LLP. Vertical Agreements The regulation of distribution practices in 34 jurisdictions worldwide. “United States.” https://www.sidley.com/-/media/files/publications/2008/03/getting-the-deal-through--vertical-agreements-2008/files/view-united-states-chapter/fileattachment/united-states-21.pdf

5 What entity or agency is responsible for enforcing prohibitions on anticompetitive vertical restraints? Do governments or ministers have a role?

The Federal Trade Commission (FTC) and the Antitrust Division of the Department of Justice (DoJ) are the two federal agencies responsible for the enforcement of federal antitrust laws. The FTC and the DoJ have jurisdiction to investigate many of the same types of conduct, and therefore have adopted a clearance procedure pursuant to which matters are handled by whichever agency has the most expertise in a particular area.

Additionally, other agencies, such as the Securities and Exchange Commission and Federal Communications Commission, maintain oversight authority over regulated industries pursuant to various federal statutes, and therefore may review vertical restraints for anti-competitive effects.

### Off

Congress CP

#### The United States Congress should substantially increase prohibitions on private sector conduct that is more restrictive of competition than reasonably necessary to enable creation of information technology standards.

### Off

Prohibition PIC

#### The United States should only allow the continuation of private sector conduct that is more restrictive of competition than reasonably necessary to enable creation of information technology standards under antitrust law when necessary as per the Defense Production Act.

#### It competes---the CP is a regulation, not a prohibition.

James Broaddus 50. February 6; Judge on the Kansas City Court of Appeals, Missouri; Westlaw, “City of Meadville v. Caselman,” 240 Mo. App. 1220. https://casetext.com/case/city-of-meadville-v-caselman-1

"Under power conferred on cities of the fourth class `to regulate and license' dramshops, there is no authority to wholly prohibit or suppress. Where there is mere power in a municipality to regulate in a state, with a general policy of conducting licensed saloons, authority to prohibit is excluded. The difference between regulation and prohibition is clear and well marked. The former contemplates the continuance of the subject-matter in existence or in activity. The latter implies its entire destruction or cessation.'" (Citing text writers and cases.)

#### The counterplan maintains DPA authority---the plan eliminates it.

Michael H. Cecire and Heidi M. Peters 20. Michael H. Cecire, Analyst in Intergovernmental Relations and Economic Development Policy. Heidi M. Peters, Analyst in U.S. Defense Acquisition Policy. “The Defense Production Act of 1950: History, Authorities, and Considerations for Congress” Updated March 2, 2020. https://www.everycrsreport.com/reports/R43767.html

Authorities Under Title VII of the DPA

Title VII of the DPA contains various provisions that clarify how DPA authorities should and can be used, as well as additional presidential authorities. Some significant provisions of Title VII are summarized below.

Special Preference for Small Businesses

Two provisions in the DPA direct the President to accord special preference to small businesses when issuing contracts under DPA authorities. Section 701 reiterates89 and expands upon a requirement in Section 108 of Title I directing the President to "accord a strong preference for small business concerns which are subcontractors or suppliers, and, to the maximum extent practicable, to such small business concerns located in areas of high unemployment or areas that have demonstrated a continuing pattern of economic decline, as identified by the Secretary of Labor."90

Definitions of Key Terms in the DPA

The DPA statute historically has included a section of definitions.91 Though national defense is perhaps the most important term, there are additional definitions provided both in current law and in E.O. 13603.92 Over time, the list of definitions provided in both the law and implementing executive orders has been added to and edited, most recently in 2009, when Congress added a definition for homeland security93 to place it within the context of national defense.94

Industrial Base Assessments

To appropriately use numerous authorities of the DPA, especially Title III authorities, the President may require a detailed understanding of current domestic industrial capabilities and therefore need to obtain extensive information from private industries. Under Section 705 of the DPA, the President may "by regulation, subpoena, or otherwise obtain such information from ... any person as may be necessary or appropriate, in his discretion, to the enforcement or the administration of this Act [the DPA]."95 This authority is delegated to the Secretary of Commerce in E.O. 13603.96 Though this authority has many potential implications and uses, it is most commonly associated with what the DOC's Bureau of Industry and Security calls "industrial base assessments."97 These assessments are often conducted in coordination with other federal agencies and the private sector to "monitor trends, benchmark industry performance, and raise awareness of diminishing manufacturing capabilities."98 The statute requires the President to issue regulations to insure that the authority is used only after "the scope and purpose of the investigation, inspection, or inquiry to be made have been defined by competent authority, and it is assured that no adequate and authoritative data are available from any Federal or other responsible agency."99 This regulation has been issued by DOC.100

Voluntary Agreements

Normally, voluntary agreements or plans of action between competing private industry interests could be subject to legal sanction under anti-trust statutes or contract law. Title VII of the DPA authorizes the President to "consult with representatives of industry, business, financing, agriculture, labor, and other interests in order to provide for the making by such persons, with the approval of the President, of voluntary agreements and plans of action to help provide for the national defense."101 The President must determine that a "condition exists which may pose a direct threat to the national defense or its preparedness programs"102 prior to engaging in the consultation process. Following the consultation process, the President or presidential delegate may approve and implement the agreement or plan of action.103 Parties entering into such voluntary agreements are afforded a special legal defense if their actions within that agreement would otherwise violate antitrust or contract laws.104 Historically, the National Infrastructure Advisory Council noted that the voluntary agreement authority has been used to "enable companies to cooperate in weapons manufacture, solving production problems and standardizing designs, specifications and processes," among other examples.105 It could also be used, for example, to develop a plan of action with private industry for the repair and reconstruction of major critical infrastructure systems following a domestic disaster.

The authority to establish a voluntary agreement has been delegated to the head of any federal department or agency otherwise delegated authority under any other part of E.O. 13603.106 Thus, the authority could be potentially used by a large group of federal departments and agencies. Use of these voluntary agreements is tracked by the Secretary of Homeland Security,107 who is tasked under E.O. 13603 with issuing regulations that are required by law on the "standards and procedures by which voluntary agreements and plans of action may be developed and carried out."108 The Federal Emergency Management Agency (FEMA), which at the time was an independent agency and tasked with these responsibilities under the DPA, issued regulations in 1981 to fulfill this requirement.109 FEMA is now a part of DHS, and those regulations remain in effect.

The Maritime Administration (MARAD) of the U.S. Department of Transportation manages the only currently established voluntary agreements in the federal government, the Voluntary Intermodal Sealift Agreement (commonly referred to as "VISA") and the Voluntary Tanker Agreement. These programs are maintained in partnership with the U.S. Transportation Command of DOD, and have been established to ensure that the maritime industry can respond to the rapid mobilization, deployment, and transportation requirements of DOD. Voluntary participants from the maritime industry are solicited to join the agreements annually.110

Nucleus Executive Reserve

Title VII of the DPA authorizes the President to establish a volunteer body of industry executives, the "Nucleus Executive Reserve," or more frequently called the National Defense Executive Reserve (NDER).111 The NDER would be a pool of individuals with recognized expertise from various segments of the private sector and from government (except full-time federal employees). These individuals would be brought together for training in executive positions within the federal government in the event of an emergency that requires their employment. The historic concept of the NDER has been used as a means of improving the war mobilization and productivity of industries.112

The head of any governmental department or agency may establish a unit of the NDER and train its members.113 No NDER unit is currently active, though the statute and E.O. 13603 still provide for this possibility. Units may be activated only when the Secretary of Homeland Security declares in writing that "an emergency affecting the national defense exists and that the activation of the unit is necessary to carry out the emergency program functions of the agency."114

Authorization of Appropriations, as amended by P.L. 113-72

Appropriations for the purpose of the DPA are authorized by Section 711 of Title VII.115 Prior to the P.L. 113-172, "such sums as necessary" were authorized to be appropriated. This has been replaced by a specific authorization for an appropriation of $133 million per fiscal year and each fiscal year thereafter, starting in FY2015, to carry out the provisions and purposes of the Defense Production Act.116

Table 1 shows that the annual average appropriation to the DPA Fund between FY2010 and FY2019 was $109.1 million,117 with a high of $223.5 million in FY2013 and a low of $34.3 million in FY2011. Monies in the DPA Fund are available until expended, so annual appropriations may carry over from year to year if not expended. Recently, the only regular annual appropriation for the purposes of the DPA has been made in the DOD appropriations bill, though appropriations could be made in other bills directly to the DPA Fund (or transferred from other appropriations).

Committee on Foreign Investment in the United States118

The Committee on Foreign Investment in the United States (CFIUS) is an interagency committee that serves the President in overseeing the national security implications of foreign investment in the economy. It reviews foreign investment transactions to determine if (1) they threaten to impair U.S. national security; (2) the foreign investor is controlled by a foreign government; or (3) the transaction could affect homeland security or would result in control of any critical infrastructure that could impair the national security. The President has the authority to block proposed or pending foreign investment transactions that threaten to impair the national security.

CFIUS initially was created and operated through a series of Executive Orders.119 In 1988, Congress passed the "Exon-Florio" amendment to the DPA, granting the President authority to review certain corporate mergers, acquisitions, and takeovers, and to investigate the potential impact on national security of such actions.120 This amendment codified the CFIUS review process due in large part to concerns over acquisitions of U.S. defense-related firms by Japanese investors. In 2007, amid growing concerns over the proposed foreign purchase of commercial operations of six U.S. ports, Congress passed the Foreign Investment and National Security Act of 2007 (P.L. 110-49) to create CFIUS in statute.

On August 13, 2018, President Trump signed into law new rules governing national security reviews of foreign investment, known as the Foreign Investment Risk Review Modernization Act (FIRRMA, Title XVII, P.L. 115-235).121 FIRRMA amends several aspects of the CFIUS review process under Section 721 of the DPA.122 Notably, it expands the scope of transactions that fall under CFIUS' jurisdiction. It maintains core components of the current CFIUS process for evaluating proposed or pending investments in U.S. firms, but increases the allowable time for reviews and investigations. Upon receiving written notification of a proposed acquisition, merger, or takeover of a U.S. firm by a foreign investor, the CFIUS process can proceed potentially through three steps: (1) a 45-day national security review; (2) a 45-day maximum national security investigation (with an option for a 15-day extension for "extraordinary circumstances"); and (3) a 15-day maximum Presidential determination. The President can exercise his authority to suspend or prohibit a foreign investment, subject to a CFIUS review, if he finds that (1) "credible evidence" exists that the foreign investor might take action that threatens to impair the national security; and (2) no other laws provide adequate and appropriate authority for the President to protect national security. FIRRMA shifts the filing requirement for foreign investors from voluntary to mandatory in certain cases, and provides a two-track method for reviewing certain investment transactions. Other changes mandated by FIRRMA would provide more resources for CFIUS, add new reporting requirements, and reform export controls.

Termination of the Act

Title VII of the DPA also includes a "sunset" clause for the majority of the DPA authorities. All DPA authorities in Titles I, III, and VII have a termination date, with the exception of four sections.123 As explained in Section 717 of the DPA, the sections that are exempt from termination are

* 50 U.S.C. §4514, Section 104 of the DPA that prohibits both the imposition of wage or price controls without prior congressional authorization and the mandatory compliance of any private person to assist in the production of chemical or biological warfare capabilities;
* 50 U.S.C. §4557, Section 707 of the DPA that grants persons limited immunity from liability for complying with DPA-authorized regulations;
* 50 U.S.C. §4558, Section 708 of the DPA that provides for the establishment of voluntary agreements; and
* 50 U.S.C. §4565, Section 721 of the DPA, the so-called Exon-Florio Amendment, that gives the President and CFIUS review authority over certain corporate acquisition activities.

P.L. 115-232 extended the termination date of Section 717 from September 30, 2019, to September 30, 2025. In addition, Section 717(c) provides that any termination of sections of the DPA "shall not affect the disbursement of funds under, or the carrying out of, any contract, guarantee, commitment or other obligation entered into pursuant to this Act" prior to its termination. This means, for instance, that prioritized contracts or Section 303 projects created with DPA authorities prior to September 30, 2025, would still be executed until completion even if the DPA is not reauthorized. Similarly, the statute specifies that the authority to investigate, subpoena, and otherwise collect information necessary to administer the provisions of the act, as provided by Section 705 of the DPA, will not expire until two years after the termination of the DPA.124 For a chronology of all laws reauthorizing the DPA since inception, see Table A-4.

Defense Production Act Committee

The Defense Production Act Committee (DPAC) is an interagency body originally established by the 2009 reauthorization of the DPA.125 Originally, the DPAC was created to advise the President on the effective use of the full scope of authorities of the DPA. Now, the law requires DPAC to be centrally focused on the priorities and allocations authorities of Title I of the DPA.

The statute assigns membership in the DPAC to the head of each federal agency delegated DPA authorities, as well as the Chairperson of the Council of Economic Advisors. A full list of the members of the DPAC is included in E.O. 13603.126 As stipulated in law, the Chairperson of the DPAC is to be the "head of the agency to which the President has delegated primary responsibility for government-wide coordination of the authorities in this Act."127 As currently established in E.O. 13603 delegations, the Secretary of Homeland Security is the chair-designate, but the language of the law could allow the President to appoint another Secretary with revision to the E.O.128 The Chairperson of the DPAC is also required to appoint one full-time employee of the federal government to coordinate all the activities of the DPAC. Congress has exempted the DPAC from the requirements of the Federal Advisory Committee Act.129

The DPAC has annual reporting requirements relating to the Title I priority and allocation authority, and is also required to include updated copies of Title I-related rules in its report. The annual report also contains, among other items, a "description of the contingency planning ... for events that might require the use of the priorities and allocations authorities" and "recommendations for legislative actions, as appropriate, to support the effective use" of the Title I authorities.130 The DPAC report is provided to the Senate Committee on Banking, Housing, and Urban Affairs and the House Committee on Financial Services.

Impact of Offsets Report

Offsets are industrial compensation practices that foreign governments or companies require of U.S. firms as a condition of purchase in either government-to-government or commercial sales of defense articles and/or defense services as defined by the Arms Export Control Act (22 U.S.C. §2751, et seq.) and the International Traffic in Arms Regulations (22 C.F.R. §§120-130). In the defense trade, such industrial compensation can include mandatory co-production, licensed production, subcontractor production, technology transfer, and foreign investment.

The Secretary of Commerce is required by law to prepare and to transmit to the appropriate congressional committees an annual report on the impact of offsets on defense preparedness, industrial competitiveness, employment, and trade. Specifically, the report discusses "offsets" in the government or commercial sales of defense materials.131

Considerations for Congress

Enhance Oversight

Expand Reporting or Notification Requirements

Congress may consider whether to add more extensive notification and reporting requirements on the use of all or specific authorities in the DPA. These reporting or notification requirements could be added to the existing law, or could be included in conference or committee reports accompanying germane legislation, such as appropriations bills or the National Defense Authorization Act. Additional reporting or notification requirements could involve formal notification of Congress prior to or after the use of certain authorities under specific circumstances. For example, Congress may consider whether to require the President to notify Congress (or the oversight committees) when the priorities and allocations authority is used on a contract valued above a threshold dollar amount.132 Congress might also consider expanding the existing reporting requirements of the DPAC, to include semi-annual updates on the recent use of authorities or explanations about controversial determinations made by the President. Existing requirements could also be expanded from notifying/reporting to the committees of jurisdiction to the Congress as a whole, or to include other interested committees, such as the House and Senate Armed Services Committees.

Enforce and Revise Rulemaking Requirements

Congress may consider reviewing the agencies' compliance with existing rulemaking requirements. A rulemaking requirement exists for the voluntary agreement authority in Title VII that has been completed by DHS, but it has not been updated since 1981 and may be in need of an update given changes to the authority and government reorganizations since that date.133 One of the agencies responsible for issuing a rulemaking on the use of Title I authorities has yet to do so. Congress may also consider potentially expanding regulatory requirements for other authorities included in the DPA. For example, Congress may consider whether the President should promulgate rules establishing standards and procedures for the use of all or certain Title III authorities. In addition to formalizing the executive branch's policies and procedures for using DPA authorities, these regulations could also serve an important function by offering an opportunity for private citizens and industry to comment on and understand the impact of DPA authorities on their personal interests.

Broaden Committee Oversight Jurisdiction

Since its enactment, the House Committee on Financial Services, the Senate Committee on Banking, Housing, and Urban Affairs, and their predecessors have exercised legislative oversight of the Defense Production Act. The statutory authorities granted in the various titles have been vested in the President, who has delegated some of these authorities to various agency officials through E.O. 13603. As an example of the scope of delegations, the membership of the Defense Production Act Committee (DPAC), created in 2009 and amended in 2014, includes the Secretaries of Agriculture, Commerce, Defense, Energy, Labor, Health and Human Services, Homeland Security, the Interior, Transportation, the Treasury, and State; the Attorney General; the Administrators of the National Aeronautics and Space Administration and of General Services, the Chair of the Council of Economic Advisers; and the Directors of the Central Intelligence Agency and National Intelligence.

In order to complement existing oversight, given the number of agencies that currently use or could potentially use the array of DPA authorities to support national defense missions, Congress may consider reestablishing a select committee with a purpose similar to the former Joint Committee on Defense Production.134 As an alternative to the creation of a new committee, Congress may consider formally broadening DPA oversight responsibilities to include all relevant standing committees when developing its committee oversight plan.

Should DPA oversight be broadened, Congress might consider ways to enhance inter-committee communication and coordination of its related activities. This coordination could include periodic meetings to prepare for oversight hearings or ensuring that DPA-related communications from agencies are shared appropriately. Finally, because the DPA was enacted at a time when the organization and rules of both chambers were markedly different to current practice, Congress may consider the joint referral of proposed DPA-related legislation to the appropriate oversight committees.

Amending the Defense Production Act of 1950

While the act in its current form may remain in force until September 30, 2025, the legislature could amend the DPA at any time to extend, expand, restrict, or otherwise clarify the powers it grants to the President. For example, Congress could eliminate certain authorities altogether. Likewise, Congress could expand the DPA to include new authorities to address novel threats to the national defense. For example, Congress may consider creating new authorities to address specific concerns relating to production and security of emerging technologies necessary for the national defense.

#### Key to pandemic response.

J. Mark Gidley et al. 20. J. Mark Gidley chairs the White & Case Global Antitrust/Competition practice. Martin M. Toto and Sean Sigillito. “A Novel Antitrust Defense for COVID-19 Agreements: Section 708 of the Defense Production Act” <https://www.whitecase.com/sites/default/files/2020-04/novel-antitrust-defense-covid-19-agreements-section-708-defense-production-act.pdf>

There is a dire need for the assistance of private industry in developing vaccines and treatments for the SARS-CoV-2 virus, and for the manufacture and distribution of medical and other supplies to aid in the United States’ response to the COVID-19 health emergency. The Government’s recent actions indicate a desire to allow private sector companies to work together to do so quickly.

While many of the needs arising from the ongoing emergency focus specifically on medical supplies, the President’s delegation of Section 708 authority to the DHS as well as HHS potentially opens the door to voluntary agreements within broader sectors of the US economy. Under the right circumstances, and if the business combination could garner the governmental sponsor needed for the voluntary agreement, invoking the Defense Production Act’s antitrust relief provision through the enactment of voluntary agreements could allow for a more robust response to the COVID-19 pandemic.

#### Extinction.

Dennis Pamlin & Stuart Armstrong 15. \*Executive Project Manager Global Risks, Global Challenges Foundation. \*\*James Martin Research Fellow, Future of Humanity Institute, Oxford Martin School, University of Oxford. February 2015, “Global Challenges: 12 Risks that threaten human civilization: The case for a new risk category,” Global Challenges Foundation, p.30-93. https://api.globalchallenges.org/static/wp-content/uploads/12-Risks-with-infinite-impact.pdf

A pandemic (from Greek πᾶν, pan, “all”, and δῆμος demos, “people”) is an epidemic of infectious disease that has spread through human populations across a large region; for instance several continents, or even worldwide. Here only worldwide events are included. A widespread endemic disease that is stable in terms of how many people become sick from it is not a pandemic. 260 84 Global Challenges – Twelve risks that threaten human civilisation – The case for a new category of risks 3.1 Current risks 3.1.4.1 Expected impact disaggregation 3.1.4.2 Probability Influenza subtypes266 Infectious diseases have been one of the greatest causes of mortality in history. Unlike many other global challenges pandemics have happened recently, as we can see where reasonably good data exist. Plotting historic epidemic fatalities on a log scale reveals that these tend to follow a power law with a small exponent: many plagues have been found to follow a power law with exponent 0.26.261 These kinds of power laws are heavy-tailed262 to a significant degree.263 In consequence most of the fatalities are accounted for by the top few events.264 If this law holds for future pandemics as well,265 then the majority of people who will die from epidemics will likely die from the single largest pandemic. Most epidemic fatalities follow a power law, with some extreme events – such as the Black Death and Spanish Flu – being even more deadly.267 There are other grounds for suspecting that such a highimpact epidemic will have a greater probability than usually assumed. All the features of an extremely devastating disease already exist in nature: essentially incurable (Ebola268), nearly always fatal (rabies269), extremely infectious (common cold270), and long incubation periods (HIV271). If a pathogen were to emerge that somehow combined these features (and influenza has demonstrated antigenic shift, the ability to combine features from different viruses272), its death toll would be extreme. Many relevant features of the world have changed considerably, making past comparisons problematic. The modern world has better sanitation and medical research, as well as national and supra-national institutions dedicated to combating diseases. Private insurers are also interested in modelling pandemic risks.273 Set against this is the fact that modern transport and dense human population allow infections to spread much more rapidly274, and there is the potential for urban slums to serve as breeding grounds for disease.275 Unlike events such as nuclear wars, pandemics would not damage the world’s infrastructure, and initial survivors would likely be resistant to the infection. And there would probably be survivors, if only in isolated locations. Hence the risk of a civilisation collapse would come from the ripple effect of the fatalities and the policy responses. These would include political and agricultural disruption as well as economic dislocation and damage to the world’s trade network (including the food trade). Extinction risk is only possible if the aftermath of the epidemic fragments and diminishes human society to the extent that recovery becomes impossible277 before humanity succumbs to other risks (such as climate change or further pandemics). Five important factors in estimating the probabilities and impacts of the challenge: 1. What the true probability distribution for pandemics is, especially at the tail. 2. The capacity of modern international health systems to deal with an extreme pandemic. 3. How fast medical research can proceed in an emergency. 4. How mobility of goods and people, as well as population density, will affect pandemic transmission. 5. Whether humans can develop novel and effective anti-pandemic solutions.
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#### Antitrust pacifies the working class, buys time to mystify unsustainable accumulation, and maps competition onto subjectivity, devaluing life.

Lebow 19 [David Lebow – Lecturer on Social Studies at Harvard University and lawyer, “Trumpism and the Dialectic of Neoliberal Reason,” Perspectives on Politics 18(2):380-398, doi:10.1017/S1537592719000434]

I. Neoliberal Reason

As Michel Foucault and others have argued, neoliberalism entails far more than an economic doctrine favoring deregulated markets.4 It is a novel form of governmentality—a rationality linked to technologies of power that govern conduct, not just through direct state action but through liberty itself.5 Not isolated to the traditionally demarcated sphere of economics, neoliberal society entails a whole economic-juridical order.

The central program of neoliberal governmentality is the absolute generalization of competition as a universal behavioral norm. Whereas in liberal thought, the root principle of capitalism was exchange of equivalents, for neoliberal reason it is competition entailing inequality. The key result of market processes goes from specialization to selection. The competitive market is the exclusive site of rationality. It processes information, indicated by price, and is the only mechanism of producing knowledge, defined as what is profitably utilizable. Because consumers are free to refuse inferior goods or services, the price mechanism of the market system ensures optimal solutions and maximal satisfaction of preferences.

Liberal capitalism, as Karl Polanyi argued, required the construction of “fictitious” commodities like land and labor.6 These abstract, exchangeable factors of production had to be disembedded from concrete non-market social relations, norms, and values. Instead of merely disembedding commodities, neoliberalism intervenes to make competitive mechanisms regulate every moment and point in society. It strives to build an empire of market choice that invades every domain of life, and deposes all other social, political and solidaristic institutions and values.

Neoliberalism does not allege that markets are natural; competition must be constructed. Rather than endorsing laissez-faire overseen by a night watchman, it stipulates a strong state engaged in permanent vigilance, activity, and intervention to maintain artificial competition. It must not plan outcomes, which would upset the market’s innate rationality, and must be insulated from political disturbances. Economic interventionism leads down the road to serfdom; fascism and unlimited state power are its necessary results. A “minimum of economic interventionism” on the “mechanisms of the market” must be accompanied by “maximum legal interventionism” on the “conditions of the market.”7 Fixed, formal rules make up an economic constitution that inhibits planning, repulses political disruptions, and impartially safeguards competition. The state is the executor of the market and growth is the basis of public legitimacy. Governance depoliticizes public power, promotes ostensibly post-ideological technical problem-solving by experts, and relies on “best-practices” that dissolve the distinction between public and private organization.8

Unlimited generalization of competition yields an enterprise society in which calculations of supply/demand and cost/benefit become the model of all social relations. Neoliberal reason renders homo economicus, based on this model of the enterprise, the exhaustive figuration of human subjectivity. The center of economic thought shifts from labor and processes of production, exchange, and consumption to human capital and rational decision-making under conditions of scarcity. Capital is everything that can generate future income; wages are reconceived as income from capital. Labor is no longer comprehended as a commodity exchanged for a wage, but as a combination of human capital (the worker’s education and abilities) and the income stream it generates. This neoliberal subject is an aggregate of human capital who invests in his own income-generating abilities.

Neoliberalism replaces the invariant identity of the moral person as a rights-bearing citizen with a formally empty receptacle filled up through enterprising choices. It brushes aside models of freedom as self-rule achieved through moral autonomy or popular sovereignty.9 In the neoliberal “democracy of consumers,” individual consumers together constitute the sovereign that monopolizes the issuance of legitimate commands.10 Sovereign will is expressed not through political channels, but by choices in the “plebiscite of prices.”11 Whereas producers have particular interests like protectionism, consumers have a consensual and common interest; all favor the impartial functioning of market processes. In the neoliberal free society, consumers exercise their right to choose in complete independence.

II. From Keynesian State Capitalism to Neoliberal Deregulation

Situating the 2008 crisis in a historical account of American political and economic development clarifies its broader significance. The early twentieth-century Progressives were disdainful of what they took to be the chaos and waste of fin de siècle laissez-faire society. They strove to build a new American state that would replace the structural and rights-based formalisms of the nineteenth century with direct democracy and expert administration. It took the Great Depression and New Deal to bring into full bloom the Progressive commitment to pragmatic rationality. Thereafter, the “policy state” was authorized to pursue designated social goals and develop the means to accomplish them.12 The slew of New Deal innovations included state oversight of labor negotiations, invigorated antitrust, Keynesian countercyclical deficits to stimulate demand and increase purchasing power, an expansive public sector sheltered from the business cycle, aggressive banking regulation, and social insurance. Regulation and redistribution ensured the conditions necessary for an economic system based on capital accumulation, private property, and corporate profit to endure.

To many, the differences between the New Deal and Nazi political economies appeared less significant than their common response to monopoly capitalism. Both erased boundaries between state and society by politicizing the private sphere and authorizing public bureaucracies to rationalize crisis-prone economies. Frankfurt School member Friedrich Pollock suggested that this common “state capitalism” had solved the contradiction between the forces and relations of production, and thus overcome the economy’s crisis tendencies. It seemed to him that management had become merely technical and “nothing essential” had been “left to the laws of the market.”13 Worries abounded that the private law sphere of property and contract was necessary for individual freedom. Despite salient differences between Nazi and New Deal state capitalism, many feared that intervention into society was a waystation to domination. Unease about the specter of American despotism motivated development of mechanisms to ensure that interventionism did not devolve into arbitrary rule.14 Expertise was one justification and limitation of the policy state. Authority could be safely delegated to a new corps of public-spirited administrators because their scientific knowledge would not only make them effective, but also counsel restraint. Enduring misgivings led later to new laws of administrative process. The procedural state was legitimated by its defenders as being a substantively value-neutral and instrumentally rational machine serving goals set by society. Regulatory decision-making was shunted into the abstruse procedures of courtrooms and bureaucracies. Defenders of the state emphasized that its processes of allocating authority were neutral, impartial, and open to all. The balanced accommodation of all interest groups seeking to exercise influence would yield an equilibrium corresponding to the public interest.15

The intermeshing of state and society through interest groups, agencies, and professionalized parties marginalized the public. The sovereign public opinion that Progressives had hoped would rationalize government gave way to the rationality supposedly inherent in processes of public law, public-private negotiation, and regulated markets. The state was endowed with a diffuse legitimacy in exchange for a growing economy, broad distribution, and ongoing household capacity to consume.16 The Keynesian welfare settlement pacified the working class, protecting the market economy from more radical political pressures. Newly available, mass-produced commodities encouraged leveled-down notions of citizenship as welfare clientelism and privatistic consumption. As the state expanded and routinized, the initial politicization of private property relations through public intervention developed into depoliticized economic management by lawyers and social scientists organized by administrative and judicial processes.

The terms of the social contract preserving the coexistence of capitalism and democracy had been set. In exchange for a pacified citizenry and depoliticized regulatory authority, the policy state promised to deploy instrumental reason to sustain both capital accumulation and widely distributed capacity to consume (supported, always, by the exclusion of African Americans). During the decades of postwar growth, these twin responsibilities seemed attainable and compatible. Capitalism functioned smoothly enough and potentially delegitimating inequality was clipped by inflation, tax-based welfare, and collectively negotiated wages. But in the late 1960s and early 1970s, weakening growth, stagflation, trade deficits, and the collapse of Bretton Woods revealed that state capitalism had not solved the problems of economics. As the Great Depression had enabled construction of the instrumentally rational policy state, economic disturbances in the 1970s opened the breach into which neoliberal reason entered to reconfigure the political economy. Rather than shielding rational policy-making from political pressure and assuring broadly distributed welfare, neoliberalism promised growth driven by depoliticized markets freed from regulation and downwards redistribution. Believing in the optimal rationality of competitive markets, neoliberals sought to reinvigorate capital accumulation through deregulation, lowered taxes, financialization, privatization, and market expansion.

Liberating accumulation from the restrictions and obligations incurred under state capitalism might have imperiled capitalism’s peace treaty with democracy. For deregulation to proceed without impairing the system’s legitimacy, the quid pro quo—depoliticization for consumption—had to continue. Over the ensuing decades, as Wolfgang Streeck explains, the state “bought time” by finding new ways to generate illusions of widely distributed prosperity that prolonged the capacity of the lower and middle classes to consume.17 Each successive attempt exhausted itself, leading to new and escalating disturbances. In the 1970s, inflation safeguarded social peace by compensating workers for inadequate growth until stagflation ended this mode of buying time. A subsequent reliance on public debt enabled the government to pacify conflict with borrowed money. Rising debt and balking creditors delimited this phase, which was brought to a definitive close with the Clinton administration’s social spending cuts and balanced budgets. In a final stage that dawned in the 1980s but grew increasingly paramount over time, debt-based support of purchasing power was privatized. Household spending was financed through mortgages, student loans, and credit cards. This “privatized Keynesianism” buoyed consumption up through 2008, despite cuts to social spending, falling wages, and tightening employment markets.18

Each device for upholding spending maintained the legitimacy of the depoliticized political economy, even as liberalization continued to strip the wage-dependent population of regulatory and redistributive safeguards. The end of the inflation era brought structural unemployment and weakened trade unions. The passing of the public debt regime meant cuts to social rights, privatization of social services, and a trimmed public sector. Growing private debt enabled people to hold on despite lost savings, and rising under- and unemployment. At every step, the neoliberal project was “dressed up” as a consumption project.19 Continuing consumption ensured legitimacy long enough to enact total transformation of the political economy.

The state could not buy time indefinitely. The 1970s had already witnessed the beginning of the transition from a manufacturing, production-oriented economy that exported surpluses to an import-based, finance and services economy focused on consumption. As the United States went from creditor to debtor, a system of “balanced disequilibrium” took hold.20 With impunity granted as the world’s reserve currency, the United States ran mounting budget and trade deficits. To finance them, it absorbed surplus capital from abroad, much of which wended its way to Wall Street. Banks used these profits to extend credit to the working- and middle- classes. Household debt funded consumption of imported goods, returning the surplus capital abroad, and completing the circuit of global trade. This system depended on the unsustainable condition of ever-increasing debt-based consumption. Consumption was notoriously reinforced by secondary markets in what was essentially private money (securitized derivatives and collateralized debt obligation) that was much riskier than assumed. Because increasingly irresponsible lending was integral to continuing the consumption that stabilized the macroeconomic system, it became a sort of vicious collective good that progressively magnified the scale of the inevitable crash.21 When in 2008 the debt finally proved unserviceable and the housing bubble burst, the private money disappeared and the disequilibrated global economic system fell into crisis.

Consumption based on private debt had provided an unstable bridge over the yawning inequality brought about by deregulation, financialization, globalization, and the diminished welfare state. When the 2008 crisis dried up credit, it revealed a divided “dual economy.”22 On one side is the primary sector of elite, highly-educated professionals who are collected in coastal urban centers and tied in to corporate management, technological innovation and oversight of global capital flows. On the other is the secondary sector of low-skilled workers primarily fixed in the heartland, for whom deregulated competition has brought under- or unemployment, job instability, depressed wages, exploding debt, and diminished prospects.

Unable to buy more time, the state’s breach of the postwar social contract has been exposed. The neoliberal system of capital accumulation was entrenched at the expense of broad and sustainable consumption. The results have been the politicization of defrauded citizens and a political economy plunged into legitimation crisis. Time has belied the premature conclusion that contradiction and crisis potential had been overcome by state capitalism. Contradiction was relocated into cross-cutting imperatives for the state to enable capital accumulation and distribute consumption. In hindsight, we find only a window of stabilization of an enduring crisis potential built into capitalist political economy. As Nancy Fraser puts it “on the one hand, legitimate, efficacious public power is a condition of possibility for sustained capital accumulation; on the other hand, capitalism’s drive to endless accumulations tends to destabilize the very public power on which it relies.”23 The political fallout from the 2008 crisis marks the end of the postwar social contract that had established conditions ensuring the continued coexistence of capitalism and democracy.

#### Cap causes extinction and structural violence.

Allinson et al 21 [Jamie Allinson is Senior Lecturer in Politics and International Relations at Edinburgh University and author of The Age of Counter-revolution. China Miéville is the author of a number of highly acclaimed and prize-winning novels including October: The History of the Russian Revolution. Richard Seymour is the author of numerous works of non-fiction, His writing appears in the New York Times, London Review of Books, Guardian, Prospect, Jacobin. Rosie Warren is an Editor at Verso and the Editor-in-Chief of Salvage. All are writing for the Salvage Collective. “The Tragedy of the Worker: Toward the Proletarocene.” Introduction. July 2021. Verso EBook. ISBN: 9781839762963 //shree]

This is the question that vexed us as we set out to write The Tragedy of the Worker. From the vantage point of the present, the history of capitalist development is, as Marx expected, the history of the development of a global working class, the proletarianisation of the majority of the world’s population. But the very same process of that development has brought us to the precipice of climate disaster. Our position, to recall Trotsky’s rationalisation of War Communism in 1920, is in the highest degree tragic.

It is now clear that we will pass what scientists have long warned will be a tipping point of global warming, accelerating the already catastrophic consequences of capitalist emissions. How do we imagine emancipation on an at best partially habitable planet? Where once communists imagined seizing the means of production, taking the unprecedented capacities of capitalist infrastructures and using them to build a world of plenty, what must we imagine after the apocalypse has befallen us? What does it mean that as capitalism has become truly global, the gravediggers it has created dig not only capitalism’s grave, but also that of much organic life on earth?

Our answers to these questions remain rooted in the politics of revolutionary communism. Our stance is not based on the fantasy of a homeostatic nature that must be defended but on the critique of the capitalist metabolism – the Stoffwechsel- that must be overthrown. Earth scientists are accustomed to speak in terms of ‘cycles’ by which substances circulate in different forms: the water cycle, the rock cycle, the nitrogen cycle, the glacial-interglacial cycle, the carbon cycle, and others. One way of registering the catastrophe of climate change is to see these cycles – most of all, but not solely, the carbon cycle – as disordered, under- or over-accumulating. But this is to ignore the more fundamental circuit of which these now form epicycles, like Ptolemy’s sub-orbits of the heavenly bodies: the circuit of capital accumulation, M-C-M′.

This circuit accumulates profit and produces death. Neither is accidental. It is for this reason that the debates that capitalist ruling classes permit among themselves on ‘adaptation’ versus ‘mitigation’ take place on false premises. What is to be mitigated is the impact of climate change on accumulation, rendered through the ideology of ‘growth’ as something that benefits everyone. What we are to adapt to are the parameters of accumulation, sacrificing just enough islands, eco-systems, indigenous – and non-indigenous – cultures to maintain its imperatives for a period of time until new thresholds must be crossed, and new life sacrificed to the pagan idol of capital. Already, capitalist petro-modernity builds a certain quantum of acceptable death into its predicates: at the very least, the 8.7 million killed by fossil fuels each year according to Harvard University are considered a price worth paying for the stupendous advantages of fossil capital. And the sky can only keep going up, as deforestation, polar melt, ocean acidification, soil de-fertilisation and more intense wildfires and storms tear the web of life into patches. If the necropolitical calculus of the Covid-19 pandemic appears crass, just wait until its premises are applied to climate catastrophe.

#### Vote Neg for anti-capitalist commons.

Rose 21 [Nick. PhD in Political Ecology from RMIT University. Executive Director of Sustain: The Australian Food Network. From the Cancer Stage of Capitalism to the Political Principle of the Common: The Social Immune Response of “Food as Commons.” Int J Health Policy Manag 2021. 3-31-21. DOI: 10.34172/ijhpm.2021.20 //shree]

Silvia Federici provides a longer historical perspective, noting that ‘commoning is the principle by which human beings have organised their existence for thousands of years;’ and that to ‘speak of the principle of the common’ is to speak ‘not only of small-scale experiments [but] of large-scale social formations that in the past were continent-wide.’87 Hence a commons-based society is neither a utopia or reducible to fringe projects, and the commons have persisted despite the many and continuing enclosures, ‘feeding the radical imagination as well as the bodies of many commoners.’87 Federici acknowledges that commons and practices of commoning are diverse, that many are susceptible to cooptation and many are consistent with the persistence of capitalism; indeed some, such as charities providing social services (including foodbanks) during the years of austerity budgets in the United Kingdom (2010-2015), reinforce and stabilise capitalism.87 What matters to Federici is the character and intentionality of the commons as anti-capitalist, as ‘a means to the creation of an egalitarian and cooperative society…no longer built on a competitive principle, but on the principle of collective solidarity [and commitments] to the creation of collective subjects [and] fostering common interests in every aspect of our lives.’87

Federici’s analysis resonates with the political thought and proposals developed by Dardot and Laval in their 2018 work, ‘On Common: Revolution in the 21st century.’11 For Dardot and Laval, the common is likewise understood as a principle of political struggle, a demand for ‘real democracy’ and a major driving force behind the emerging articulation of a political vision and programme that transcends and overcomes the straitjacket logic of neoliberal ideological hegemony and its ‘policy grammar’ which appears to foreclose all alternatives and lock us forever into a capitalist realism in which ‘it is easier to imagine the end of the world than it is to imagine the end of capitalism.’89 Eschewing Bollier’s ‘triarchy’ of a market/state/ commons coexistence, Dardot and Laval argue for a politics of the common based on an engaged citizenry that directly participates and deliberates in all decisions which impact it, and in the process not merely transforms the institutions responsible for the management of services and allocation of resources, but creates new institutions and new ways of being in the world.11

Dardot and Laval describe this form of politics as ‘instituent praxis’: the common, they argue, is ‘not produced but instituted.’11 This acknowledges the conventional understanding of Ostrom, Bollier and others of ‘the commons’ as residing in the rules – the laws – that a community establishes for the collective management and use of shared resources, but extends it much further and in a more radical direction. The essence of the commons, they argue, is not in the goods per se such as land or a forest or a seed bank ‘held in common,’ but rather in the process of their establishment as well as the ongoing negotiation that will surround their use and governance. Hence, Dardot and Laval distinguish the commons from the ‘rights’ tradition of property, arguing that ‘the commons are above all else matters of institution and government…the use of the commons is inseparable from the right of deciding and governing. The practice that institutes the commons is the practice that maintains them and keeps them alive and takes full responsibility for their conflictuality through the coproduction of rules.’90 To ‘institute’ in this context should not be misunderstood as ‘to institutionalise [or] render official;’ rather it is ‘to recreate with, or on the basis of, what already exists.’ 90 This messy, conflictual and evolving process is what Dardot and Laval insist will ultimately bring about a revolution, not in the form of a violent uprising or insurrection, but rather through the ‘reinstitution of society’ via the transformation of politics and economy from its current state of ‘representative oligarchy’ to full participatory and deliberative democracy.11 Such a vision is premised on a mass politicisation of society; in effect a return of mass popular political contestation and a turn away from the postpolitical era of the neoliberal consumer.91-92
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#### The Supreme Court upholds Roe v. Wade now---Roberts is key.

Ziegler 21 (Mary - law professor at Florida State University, “The potential silver lining for supporters of abortion rights,” 5/20/21, https://www.bostonglobe.com/2021/05/20/opinion/potential-silver-lining-supporters-abortion-rights/)

Dobbs v. Jackson Women’s Health involves a Mississippi law banning abortion at or after 15 weeks of pregnancy, with exceptions for some medical emergencies and severe fetal abnormalities. Most abortions — over 92 percent, according to the most recent data from the Centers for Disease Control and Prevention — occur in the first trimester, and if the Mississippi law is allowed to stand, those wouldn’t be blocked. But pro-choice Americans have reason to be concerned. To uphold Mississippi’s law, the court’s conservative six-justice majority would have to overturn at least part of Roe v. Wade and the abortion-rights cases that followed it. That’s because Roe recognized a right to choose abortion before fetal viability — the point at which survival outside the womb is possible — which is usually somewhere between 22 and 24 weeks. Because Mississippi’s ban would kick in much earlier, the court will be able to uphold it only by eliminating Roe’s language about fetal viability or by reversing Roe altogether. Of course, predicting the outcome of abortion cases has proved to be devilishly hard. In the early 1990s, the Supreme Court had a six-justice conservative bloc and a case teed up to reverse Roe, yet the justices balked when the moment came. It’s certainly possible that something similar could happen this time around. Chief Justice John Roberts, who cares about safeguarding the court’s legacy (and his own), may persuade his conservative colleagues not to go all the way to eliminating abortion rights.

#### The plan drains Roberts’ capital---it runs counter to conservative lobbying efforts.

Pickerill 17 (J. Mitchell – Professor of Political Science at Northern Illinois University & Cornell W. Clayton- - Professor of Government at Washing State University, “The Roberts Court and Economic Issues in an Era of Polarization,” p. 695-98, *Case Western Reserve Law Review*, Volume 67, Issue 3, https://core.ac.uk/download/pdf/214111285.pdf)

A. The Emergence of a Conventional Wisdom: The Roberts Court is Decidedly Pro-Business By now, the Roberts Court’s reputation as a pro-business Court has become something like the conventional wisdom for Supreme Court scholars and commentators. In 2008, Jeffrey Rosen wrote an article titled Supreme Court, Inc. in New York Times Magazine.7 Rosen argued that, whereas the Court had embraced a form of “economic populism” throughout most the latter half of the twentieth century, by the 2000s it had transformed into a decidedly pro-business venue.8 A generation ago, progressive and consumer groups petitioning the court could count on favorable majority opinions written by justices who viewed big business with skepticism—or even outright prejudice. The economic populist William O. Douglas, a former New Deal crusader who served on the court from 1939 to 1975, once unapologetically announced that he was “ready to bend the law in favor of the environment and against the corporations.”9 Today, however, as Rosen pointed out, “there are no economic populists on the court, even on the liberal wing.”10 In addition to quoting pro-business statements from members of the so-called liberal wing of the Roberts Court at the time, Rosen noted that, when compared to prior years, the proportion of cases involving business interests was up about ten percent during the early years of the Roberts Court.11 Rosen also highlighted several cases involving antitrust law, corporate mergers, punitive damages, and product liability in which the interests of big business seemed to be faring well in the Court.12 These cases didn’t seem to split the Roberts Court along conventional ideological lines. In a 2009 law review article, Rosen reported that, when he asked Justice Stephen Breyer about the Court’s probusiness orientation, “he did acknowledge that there might be a difference between constitutional cases, where Justices have strong preconceptions and philosophical commitments, and more technical, statutory cases, where they are more open-minded and amendable to argument.”13 Finally, Rosen explained the pro-business shift as a function of a decades-long effort by conservative and business groups to counter the effects of consumer groups and public interest litigation groups like Public Citizen. 14 In particular, he credited the U.S. Chamber of Commerce’s lobbying efforts and the National Chamber Litigation Center, established in 1977, for advocating business interests in state and federal courts. 15 Various examples and statistics indicated that through filing amicus briefs on behalf of business interests, the Chamber was successful both in persuading the Court to grant certiorari and on the merits in particular cases. Although Rosen’s article garnered much attention, he was not the only journalist or commentator claiming the Court was “probusiness.”16 For example, writing for Bloomberg Business, Michael Orey declared that the Roberts Court was “open for business.”17 And in an article in the Wall Street Journal, Brent Kendall explained that the Supreme Court is “making it easier for companies to defend themselves from the kinds of big lawsuits that have bedeviled them for decades.”18 Some legal academics agreed. For instance, Erwin Chemerinsky wrote that “the Roberts Court is the most pro-business Court of any since the mid-1930s.”19 All of this attention to the Roberts Court and its business decisions led to further academic research and scholarship examining whether and to what extent the Roberts Court could be considered “pro-business.”20 Much of the early characterization of the Roberts Court as “probusiness” has been based on specific Supreme Court decisions, such as Ledbetter v. Goodyear Tire & Rubber Co.21 and Riegel v. Medtronic, Inc., 22 or specific Supreme Court terms, such as the 2006 term in which the U.S. Chamber of Commerce won in thirteen of the fifteen cases in which it had filed a brief.23 Nonetheless, there have also been more systematic analyses of the Court and its disposition toward business interests. Lee Epstein, William Landes, and Richard Posner conducted one of the most well-known systematic empirical analyses of the Supreme Court and business interests.24 In their study, Epstein, Landes, and Posner selected Supreme Court decisions from the 1946 term through the 2011 term of the Court in which a business entity was a litigant.25 They analyzed the likelihood that business entities would prevail in the Court over time.26 Controlling for numerous factors, they concluded: Whether measured by decisions or Justices’ votes, a plunge in warmth toward business during the 1960s (the heyday of the Warren Court) was quickly reversed; and the Roberts Court is much friendlier to business than either the Burger or Rehnquist Courts, which preceded it, were. The Court is taking more cases in which the business litigant lost in the lower court and reversing more of these—giving rise to the paradox that a decision in which certiorari is granted when the lower court decision was antibusiness is more likely to be reversed than one in which the lower court decision was pro-business. The Roberts Court also has affirmed more cases in which business is the respondent than its predecessor Courts did.27 Thus, the Epstein, Landes, and Posner empirical study seems to confirm the conventional wisdom.

#### US reproductive rights policy models globally.

GFW 17 (Global Fund for Women; January 20; Feminist fundraising organization devoted to global gender justice movements; GFW, “Women’s movements matter more than ever: A critical moment for global women’s rights,” <https://www.globalfundforwomen.org/what-we-do/voice/campaigns/build-movements-not-walls/womens-movements-a-critical-moment-for-global-womens-rights/>)

We have decades of proof that U.S. policies and leadership directly influence policies and decisions globally, and we know that it is women who are often most acutely impacted—for better or for worse. For example, we know that U.S. policies can directly block women’s access to reproductive health and rights. The ‘Global Gag Rule’ prohibited U.S. foreign aid to any organization that delivers abortion services, but was repealed by President Obama. Before the law’s repeal, there was a massive chilling effect on many global efforts for reproductive health—and in one of his first executive actions as President, Trump reinstated and expanded the Global Gag Rule, which will have damaging impacts on women’s access to critical health care ranging from maternal care to sex education, to access to contraception and HIV and AIDS prevention and services. Conversely, the U.S. State Department’s leadership on issues such as ending child marriage has been a positive global force for advancing women’s rights. The U.S.’s stance on human rights is critical to protecting women’s rights all over the world—especially in armed conflict and political turmoil as it is in such scenarios that sexual violence escalates and women’s needs and voices are often silenced. At this moment of transition, women’s movements around the world are poised to ensure that women’s voices are heard and that human rights are not rolled back. They tell us that they will continue to advocate for key issues like reproductive rights, ending sexual violence in conflict, and girls’ rights. They are determined to grow and flourish, to make connections, and to work together across borders. “At a time of transition like this it is understandable to worry about the future, especially for women and girls,” says Musimbi Kanyoro, President and CEO of Global Fund for Women. “But I’ve worked my entire career with women’s movements around the world, and because of them, I remain hopeful. At this critical moment, women’s movements are becoming stronger, more global, and more inclusive than ever before. When they have access to the resources and tools that they need, they are a force to be reckoned with. As we commit to resisting regressions in women’s rights and advocating for what we believe in, let’s all work together to #BuildMovementsNotWalls.” Global Fund for Women spoke with our network of women activists and grassroots leaders from around the world to better understand their hopes and concerns in relation to the new U.S. President and his administration, and the potential for impact on their own work. From Brazil to Iraq, and from Nigeria to the Ukraine and Israel, women’s rights leaders are examining the potential repercussions for women and girls. They offer advice for people in the U.S. for movement-building and resistance, and share their hopes for a strong, collective force that will fight across borders against rollbacks to rights and threats to activists. A critical global moment for women’s rights The transition of power in the U.S. comes at a critical time for women’s rights around the world. Women all around the world are facing threats to their fundamental rights, ranging from abortion access and ending sexual violence to racial justice and environmental rights. Global movements for reproductive health and rights—including campaigns for access to contraceptives and safe and legal abortion—are at a critical moment. They are under threat in countless places, including in Latin America and the Caribbean where maternal mortality rates from unsafe abortions are highest, and facing powerful opposition from religious and cultural fundamentalists and others. Groups working with refugee women and girls also face a pivotal moment. The vast majority of Syrian refugee women and girls are hosted in Lebanon, Turkey, and Jordan, where women’s groups are focused on providing core services including anti-violence training and healthcare while empowering refugee women with knowledge about their rights, leadership skills, and economic opportunities—and these women’s groups are advocating for critical changes in national laws that restrict refugees’ access to jobs, hospitals, and other basic rights citizens have. Concerns are escalating about how the policies of a new U.S. administration may impact their work. Feminist activists globally are increasingly facing fears for their safety. For example, in Egypt, Turkey, and several other countries, we’ve witnessed an escalating crackdown on feminist and human rights activism, including harassment against women human rights defenders and threats to journalists and academics. In many places—such as the Inter-American Commission on Human Rights and Court—U.S. influence is a critical factor in enforcing mechanisms for their protection. In countries from Sub-Saharan Africa to Asia and the Pacific, grassroots women are coming together to protect their land and water rights amid climate change and increased violence to improve their own farming and local food sources, and to increase their economic opportunities. Women are standing up against rollbacks to rights, resisting the rise of conservatism, blocking dangerous anti-women policies, and fearlessly defending women’s rights amid conflicts and political and economic crises. Conservative leadership is on the rise in many countries around the world and women’s groups are joining forces to share their strategies of resistance. Connecting the dots in threats to fundamental rights globally—and learning together “As far as women and other civil society organizations [in Africa] are concerned, all progressive issues might suffer under a Trump Presidency,” says Bisi Adeleye-Fayemi, co-founder of African Women’s Development Fund and Global Fund for Women Board Member. “Women’s rights, sexual and reproductive rights, climate change, LGBTQ individuals, Muslim people, refugees… are not likely to get the attention they deserve—they will probably get the wrong kind of attention.” Indeed, policy stances in the U.S. will have a direct impact on global communities and situations. And by and large, many of the key human rights issues that are coming into play in U.S. domestic policy including access to reproductive health and rights and ending violence against women, are issues that are under the spotlight in other places around the world. U.S. leadership could play a significant role—either in moving the needle positively on these critical issues, or in condoning or precipitating the rollback of hard-won gains.

#### Expanding reproductive freedom slows overpopulation and prevents extinction.

Engelman 11 (Robert; May 2011; Vice President for Programs at the Worldwatch Institute, M.Sc. from Columbia University; Solutions, “An End to Population Growth: Why Family Planning Is Key to a Sustainable Future,” vol. 2)

In a joint statement in 1993, representatives of 58 national scientific academies stressed the complexities of the population-environment relationship but nonetheless concluded, “As human numbers increase, the potential for irreversible changes of far-reaching magnitude also increases. … In our judgment, humanity’s ability to deal successfully with its social, economic, and environmental problems will require the achievement of zero population growth within the lifetime of our children.”3 In 2005, the United Nations’ Millennium Ecosystem Assessment identified population growth as a principal indirect driver of environmental change, along with economic growth and technological evolution.4 In October 2010, a group of US and European climate and demographic researchers published findings from an integrated assessment model calculating the impact of various population scenarios on fossil-fuel carbon dioxide emissions over the coming century. If world population peaked at close to 8 billion rather than 9 billion, along the lines described in a low-fertility demographic projection published by the UN Population Division, the model predicted there would be a significant emissions savings: about 5.1 billion tons of carbon dioxide by 2050 and 18.7 billion tons by century’s end.5 What if we could prove wrong the popular conviction that a future with 9 billion people and a growing population is inevitable? Suppose we could demonstrate that world population size might peak earlier and at a lower level if government policies aimed not at reproductive coercion but at individual reproductive freedom? Suppose such policies aimed to help all women and girls prevent unwanted pregnancies and conceive only when they want to bear a child? This article presents new data on births resulting from women’s active intentions to become pregnant. The hypothesis it probes may appear counterintuitive: if, starting at any moment, all pregnancies in the world resulted from each woman’s intent to give birth, human population would immediately shift course away from growth toward decline within a few decades. An Ethical Basis for Action to Slow Population Growth What can societies that value democracy, self-determination, human rights, personal autonomy, and privacy do to include demographic change among strategies for environmental sustainability? An important answer may lie in a relatively untested set of principles adopted by almost all the world’s nations at a 1994 UN conference held in Cairo. The third of three once-a-decade governmental conferences on population and development, it produced a program of action that abandoned the strategy of “population control” by governments in favor of a focus on the health, rights, and well-being of women.6 An operating assumption of this program is that when women have access to the information and means that allow them to choose the timing of pregnancy, the intervals between births lengthen, average family size shrinks, and teen births become less frequent. All of these improve maternal and child survival and slow population growth.7 Experts disagree on how reproductive autonomy compares with other strategies in slowing that growth. Some assume economic growth is the most effective means, although birthrates rose along with prosperity in many countries after World War II and remain relatively high in several wealthy oil-exporting nations in which women have fewer rights and lower status than men.8 Moreover, some analysts argue that the arrow of causation operates more in the other direction, with low fertility stoking economic growth.9 There is a more robust and demonstrable correlation between female educational attainment and fertility. Worldwide, women with no schooling have an average of 4.5 children, while those who have spent at least a year or more in primary school have just three. Women who complete at least a year or two of secondary school have 1.9 children—well below replacement fertility rates. With one or two years of advanced education for women, average childbearing rates fall even further, to 1.7.10 On this basis alone, those interested in depressing population growth rates might want to focus on improving women’s educational attainment. Questions remain about whether education alone can bring about declines in fertility without other supporting conditions, especially easy, affordable access to a range of contraceptive options. Similar uncertainties cloud understanding of exactly how improved child survival and the empowerment of women affect fertility. Improving both factors certainly contributes to later births and smaller families and is valuable regardless of its demographic impacts. But without clear data on the magnitude of these influences, interventions related to schooling, child survival, and women’s empowerment are rarely seen as core aspects of governmental population policy. This brings us to family planning. Access to safe and reliable contraception has exploded since the mid-twentieth century. An estimated 55 percent of all heterosexually active women worldwide now use modern contraceptive methods, while an additional seven percent use less reliable traditional methods.11 As the use of birth control has spread, fertility has plummeted from a global average of five children per woman in 1950 to barely more than 2.5 today.1

## Case

### Innovation Adv---1NC

#### No patent holdups---they require empirical evidence---Shapiro is a hack

Trevor Soames 16. Competition/regulatory lawyer + litigator (Avocat au Barreau de Bruxelles, Solicitor-Advocate & Barrister). "PATENT HOLD UP: “The fallacies of patent hold up theory” ". No Publication. 11-13-2016. https://www.linkedin.com/pulse/patent-hold-up-fallacies-theory-trevor-soames

The theory of Patent Holdup remains remarkably devoid of any empirical evidence. The paper delivered by Prof Carl Shapiro, one of the key proponents of that theory, at IEEE in late 2015 did nothing to fill that void, arguing that such evidence was unnecessary as it can be inferred just like, others have argued, like “dark matter”. As posted previously, a link to a copy of this still unpublished paper can be found embedded in the following commentary by Keith Mallinson:

http://www.wiseharbor.com/pdfs/Mallinson%20on%20Holdup%20and%20Holdout%20for%20IP%20Finance%2016%20Aug%202016.pdf

Before moving on to the newly published paper, I would like to point out, in all fairness, that the paper does indeed cite what it claims to be the "leading example" of hold up, namely the notorious General Motors/Fisher Body transaction. However, that so called example has been shown - in thoroughly researched papers - such as the one cited below by Professor Dan Spulber et al, but there are others, to have been wholly based upon a recitation of false facts. More detail on this flawed example can be found at: http://papers.ssrn.com/sol3/papers.cfm?abstract\_id=231736 In other words, General Motors/Fisher Body is simply not a real and viable example of hold up, as claimed.

If you have an interest in this issue which has guided antitrust enforcement policies in many jurisdictions, including my own, then please read this just released paper by my friend Professor Stephen Haber of Stanford: http://hooverip2.org/working-paper/wp16009/ http://hooverip2.org/wp-content/uploads/ip2-wp16009-paper-1.pdf

In that paper both he and his co author, Alex Galetovic, examine each of the pillars that support the theory of Patent Holdup and find them (seriously) wanting. They find that the theory is based on three sequential fallacies: 1) patent holdup is a straightforward variant of holdup as it is understood in transaction cost economics; 2) royalty stacking is holdup repeated multiple times on the same product; 3) standard essential patents contribute little or no value to the markets they help create. These fallacies give rise to a theory that is logically inconsistent, incomplete, and ignores economic fundamentals. The flaws in logic of Patent Holdup Theory, and its lack of fit with the evidence, suggests that a new theory about the mechanics and dynamics of SEP-intensive IT industries is called for, both as a matter of science and as a guide to antitrust and patent policies.

#### The 1AC doesn’t have a card that any of the firms they let into the market have the resources to innovate---that was CX.

#### Plan causes patent holdouts---that outweighs holdups.

Keith Mallinson 16. Founder of WiseHarbor, providing expert commercial consultancy since 2007 to technology and service businesses in wired and wireless telecommunications, media and entertainment serving consumer and professional markets. He is an industry expert and consultant with 25 years of experience and extensive knowledge of the ICT industries and markets, including the IP-rich 2G/3G/4G mobile communications sector. His clients include several major companies in ICT. He is often engaged as a testifying expert witness in patent licensing agreement disputes and in other litigation including asset valuations, damages assessments and in antitrust cases. He is also a regular columnist with FierceWireless and IP Finance. “Mallinson on Patent Holdup and Holdout: for IP Finance 16th August 2016”. https://www.wiseharbor.com/pdfs/Mallinson%20on%20Holdup%20and%20Holdout%20for%20IP%20Finance%2016%20Aug%202016.pdf

“Patent holdup” allegations encourage SEP free-riders

Despite many years of speculation and recently adjusted claims, there is no empirical support for the theory of “patent holdup.” Various eminent experts refute allegations of systemic “patent holdup.” It is likely that “patent holdup” has not occurred in the context of standards and licensing of standards essential patents (SEPs) because of the fair, reasonable and non-discriminatory (FRAND) licensing contracts and available recourse to the courts have ensured that licensees cannot be forced to pay “excessive” licensing fees.

“Patent holdout,” which is also sometimes referred to as “reverse holdup,“ rather than “patent holdup” may instead be a prevalent problem; although calls for remedies have largely been in response to “patent holdup” allegations. Beguiled courts, antitrust authorities, government policy makers and even a standards development organisation (SDO) are tipping the scales in favour of “patent holdout” by infringing implementers of SEPs. This is destabilising the equilibrium between the interests of the licensors and licensees forged by consensus over decades in the IPR policies of SDOs such as ETSI with Fair, Reasonable and Non-Discriminatory licensing. As leading academics note, “FRAND Implies Balance” and “FRAND [is not] a one-way street.” Whereas alleged “patent holdup” supposedly results in excessive royalties, “patent holdout” is undermining licensors attempts even to achieve FRAND terms or to complete any licensing at all in many cases. Licensors are therefore losing their ability to make a fair return on their investments in SEP technologies. This discourages ongoing investments in standard-essential technologies, participation in SDOs and contribution to the standards.

#### Antitrust in IP hammers innovation, especially in American 5G.

Abbott ’21 [Alden Abbott, Paul Redmond Michel, Adam Mossoff, Kristen Jakobsen Osenga, and Brian O’Shaughnessy; March 10; the Federal Trade Commission’s General Counsel (2018-2021), adjunct professor at George Mason University, J.D. from Harvard Law School, M.A. in economics from Georgetown University; Retired Chief Judge and United States Circuit Judge of the United States Court of Appeals for the Federal Circuit; Law Professor at George Mason University; Law Professor at the University of Richmond; chair of Dinsmore’s IP Transactions and Licensing Group; the Regulatory Transparency Project, “Aligning Intellectual Property, Antitrust, and National Security Policy,” https://regproject.org/wp-content/uploads/Paper-Aligning-Intellectual-Property-Antitrust-and-National-Security-Policy.pdf]

Although much of the excitement about 5G wireless technology focuses on how it will improve every aspect of our lives – from smart homes to smart cities, from healthcare to food to business to entertainment – this technology is also critical for an often-invisible, but even more critical, application: national security. 5G is a vast improvement over existing mobile technology, with massively increased speeds of data transfer and other enhanced capacities. The benefits this unprecedented speed and capacity will have for the United States military include improved surveillance and reconnaissance systems, new and more accurate methods of command and control, and integrated and streamlined logistics systems for increased efficiency.1 On the other hand, the same technological advancements facilitated by 5G technology may also give rise to new cybersecurity vulnerabilities.

Although it is the future of everything, 5G does not pose a potential problem in some far-off future. Today, the U.S. is already depending on a wide array of 5G technology suppliers for its national security system. For example, the national security programs of the Department of Defense (DOD) rely on continued access to telecommunication products made by companies with security clearance on a range of active classified and unclassified prime government contracts.2 Devices that rely on such wireless technology include those used to command troops in combat, control drones, target smart munitions, and perform other vital military functions.3 Allied partnerships with the U.S. also depend on its efforts to address cybersecurity in the next generation of wireless, 5G, and Internet of things.4

To ensure the safety of the systems on which the U.S. military relies and avoid unknown and unexpected cybersecurity vulnerabilities, the U.S. must remain an active and competitive participant in 5G development. Antitrust policies that undermine the intellectual property rights of U.S. innovators will diminish U.S. companies’ ability to invest in research and development (R&D) and to compete in the global 5G ecosystem. Even more important than increased economic growth, new jobs, and enhanced daily lives, these antitrust policies must be changed for the sake of U.S. national security.

#### No econ decline impact.

Stephen M. Walt 20. Robert and Renée Belfer professor of international relations at Harvard University. "Will a Global Depression Trigger Another World War?" Foreign Policy. 5-13-2020. https://foreignpolicy-com.proxy.library.emory.edu/2020/05/13/coronavirus-pandemic-depression-economy-world-war/

On balance, however, I do not think that even the extraordinary economic conditions we are witnessing today are going to have much impact on the likelihood of war. Why? First of all, if depressions were a powerful cause of war, there would be a lot more of the latter. To take one example, the United States has suffered 40 or more recessions since the country was founded, yet it has fought perhaps 20 interstate wars, most of them unrelated to the state of the economy. To paraphrase the economist Paul Samuelson’s famous quip about the stock market, if recessions were a powerful cause of war, they would have predicted “nine out of the last five (or fewer).”

Second, states do not start wars unless they believe they will win a quick and relatively cheap victory. As John Mearsheimer showed in his classic book Conventional Deterrence, national leaders avoid war when they are convinced it will be long, bloody, costly, and uncertain. To choose war, political leaders have to convince themselves they can either win a quick, cheap, and decisive victory or achieve some limited objective at low cost. Europe went to war in 1914 with each side believing it would win a rapid and easy victory, and Nazi Germany developed the strategy of blitzkrieg in order to subdue its foes as quickly and cheaply as possible. Iraq attacked Iran in 1980 because Saddam believed the Islamic Republic was in disarray and would be easy to defeat, and George W. Bush invaded Iraq in 2003 convinced the war would be short, successful, and pay for itself.

The fact that each of these leaders miscalculated badly does not alter the main point: No matter what a country’s economic condition might be, its leaders will not go to war unless they think they can do so quickly, cheaply, and with a reasonable probability of success.

Third, and most important, the primary motivation for most wars is the desire for security, not economic gain. For this reason, the odds of war increase when states believe the long-term balance of power may be shifting against them, when they are convinced that adversaries are unalterably hostile and cannot be accommodated, and when they are confident they can reverse the unfavorable trends and establish a secure position if they act now. The historian A.J.P. Taylor once observed that “every war between Great Powers [between 1848 and 1918] … started as a preventive war, not as a war of conquest,” and that remains true of most wars fought since then.

The bottom line: Economic conditions (i.e., a depression) may affect the broader political environment in which decisions for war or peace are made, but they are only one factor among many and rarely the most significant. Even if the COVID-19 pandemic has large, lasting, and negative effects on the world economy—as seems quite likely—it is not likely to affect the probability of war very much, especially in the short term.

#### No impact to warming.

Zeke Hausfather & Glen P. Peters 20. \*Director of climate and energy at the Breakthrough Institute in Oakland, California. \*\*Research director at the CICERO Center for International Climate Research in Oslo, Norway. "Emissions – the ‘business as usual’ story is misleading". Nature. 1-29-2020. https://www.nature.com/articles/d41586-020-00177-3

In the lead-up to the 2014 IPCC Fifth Assessment Report (AR5), researchers developed four scenarios for what might happen to greenhouse-gas emissions and climate warming by 2100. They gave these scenarios a catchy title: Representative Concentration Pathways (RCPs)1. One describes a world in which global warming is kept well below 2 °C relative to pre-industrial temperatures (as nations later pledged to do under the Paris climate agreement in 2015); it is called RCP2.6. Another paints a dystopian future that is fossil-fuel intensive and excludes any climate mitigation policies, leading to nearly 5 °C of warming by the end of the century2,3. That one is named RCP8.5.

RCP8.5 was intended to explore an unlikely high-risk future2. But it has been widely used by some experts, policymakers and the media as something else entirely: as a likely ‘business as usual’ outcome. A sizeable portion of the literature on climate impacts refers to RCP8.5 as business as usual, implying that it is probable in the absence of stringent climate mitigation. The media then often amplifies this message, sometimes without communicating the nuances. This results in further confusion regarding probable emissions outcomes, because many climate researchers are not familiar with the details of these scenarios in the energy-modelling literature.

This is particularly problematic when the worst-case scenario is contrasted with the most optimistic one, especially in high-profile scholarly work. This includes studies by the IPCC, such as AR5 and last year’s special report on the impact of climate change on the ocean and cryosphere4. The focus becomes the extremes, rather than the multitude of more likely pathways in between.

Happily — and that’s a word we climatologists rarely get to use — the world imagined in RCP8.5 is one that, in our view, becomes increasingly implausible with every passing year5. Emission pathways to get to RCP8.5 generally require an unprecedented fivefold increase in coal use by the end of the century, an amount larger than some estimates of recoverable coal reserves6. It is thought that global coal use peaked in 2013, and although increases are still possible, many energy forecasts expect it to flatline over the next few decades7. Furthermore, the falling cost of clean energy sources is a trend that is unlikely to reverse, even in the absence of new climate policies7.

Assessment of current policies suggests that the world is on course for around 3 °C of warming above pre-industrial levels by the end of the century — still a catastrophic outcome, but a long way from 5 °C7,8. We cannot settle for 3 °C; nor should we dismiss progress.

Plan for progress

Some researchers argue that RCP8.5 could be more likely than was originally proposed. This is because some important feedback effects — such as the release of greenhouse gases from thawing permafrost9,10 — might be much larger than has been estimated by current climate models. These researchers point out that current emissions are in line with such a worst-case scenario11. Yet, in our view, reports of emissions over the past decade suggest that they are actually closer to those in the median scenarios7. We contend that these critics are looking at the extremes and assuming that all the dice are loaded with the worst outcomes.

Asking ‘what’s the worst that could happen?’ is a helpful exercise. It flags potential risks that emerge only at the extremes. RCP8.5 was a useful way to benchmark climate models over an extended period of time, by keeping future scenarios consistent. Perhaps it is for these reasons that the climate-modelling community suggested RCP8.5 “should be considered the highest priority”12.

We must all — from physical scientists and climate-impact modellers to communicators and policymakers — stop presenting the worst-case scenario as the most likely one. Overstating the likelihood of extreme climate impacts can make mitigation seem harder than it actually is. This could lead to defeatism, because the problem is perceived as being out of control and unsolvable. Pressingly, it might result in poor planning, whereas a more realistic range of baseline scenarios will strengthen the assessment of climate risk.

### Cybersecurity Adv---1NC

#### Expand the scope of antitrust refers exclusively to formal law not enforcement---the plan is circumvented.

Sinisa Milosevic et al. 18. Commission for Protection of Competition, The Republic of Serbia. Dejan Trifunovic, Faculty of Economics, University of Belgrade, Belgrade, The Republic of Serbia. Jelena Popovic Markopoulos, Commission for Protection of Competition, The Republic of Serbia. “The Impact of the Competition Policy on Economic Development in the Case of Developing Countries”. Economic Horizons, May - August 2018, Volume 20, Number 2, 153 – 167. http://scindeks-clanci.ceon.rs/data/pdf/1450-863X/2018/1450-863X1802157M.pdf

The paper that analyzes the impact of the competition policy on the GDP growth in developing and developed countries in the Solow growth model framework is T. C. Ma’s (2011). The presence and scope of the competition policy is captured by the SCOPE variable that is defined in the paper by K. N. Hylton and F. Deng (2007). The overall effectiveness of the government’s application of policies, not only of the competition policy, is captured by the EFFICIENCY variable that is defined in the paper by D. Kaufmann, A. Kraay and M. Mastruzzi (2009). The results show that the SCOPE variable is not significant and the formal existence of the competition law cannot influence economic growth. The interacting variable of SCOPE x EFFICIENCY is named EFFLAW. For poor countries, the coefficient for this variable is 0.04 and is significant, whereas for rich countries the coefficient is 0.064 and is also significant. Therefore, the competition law must be complemented with the effective enforcement of this policy.

#### Antitrust fails---expanding scope opens the floodgates to litigation and makes enforcement impossible.

Geoffrey Manne, 18. International Center for Law & Economics president & founder, Congressional Documents and Publications, “Senate Judiciary Subcommittee on Antitrust, Competition Policy and Consumer Rights Hearing; "A Comparative Look at Competition Law Approaches to Monopoly and Abuse of Dominance in the US and EU."; Testimony by Geoffrey Manne, President and Founder, International Center for Law and Economics,” December 19, 2018. Lexis, accessed 6-1-21

II. The specious lure of excessively discretionary antitrust

Antitrust is an attractive regulatory tool for a number of reasons. As noted above, the vague, terse language of the Sherman Act readily lends itself to "interpretation" imbuing it with virtually limit-less scope. Indeed, the urge to treat antitrust as a legal Swiss Army knife capable of correcting all manner of social and economic ills is apparently difficult to resist. Conflating size with market power, and market power with political power, many recent calls for regulation of the tech indus-try are framed in antitrust terms, even though they are mostly rooted in nothing recognizable as modern, economically informed antitrust legal claims or analysis. But that attraction is precisely why we should care about the scope, process, and economics of anti-trust and the extent of its politicization. Antitrust in the US has largely resisted the relentless effort to politicize it. Despite being rooted in vague and potentially expansive statutory language, US anti-trust is economically grounded, evolutionary, and limited to a set of achievable social welfare goals. In the EU, by contrast, these sorts of constraints are far weaker. Whether or not that is suitable for the particular political and historical circumstances of the EU is a separate question. But, undoubt-edly, applying a controversial legal regime to the United States -- a markedly different jurisdiction with a unique governance structure -- and upsetting more than a century of legal, technological, and social development, is deeply problematic. This conclusion is in no way altered by the fact that US antitrust law has become the outlier of global antitrust enforcement, compared to the EU's more "consensual" approach. n26 What matters is a policy's actual results, not whether it is widely adopted; the world is full of debunked beliefs that were once widely shared. And it is far from certain that the widespread adoption of the EU model is in any way indicative of superior results. It is equally (or even more) plausible that this model has proliferated because it naturally accommodates politically useful populist narratives -- such as "big is bad," robin hood fallacies and robber baron myths -- that are constrained by the US's more evidence-based and rational antitrust decision-making. n27 America's isolation might thus be a testament to its success rather than an emblem of its failure. But even if by some chance the European approach proved to be optimal for many other countries in the world, it is still dubious that its adoption would lead to improved economic performance in the United States. As has already been alluded to, the unique features of the US legal regime make it unlikely that the best policy for the EU would also happen to be the best one for America. The EU's more aggressive pursuit of technology platforms under its antitrust laws demonstrates many of the problems with its approach in general. I urge this subcommittee to consider not just whether the EU approach seems to permit the government to reach a preconceived outcome -- i.e., placing large tech platforms under increased antitrust scrutiny -- but whether it is truly desirable at all to emulate the EU's approach and to try to reach the goals of EU competition policy under US antitrust law. Endorsing the European approach to antitrust, in a naive attempt to bring high-pro-file cases against large Internet platforms, would prioritize political expediency over the rule of law. It would open the floodgates of antitrust litigation and facilitate deleterious tendencies, such as non-economic decision-making, rent-seeking, regulatory capture, and politically motivated enforce-ment. Bringing US antitrust enforcement in line with that of the EU would thus unlock a veritable Pan-dora's box of concerns that are currently kept in check. Chief among them is the use of antitrust laws to evade democratically and judicially established rules and legal precedent. When consider-ing this question, it is important to see beyond any particular set of firms that enforcement offi-cials and politicians may currently be targeting. An antitrust law expanded to consider the full scope of soft concerns that the EU aims at will not be employed against only politically disfavored companies, companies in other jurisdictions, or in order to expediently "solve" otherwise political problems. Once antitrust is expanded beyond its economic constraints and imbued with political content, it ceases to be a uniquely valuable tool for addressing real economic harms to consumers, and becomes a tool for routing around legislative and judicial constraints**.**

#### They only require companies to license their patents---that doesn’t solve monocultured software---it still uses the same standards, so it’s still vulnerable to cyberattacks.

#### No cyber impact.

James Andrew Lewis 20. Senior vice president and director of the Strategic Technologies Program at the Center for Strategic and International Studies. “Dismissing Cyber Catastrophe”. 8-17-2018. https://www.csis.org/analysis/dismissing-cyber-catastrophe

More importantly, there are powerful strategic constraints on those who have the ability to launch catastrophe attacks. We have more than two decades of experience with the use of cyber techniques and operations for coercive and criminal purposes and have a clear understanding of motives, capabilities, and intentions. We can be guided by the methods of the Strategic Bombing Survey, which used interviews and observation (rather than hypotheses) to determine effect. These methods apply equally to cyberattacks. The conclusions we can draw from this are:

Nonstate actors and most states lack the capability to launch attacks that cause physical damage at any level, much less a catastrophe. There have been regular predictions every year for over a decade that nonstate actors will acquire these high-end cyber capabilities in two or three years in what has become a cycle of repetition. The monetary return is negligible, which dissuades the skilled cybercriminals (mostly Russian speaking) who might have the necessary skills. One mystery is why these groups have not been used as mercenaries, and this may reflect either a degree of control by the Russian state (if it has forbidden mercenary acts) or a degree of caution by criminals.

There is enough uncertainty among potential attackers about the United States’ ability to attribute that they are unwilling to risk massive retaliation in response to a catastrophic attack. (They are perfectly willing to take the risk of attribution for espionage and coercive cyber actions.)

No one has ever died from a cyberattack, and only a handful of these attacks have produced physical damage. A cyberattack is not a nuclear weapon, and it is intellectually lazy to equate them to nuclear weapons. Using a tactical nuclear weapon against an urban center would produce several hundred thousand casualties, while a strategic nuclear exchange would cause tens of millions of casualties and immense physical destruction. These are catastrophes that some hack cannot duplicate. The shadow of nuclear war distorts discussion of cyber warfare.

State use of cyber operations is consistent with their broad national strategies and interests. Their primary emphasis is on espionage and political coercion. The United States has opponents and is in conflict with them, but they have no interest in launching a catastrophic cyberattack since it would certainly produce an equally catastrophic retaliation. Their goal is to stay below the “use-of-force” threshold and undertake damaging cyber actions against the United States, not start a war.

This has implications for the discussion of inadvertent escalation, something that has also never occurred. The concern over escalation deserves a longer discussion, as there are both technological and strategic constraints that shape and limit risk in cyber operations, and the absence of inadvertent escalation suggests a high degree of control for cyber capabilities by advanced states. Attackers, particularly among the United States’ major opponents for whom cyber is just one of the tools for confrontation, seek to avoid actions that could trigger escalation.

The United States has two opponents (China and Russia) who are capable of damaging cyberattacks. Russia has demonstrated its attack skills on the Ukrainian power grid, but neither Russia nor China would be well served by a similar attack on the United States. Iran is improving and may reach the point where it could use cyberattacks to cause major damage, but it would only do so when it has decided to engage in a major armed conflict with the United States. Iran might attack targets outside the United States and its allies with less risk and continues to experiment with cyberattacks against Israeli critical infrastructure. North Korea has not yet developed this kind of capability.

#### No impact to the grid.

Jesse Dunietz & Robert M. Lee 17. \*Scientific American's 2017 AAAS Mass Media fellow, and a Ph.D. candidate in computer science at Carnegie Mellon University. \*CEO of industrial cybersecurity firm Dragos. “Is the Power Grid Getting More Vulnerable to Cyber Attacks?” Scientific American. 2017. <https://www.scientificamerican.com/article/is-the-power-grid-getting-more-vulnerable-to-cyber-attacks/>

Two weeks ago it was cyberattacks on the Irish power grid. Last month it was a digital assault on U.S. energy companies, including a nuclear power plant. Back in December a Russian hack of a Vermont utility was all over the news. From the media buzz, one might conclude that power grid infrastructure is teetering on the brink of a hacker-induced meltdown. The real story is more nuanced, however. Scientific American spoke with grid cybersecurity expert Robert M. Lee, CEO of industrial cybersecurity firm Dragos, Inc., to sort out fact from hype. Dragos, which aims to protect critical infrastructure from cyberattacks, recently raised $10 million from investors to further its mission. Before he founded the company, Lee worked for the U.S. government analyzing and defending against cyberattacks on infrastructure. For a portion of his military career, he also worked on the government’s offensive front. His work has given him a front-row view on both sides of infrastructure cybersecurity. [An edited transcript of the interview follows.] How concerned should we be about grid and infrastructure cybersecurity, and what should we be most worried about? The electric grid and most infrastructure we have is actually fairly well built for reliability and safety. We’ve had a strong safety culture in industrial engineering for decades. That safety and reliability has never been thought of from a cybersecurity perspective, but it has afforded us a very defensible environment. As an example: if a portion of the U.S. power grid goes down. We usually anticipate those things for hurricanes or winter-weather storms. And we’re good at moving away from the computers and doing manual operations, just working the infrastructure to get it back. Usually it’s hours, maybe days; never more than a week or so. A lot of these cyberattacks deal with the computer technology and the interconnected nature of the infrastructure. And so when they target it in that way, you’re talking hours, maybe a day, at most a week of disruption. For reasonable scenarios, we’re not talking about a long time of outages, and we’re not talking about compromising safety. Now, the scary side of it is [twofold]. One, our adversaries are getting much more aggressive. They’re learning a lot about our industrial systems, not just from a computer technology standpoint but from an industrial engineering standpoint, thinking about how to disrupt or maybe even destroy equipment. That’s where you start reaching some particularly alarming scenarios. The second thing is, a lot of that ability to return to manual operation, the rugged nature of our infrastructure—a lot of that’s changing. Because of business reasons, because of lack of people to man the jobs, we’re starting to see more and more computer-based systems. We’re starting to see more common operating platforms. And this facilitates a scale for adversaries that they couldn’t previously get. When you say our adversaries are getting more aggressive, what are you referring to? The key events are things like the Ukraine attack in 2015–2016, [in which a cyberattack brought down portions of the Ukrainian power grid], as well as two different campaigns in 2013–2014, BlackEnergy2 and Havex, [two malware programs that were deployed against energy sector companies]. Basically, far-reaching espionage on industrial facilities one year; the next year getting into industrial environments; and then culmination in attacks in 2015–2016. That’s aggressive in itself. For my own firm, what we’re seeing in the [overall] activity in the space is it’s growing. Over the last decade, I have seen adversary activity increase in some measure, and then around 2013–2014 just start spiking. What are the adversaries actually doing in these attacks? [There are two broad categories of attacks.] Stage I intrusions are those designed to gain information. These are the traditional espionage efforts we’ve become accustomed to hearing about, where information is stolen or deleted. A Stage II attack could result in temporary loss of power, physical damage to equipment, or other types of scenarios we often hear about. It is important to note these are not trivial to accomplish. If an attacker wants to progress to a Stage II attack, during the Stage I intrusion they have to steal information specific to [that] industrial environment. The 2013–2014 campaigns that I mentioned were exactly the kinds of Stage I activity that you’d want to use to pivot into a Stage II activity. And so they scared the heck out of all of us. But the stuff we’ve heard about recently—the nuclear site and about a dozen energy companies that were compromised in a phishing campaign that made the news—none of that sounded tailored toward pivoting into a Stage II. Once an adversary has broken into the “business networks” used for email, documents and so on, how far a jump is it for them to access the industrial control system (ICS) networks used to control and monitor the industrial equipment? In nuclear environments, [business networks and control networks are] airgapped—[i.e., computers on one network cannot talk to those on the other]—because of safety regulations. The idea that because you got into the business network you can easily move into the ICS network is ridiculous. That is not true with other industrial infrastructures—electric energy, oil and gas, manufacturing, etc. You absolutely have [ICS] networks that are connected up. The nuance here is that we have a joke in the community: you’ll get security folks who don’t know much about ICS coming in with penetration testers and saying, “Oh my gosh, I found so many vulnerabilities!” And so the joke is, why don’t I just sit you down at the terminal? I will give you 100 percent access. Now make the lights blink. There’s a big gap there. [So the challenge is] not so much getting access. It’s once you get access, do you know what to do in a way that’s not just going to be embarrassing? What motivation do these adversaries have to attack the U.S. grid? I do not feel that there is a legitimate reason for adversaries to disrupt or destroy industrial infrastructure outside of a conflict scenario. Ukraine and Russia is a great example. I don’t necessarily mean declared war, but in places where we see conflict, I think we’ll see industrial attacks: North Korea-South Korea, China-Taiwan. But there are some scenarios that concern me, where we might have our hands forced and not have clarity around what happened. I’m aware of at least one case where a skilled adversary broke into an industrial environment, and in the course of intelligence operations they accidentally knocked over some sensitive system that led to visible destruction and almost to multiple casualties. And the worst part is, we didn’t actually realize it was a failed operation until about a month after, because the forensics and analysis take time. So you could have a scenario where the U.S., Russia, China, Iran—big players—are doing intelligence operations on each other, are doing pre-positioning to have deterrence or political leverage, and mess up that operation in a way that looks like an attack that we do not have transparency on for some time. We do not have international norms around how to handle that. Outside of conflict scenarios, though, I don’t see the advantage to [deliberate] disruptive or destructive attacks. I think we haven’t seen it not because they haven’t wanted to, but because the return on investment is minimal. What’s really advantageous is sitting U.S. congressmen and policymakers fearing what can happen with industrial infrastructure. That fear drives policy far more than actually turning the lights off and having them realize [they will] come back on in six hours.
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#### 2. “Do both” is antitrust duplication---the disputes collapse resources, effectiveness, and signaling---links to net benefit.

Carl W. Hittinger and Tyson Y. Herrold 19. Carl W. Hittinger (LAW ’79) is a senior partner and serves as BakerHostetler’s Antitrust and Competition Practice National Team Leader and the litigation group coordinator for the firm’s Philadelphia office. He concentrates his practice on complex commercial and civil rights trial and appellate litigation, with a particular emphasis on antitrust and unfair competition matters, including class actions. Tyson Y. Herrold is an associate in the firm’s Philadelphia office in its litigation group. His practice focuses on complex commercial litigation, particularly antitrust and unfair competition matters, as well as civil rights litigation. "Antitrust Agency Turf War Over Big Tech Investigations". Temple 10-Q. https://www2.law.temple.edu/10q/antitrust-agency-turf-war-over-big-tech-investigations/

Disputes over clearance can have tangible adverse effects on enforcement. First, some have commented that delays caused by clearance disputes can narrow the efficacy of remedial options, particularly with mergers. As Sen. Richard Blumenthal has commented, “The Big Tech companies are not waiting for the agencies to finish their cases. They are structuring their companies so that you can’t unscramble the egg.” Structural remedies are favored by Delrahim, who has commented that alternative, behavioral remedies should be used sparingly: “The division has a strong preference for structural remedies over behavioral ones. … The Antitrust Division is a law enforcer and, even where regulation is appropriate, it is not equipped to be the ongoing regulator.”

Second, disputes over clearance and, more so, duplicative investigations waste agency resources, threaten to blunt their effectiveness, and can lead to inconsistent and confusing governmental positions. In the Sept. 17 oversight hearing, Simons and Delrahim were both criticized for requesting an increase in funding: “As you both acknowledged, both of you could use, and desperately need, more resources. That being the case, it makes no sense to me that we should have duplication of effort, when that has a tendency inevitably to undermine the effectiveness of what you’re doing.” Duplicative investigations dilute the specialization that is a principal goal of the agencies’ clearance agreement and raise the risk that one agency will take legal positions that undercut the other. No doubt the DOJ’s amicus brief in the Qualcomm case influenced the U.S. Court of Appeals for the Ninth Circuit’s decision to issue a stay pending appeal.

So how will the FTC and DOJ resolve their latest turf war? Perhaps they will revisit their clearance agreement and decide to split their authority by company or the business practice being investigated, based on prior agency experience, rather than by industry as Appendix A currently does. Or maybe Congress will decide to consolidate civil antitrust enforcement jurisdiction under one agency. That seems like a long shot considering the political implications. However, during the Senate’s antitrust oversight hearing, Sen. Josh Hawley proposed “cleaning up the overlap in jurisdiction by removing it from one agency” and “clearly designating enforcement authority to one agency.” One thing is sure—the agencies should not be duplicating civil antitrust investigations. Stay tuned.

#### 3. Independently, applying antitrust to SSOs is bad---chills participation---turns advantage 1.

David J. Teece and Edward F. Sherry 3. Mitsubishi Bank Professor in the Haas School of Business and Director of the Institute of Management, Innovation and Organization at the University of California, Berkeley. Senior Managing Economist at LECG, LLC in Emeryville, CA, and a member of the California Bar. Standards Setting and Antitrust. Minnesota Law Review. 782. 2003. Pg. 1985-1986

F. PROBLEMS WITH "ONE SIZE FITS ALL" POLICIES It is common for commentators to suggest that the rules "should" or "must" be one way or another. For example, Mueller recently proposed that "[a]ny firm that participates in creating an industry standard and thereafter obtains patent rights in some aspect of the standard must, at a minimum, disclose the existence of any patents or pending patent applications that may be relevant to the standard."225 Such a proposal can be understood in one of two ways. The first is as a mandatory rule, specifying what the rules should be-whether as a general matter of public policy or as a consequence of application of antitrust principles-allowing for no deviation. The second is what is often termed a default rule, to be thought of as the general proposition to be applied in the absence of evidence to the contrary, but one that can be changed by the SSO if it chooses to do so. 226 These two interpretations have fundamentally different bases and policy implications. In our opinion, it is simply unnecessary to adopt mandatory rules in this area. SSOs are perfectly capable of adopting their own search, disclosure, and licensing rules, and of adapting those rules to the needs of the SSO participants. The results of Professor Lemley's survey indicate that SSOs have a variety of different rules. 227 There is no reason why a "one size fits all" mandatory-type approach is appropriate. 228 We find it is extremely telling that, at the recent FTC and Department of Justice (DOJ) hearings on the intersection between antitrust and intellectual property, both of the comments from SSOs expressed the belief that the current system worked reasonably well, and expressed concern that the antitrust authorities might adopt a "one size fits all" interventionist approach to standards issues.229 We believe that those comments, coupled with the results of Professor Lemley's survey showing the wide diversity of policies across SSOs, 230 strongly suggest that the antitrust authorities should proceed cautiously in this area. In particular, we are concerned that antitrust intervention may reduce the clarity of the rules, thereby making participation in SSOs more risky and reducing the willingness of firms with valuable IP (and which therefore presumably have much to contribute to selecting the appropriate standard) to participate. If the SSO's rules are unclear, the obvious public policy solution is to encourage SSOs to adopt clearer rules on a going-forward basis. Most significantly, we believe that intervention runs a significant risk of slowing down the standards-setting process, thus delaying the adoption of new standards and new products made in accordance with those standards, to the detriment of consumers and of society generally.

#### 4. Specifically true for patent law.

Claire Guo 19. Juris Doctor, Peking University School of Transnational Law. Intersection of Antitrust Laws with Evolving FRAND Terms in Standard Essential Patent Disputes, 18 J. MARSHALL REV. INTELL. PROP. L. 259 (2019). Pg. 278

The practice of three major jurisdictions suggests that the intersection of FRAND terms and antitrust laws is not a fixed process. Instead, it changes as the stipulations of FRAND evolve to have clarity and transparency. In particular, the practice suggests a general trend of less antitrust intervention into FRAND breaches when concrete competition harm is not present. One reason is that when FRAND has expanded into negotiation protocols, mere disobedience of FRAND procedurally without follow-up actions, such as filing injunctions or excessive demand, could not possibly give rise to antitrust concerns. The other reason is that the parallel enforcement of FRAND and antitrust laws is duplicative to some extent. Both FRAND and antitrust laws could be used to address the monopoly power and abusive conducts of SEPs owners resulting from the standardization process. Assuming FRAND has functioned effectively as expected, additional antirust intervention seems redundant and risks upset the balance already reached by FRAND obligation.

#### 2. Antitrust laws are enforced by the DOJ and FTC.

DOJ and FTC 16. Antitrust Guidance for Human Resource Professionals Department of Justice Antitrust Division Federal Trade Commission. https://www.justice.gov/atr/file/903511/download

This document is intended to alert human resource (HR) professionals and others involved in hiring and compensation decisions to potential violations of the antitrust laws. The Department of Justice Antitrust Division (DOJ or Division) and Federal Trade Commission (FTC) (collectively, the federal antitrust agencies) jointly enforce the U.S. antitrust laws, which apply to competition among firms to hire employees. An agreement among competing employers to limit or fix the terms of employment for potential hires may violate the antitrust laws if the agreement constrains individual firm decisionmaking with regard to wages, salaries, or benefits; terms of employment; or even job opportunities. HR professionals often are in the best position to ensure that their companies’ hiring practices comply with the antitrust laws. In particular, HR professionals can implement safeguards to prevent inappropriate discussions or agreements with other firms seeking to hire the same employees.

#### 3. DOJ and FTC.

DOJ. “Business Resources”. https://www.justice.gov/atr/business-resources

The antitrust laws are enforced by both the Antitrust Division and the FTC’s Bureau of Competition. All criminal antitrust enforcement is handled by the Antitrust Division.

#### 4. They are alternatives not subsets.

Stephen G. Breyer 87. SCOTUS Justice since 1994. California Law Review Volume 75. Issue 3. Article 15. “Antitrust, Deregulation, and the Newly Liberated Marketplace”.

On this view, antitrust is not another form of regulation. Antitrustis an alternative to regulation and, where feasible, a better alternative.3To be more specific, the classicist first looks to the marketplace to protectthe consumer; he relies upon the antitrust laws to sustain market compe-tition. He turns to regulation only where free markets policed by anti-trust laws will not work-where he finds significant market "defects"that antitrust laws cannot cure. Only then is it worth gearing up thecumbersome, highly imperfect bureaucratic apparatus of classical regula-tion. Regulation is viewed as a substitute for competition, to be usedonly as a weapon of last resort-as a heroic cure reserved for a seriousdisease.

#### 5. It is a jurisdictional question---antitrust authorities don’t intervene in regulatory concerns.

Babette E. Boliek 11. Associate Professor of Law at Pepperdine University School of Law. J.D., Columbia University School of Law; Ph.D., Economics University of California, Davis. FCC Regulation Versus Antitrust: How Net Neutrality is Defining the Boundaries, 52 B.C.L. Rev. 1627 (2011). <http://lawdigitalcommons.bc.edu/bclr/vol52/iss5/2>

As argued in this Article, the recent Comcast decision should not be dismissed as an inconvenient hurdle to be sidestepped by reclassification; rather it marks a pivotal invitation to Congress to redefine the boundaries between the FCC and antitrust authorities. In the long wake of assorted jurisdictional tugs of war between the two regimes, and amidst a legacy of accusations of regulatory capture and administrative overreach,29 the net neutrality debate accentuates historic preferences for antitrust versus regulation, a subject which should be revisited and squarely addressed. Before that can be done, however, the rules of the road—the issue of jurisdiction—must be clearly decided.

The analysis of the relevant jurisdiction is broken into two rival camps: (1) regulatory jurisdiction and (2) antitrust jurisdiction. The first camp, regulatory jurisdiction, the more complex of the two, is further divided into two subparts of particular concern (a) legacy-based regulation and (b) “satellite jurisdiction.” The first subpart of regulatory jurisdiction, legacy-based regulation, refers to the FCC’s congressionally designated core industry. The concern with legacy-based regulation is that the FCC will engage in procedural opportunism: that is, the agency may exploit the service classification process to extend its own regulatory authority.

#### 6. Antitrust means Titles 15 and 16.

University of Iowa Law Library. "Research Guides: Antitrust & Trade Law: Laws & Regulations". https://libguides.law.uiowa.edu/c.php?g=103025&p=668157

Federal

Regulations pertaining to Antitrust and Trade are located in Titles 15 and 16 of the Code of Federal Regulations covering Commerce and Trade and the Federal Trade Commission. Sources include:

Code of Federal Regulations: Title 15 Commerce and Foreign Trade Available in Print

In print at Law Core Collection (Level Two) AE 2.106/3:15/.

Code of Federal Regulations: Title 16 Commercial Practices Available in Print

In print at Law Core Collection (Level Two) AE 2.106/3:16/.

e-CFR Public Access Website

Updated on a daily basis.

Code of Federal Regulations Public Access Website

From Cornell's Legal Information Institute.

Code of Federal Regulations Public Access Website

From govinfo.gov

Code of Federal Regulations (HeinOnline) UIowa Access Only - Log in with HawkID

Provides access to digitized images of the Code of Federal Regulations from 1938 through the present, including supplements.

Code of Federal Regulations Lexis Advance - Requires Password

Code of Federal Regulations Westlaw - Requires Password

#### 2AC 4---Deficit 1 is wrong---Over-enforcement is worse than under-enforcement.

MAKAN DELRAHIM 18. Assistant Attorney General Antitrust Division U.S. Department of Justice. The “New Madison” Approach to Antitrust and Intellectual Property Law. Department of Justice. 03-16-2018. Pg. 6-10

To understand what I mean when I say that patent hold-up is not an antitrust problem, it is important to step back to consider the purpose of antitrust law—what it does, and what it should not do. At its core, antitrust law aims to protect competition and consumers.19 Antitrust law is guided by a consumer welfare standard, which dates back to the origins of the Sherman Act.20 The ultimate focus on the consumer gained academic prominence in the late 1970s and 1980s through the intellectual leadership of Judge Robert Bork,21 Judge Frank Easterbrook,22 and others.23 This standard sharpens the focus of antitrust scrutiny to anticompetitive practices that are harmful to consumers, rather than competitors, so that the antitrust laws are not misapplied to advance social goals unrelated to consumer welfare and efficiency. Importantly, however, the consumer welfare standard is not synonymous with a policy always favoring lower prices.24 For example, high demand for an exciting new product may drive up its price, but that may simply reflect consumer preference for a superior product relative to alternatives.25 Antitrust law is intended to protect this behavior, not punish it, so that others will have incentives to innovate and compete themselves, all for the benefit of consumers.26 Such dynamic competition should be encouraged by our enforcement policies. Rather than focusing on prices in isolation, antitrust law instead protects consumers where practices also harm competition—that is, they harm some “competitive process” in a manner that causes harm to consumers in the form of above-competitive prices, lower output, or reduced efficiency.27 Indeed, directly showing harm to end-consumers is not always necessary to prove a violation of the antitrust laws. For example, where collusion among buyers pushes input prices down—what economists call a monopsony effect—that may violate the antitrust laws because there is harm to competition even though it results in lower prices.28 This is where theories that unilateral patent hold-up is an antitrust problem go wrong. Stating that a patent holder can derive higher licensing fees through hold-up simply reflects basic commercial reality. Condemning this practice, in isolation, as an antitrust violation, while ignoring equal incentives of implementers to “hold out,” risks creating “false positive” errors of over-enforcement that would discourage valuable innovation. Advocates of using antitrust law to reduce the supposed risk of patent hold-up fail to identify an actual harm to the competitive process that warrants intervention. If an inventor participates in a standard-setting process and wins support for including a patented technology in a standard, that decision does not magically transform a lawful patent right into an unlawful monopoly. To be sure, that decision gives the patent holder some bargaining power in claiming a piece of the surplus created by standardization. And, it would require the patent holder to live up to commitments as they would have bargained for it, enforceable by contract laws. But standard setting decisions are intended to be a recognition that a technology is superior to its alternatives. A favorable SSO decision, like a patent itself, is a reward for an innovator’s meritorious contribution whose wide-ranging benefits can ripple throughout the economy, contributing to dynamic competition. Arguments that inclusion in a standard confers market power that could harm competition typically rest on the unreasonable assumption that the winning technology is no better than its rivals.29 It is therefore unsurprising that proponents of using antitrust law to police FRAND commitments principally rely on models devoid of economic or empirical evidence that hold-up is a real phenomenon,30 much less one that harms competition. Since hold-up theories gained traction in the early 2000s, it is striking that they still remain an empirical enigma in the academic literature.31 Antitrust law demands evidence-based enforcement, without which there is a real threat of undermining incentives to innovate. That is why I believe so strongly that antitrust law should play no role in policing unilateral FRAND commitments where contract or common law remedies would be adequate.32 I worry that courts and enforcers have overly indulged theories of patent holdup as a supposed competition problem,33 while losing sight of the basic policies of antitrust law. They lose sight of the fact that antitrust law is not just remedial; it is, importantly, intended to deter through the threat of treble damages.34 As enforcers, we have a responsibility to ensure that antitrust policy remains sound, so that U.S. consumers continue to enjoy the benefits of dynamic competition and innovation, and so we do not export unsound theories of antitrust liability abroad, where economically dubious enforcement actions can have serious consumer-harming effects on U.S. businesses, consumers, and workers.

#### 3. Regulations solve---mandating disclosure and licensing solve structural reforms.

OECD 10. OECD Competition Committee. Policy Roundtables Standard Setting. Competition Law & Policy OECD. 2010. Pg. 11-12. https://www.oecd.org/daf/competition/47381304.pdf

Antitrust law enforcement is primarily concerned with unilateral and concerted conduct that has anticompetitive effects on consumer welfare, such as limiting innovation, raising prices or otherwise limiting consumer choice. As noted above, standard setting is not immune to either of these harms. Interactions between competitors, while a necessary component of standard negotiations, present opportunities for collusion. As regards abuse of dominance, the discussion highlighted several examples, such as patent holders charging discriminatory royalty rates for essential patents in violation of a FRAND commitment as was alleged in a case reported by the Korean delegation. It can also occur when only one entity is charged with certification as discussed by the Bulgarian delegation. Certification of compliance with a standard is often limited to very few firms, or just one. Such limits raise the risk that providers of certificates of conformity will have market power. Increasing the number of potential providers for a given standard would likely reduce opportunities to exercise market power. Competition authorities should not hesitate to address clear cases of collusion or abuse of dominance. But it is important to note that intervention by a competition authority or court constitutes only an ex post remedy to an existing problem. There are also ex ante solutions that may prevent these harms from materializing in the first place. One of these relates to the rules that govern the operation of SSOs. First, an SSO should represent divergent economic interests including the public sector and consumers in order to avoid problems such as that presented by South Africa, where an SSO allowed a sub-committee comprised of only the three major incumbents in the market to set the standard for vehicle theft tracking devices. The resulting standard was based on prior performance and effectively blocked entry. If potential new competitors or consumers had been a part of the process, the standard would probably have been based on technological superiority rather than entrenchment. Another solution that fosters reaching the best possible standard and forecloses the possibility of patent ambush involves the imposition of disclosure requirements on participants in the SSO. At times, SSO members are required to disclose any existing patents or pending patent applications that are relevant to the standard under discussion. However, as discussed by Prof. Geradin, the large size of some companies' patent portfolios does not allow for a full search before a standard is chosen. Thus companies are in practice only required to disclose patents whose existence and relevance they are aware of. Further, SSOs may demand that its members disclose the maximum fees and most restrictive terms they would ask for if their technology became part of the standard. Such disclosures would enable SSOs to compare the financial and technical merits of the competing technologies prior to selecting a standard. Rather than being held up by IP owners after the standard has been chosen, participants could take advantage of ex ante competition to secure the most desirable terms. However, with such rules in place, SSOs must be aware that those with essential patents might deliberately stay out of the process, that discussing maximum rates could lead to illegal price fixing if it amounts to bid-rigging of competing technologies and that disclosed maximum future fees could risk being inflated when compared to actual fees, in particular if several rounds of declarations are foreseen or if private negotiations follow the announced maximum fee. A related proposal, mentioned by the US delegation, calls for ex ante negotiations between the potential licensor and licensees. This is meant not only to promote disclosure but also to create countervailing buying power in the hands of the combined licensees. However, economists disagree about the effects on consumer welfare when a monopsony faces a monopolist. In addition, the risk of collusion arises when potential competitors are negotiating payments to each other. In a 2007 report on intellectual property rights, U.S. DOJ and the U.S. FTC concluded that there were limited circumstances where such negotiations would harm competition: ―[S]such negotiations might be unreasonable if there were no viable alternatives to a particular patented technology that is incorporated into a standard, the IP holder's market power was not enhanced by the standard, and all potential licensees refuse to license that particular patented technology except on agreed-upon licensing terms. In such circumstances, the ex ante negotiation among potential licensees does not preserve competition among technologies that existed during the development of the standard but may instead simply eliminate competition among the potential licensees for the patented technology‖. However, the most common ex ante solution employed by SSOs to avoid excessive IP licensing fees, as mentioned above, is to require its members to commit to licensing their technology on FRAND terms. A FRAND guarantee reduces the incentive for patent ambush. However, while it is generally clear what constitutes ―non-discriminatory‖ terms, the meaning of ―fair‖ and ―reasonable‖ are much more amorphous. While one approach to treating patent ambushes is via abuse of dominance, the panelists also highlighted alternative legal routes, such as breach of contract or fraud, which could be pursued once a company violates the terms of its FRAND commitment. These alternative approaches also present complications, notably from the difficulty in identifying a FRAND price. Another approach is to argue that failure to disclose patents during the standard-setting process, when a disclosure is required by SSO rules, invalidates the ability of the patent-holder to sue for patent infrigement. Prof. Geradin also stressed the important role that IP regimes play in the standard setting process. Structural reforms that make obtaining a patent more difficult would reduce the large number of patents that currently exist for a single technology, such as about 2000 patents for Blu-Ray. This in turn would make royalty negotiations more manageable. More broadly, many benefits could be gained from international harmonization of standards. This would increase consumer welfare by providing a greater variety of products or decreasing the cost of production. For example, the Italian delegation suggested that a unified voltage system for locomotives in Europe would increase competition for the provision of trains thus lowering the ultimate price to consumers.

#### 2. Patent law solves---their solvency advocate. [EMORY PR=GREEN]

1AC Melamed & Shapiro 18, \*A. Douglas Melamed is Professor of the Practice of Law at Stanford Law School; \*Carl Shapiro is the Transamerica Professor of Business Strategy at the Haas School of Business at the University of California at Berkeley; (May 2018, “How Antitrust Law Can Make FRAND Commitments More Effective”, https://www-cdn.law.stanford.edu/wp-content/uploads/2018/05/How-Antitrust-Law-Can-Make-FRAND-Commitments-More-Effective.pdf)

3. Application of the Basic Legal Principles The antitrust principle is straightforward: industry-wide collaboration through SSOs to establish procompetitive standards is permitted only if it is no more restrictive of competition than reasonably necessary to enable creation of the standards. When standard setting predictably creates technology monopolies that, if unrestrained, will enable anticompetitive ex post opportunism that would otherwise not occur, an SSO that does not take effective measures to pre- vent or minimize such ex post opportunism engages in conduct that is more restrictive of competition than necessary. In that case, the SSO and, in appropriate cases, its members, may well violate Section 1 of the Sherman Act. Under this principle, SSO procedures and FRAND rules should be evaluated based on whether they lead to reasonable SEP royalties, using the competitive ex ante licensing standard discussed above, which has been adopted by the courts in patent law. Put differently, FRAND rules should be evaluated based on their ability to prevent SEP holders from obtaining more than the ex ante value of their technology from implementers. This limitation would not prevent a SEP holder from proﬁting, perhaps greatly, from participating in the SSO and having its patented technology included in the standard. The SEP holder continues to be rewarded for its technology because the inclusion of its technology in the standard can still greatly increase the volume of licensing opportunities available to the SEP holder. Whether a particular set of FRAND rules are sufficiently effective in preventing ex post opportunism will depend on the particular circumstances. The procedural unfolding of the case will also depend upon the circumstances. As a general matter, the case would probably be structured as an ordinary Rule of Reason case.82 First, the plaintiff would have to demonstrate harm to competition as a result of the collaboration of the SSO’s members, many of which compete with one another. In this case, the harm to competition would stem from the ability of the SEP holder to exercise monopoly power by obtaining royalties in excess of the competitive, ex ante level. The decision to include patented technologies in the standard would be the allegedly unlawful agreement. Notably, the court need not determine what a FRAND royalty is; it would suffice to determine that market power has been created or exercised, and that existing SSO rules and policies were not adequate to prevent the competitive harm. The defendant, which could be the SSO or perhaps one or more SSO members, would win at this point if the plaintiff failed to show harm to competition. If might fail if the standard faces substantial competition and the court concludes that the SEP holder therefore does not have market power or if the SSO’s rules and policies are found to be effective in preventing ex post opportunism, even if the plaintiff or even the court thinks that other rules and policies would be preferable. Second, if the plaintiff makes the requisite showing of harm to competition, the defendant(s) would then have to show some procompetitive justiﬁcation— in this case, the beneﬁts of the standard. These two initial steps should be straightforward. Third, if as is likely the defendant is able to show a procompetitive justiﬁcation, the plaintiff would have to show that the SSO could have used available, reasonable alternatives to realize the efficiency beneﬁts with less or none of the competitive harms. The plaintiff might identify reasonable alternatives that would have led to a different standard, based on including unpatented technology in the standard or perhaps involving fewer SEPs or fewer owners of SEPs, which would be less subject to patent holdup. More likely, the plaintiff could suggest alternative SSO rules that would not change the standard, but would reduce the likelihood or extent of ex post opportunism. For example, the plaintiff might suggest more rigorous FRAND-type rules, such as rules that set forth more precise principles on which FRAND royalties are to be determined and the circumstances under which SEP holders might seek injunctions. Fourth, the burden would then shift to the defendant(s) to show that the beneﬁts of the standard could not have been realized if the SSO had adopted any of the proffered alternatives or that those alternatives were unrealistic.83 The plaintiff would be entitled to judgment if the court concludes that those beneﬁts could have been realized with less competitive harm if the SSO had adopted the standard with different IPR rules or policies. Our overall sense, based on experience and the empirical literature, is that the extant FRAND rules are generally useful, but tend to be inadequate because they are imprecise and leave unresolved such critical issues as (a) the meaning of a reasonable royalty, even conceptually; (b) the meaning of “non-discriminatory;” (c) to whom licenses must be offered; and (d) under what circumstances may a SEP holder obtain an injunction.84 These imprecise FRAND commitments are therefore not sufficient to adequately prevent ex post opportunism. The recent revisions to IEEE’s FRAND policy represent a signiﬁcant step in the right direction, but even this advance leaves important questions unanswered.85 If FRAND rules are inadequate in these ways, litigation involving extant FRAND rules would likely be resolved only at the ﬁnal, fourth step. The defendant would be able to demonstrate the beneﬁts created by the standard; the plaintiff would be able to demonstrate the creation of market power and that other reasonable and practical rules or policies would ameliorate the problem. The case would thus turn on whether the defendant is able to demonstrate that signiﬁcant beneﬁts associated with standardization could not have been realized if the SSO had adopted those other rules or policies. The court would have available a variety of possible remedies if the plaintiff prevails. Implementers that paid supracompetitive royalties or were unlawfully excluded in whole or in part from product markets as a result of the inadequate FRAND policies would be entitled to damages and, in some cases, to treble damages.86 If the unlawful SSO conduct is regarded as the collective action of the SSO and its members, which is likely to be the case in most instances, SSO members would be jointly and severally liable for the damages. Forward-looking injunctive relief aimed at restoring competition would need to be fashioned to the requirements of the individual case. For example, a court could order the SSO to adopt a new rule or policy proposed by the plaintiff. If the court is reluctant to take on that governance role, it might give the SSO a period of time—maybe ninety days—to develop a rule, subject to the court’s ultimate approval, which would adequately ameliorate the competitive problem created by the SSO. Alternatively or in addition, the court might order the parties to attempt to negotiate a rule or policy on which they can agree. And, depending on the circumstances, the court might order SEP holders, including at least those that were defendants in the case, to comply with the new SSO rules and policies.

#### 3. Changes in contract and patent law faults the entire SSO by targetting FRAND.

Erik R. Puknys and Michelle (Yongyuan) Rice 20. Parnter at Finnegan and former patent examiner at the US Patent & Trademark Office. Associate at Finnegan, with experience in section 337 investigations before the U.S. International Trade Commission (ITC). SEP Users Should Jettison Antitrust For Patent, Contract Law. Finnegan. Law360. 10-15-2020. https://www.finnegan.com/en/insights/articles/CDMR-sep-users-should-jettison-antitrust-for-patent-contract-law.html

The Qualcomm and Continental decisions demonstrate that antitrust is an unlikely vehicle for resolving FRAND disputes. Unless the Ninth Circuit, sitting en banc reverses the panel decision in Qualcomm, the Fifth Circuit reverses the Continental decision, or the Supreme Court steps in to change things, antitrust challenges to SEP licensing practices face an uphill battle.

Contract and patent law, on the other hand, provide a different perspective and more flexibility for implementers during negotiations and in court. When negotiating FRAND terms, the parties should review relevant case law interpreting similar SSO policies, and the damages methodologies courts have endorsed or criticized. In addition, the parties should be mindful of creating a record of willingness and diligence and beware of engaging in behavior that could be characterized as bad faith. As in traditional contract settings, the covenant of good faith will play a role in the FRAND world. And that applies to both sides.

#### 4. Patent law solves via enforcing rights---avoids stifling innovation.

Steve Brachmann 8-25. Professional freelance journalist for over a decade covering antitrust. FTC’s Antitrust Complaint Against Facebook Highlights Another Missed Opportunity to Address Big Tech’s Anticompetitive Activities Through Patent Reform. IPWatchdog. 8-25-2021. https://www.ipwatchdog.com/2021/08/25/ftcs-antitrust-complaint-against-facebook-highlights-another-missed-opportunity-to-address-big-techs-anticompetitive-activities-through-patent-reform/id=137070/

Big Tech Antitrust Enforcement Wouldn’t Be Necessary with Strong Patent Rights

The blind eye that antitrust regulators have been turning toward Big Tech’s patent killing activities would be laughable if it wasn’t so frustrating. The recent legislation introduced in Congress to reduce Apple’s anticompetitive app store practices? That probably would never have been needed if Smartflash, the inventor of data storage and access systems that Apple’s App Store was found to willfully infringe and whose patent rights were obliterated by Apple through questionable machinations at the PTAB, had its patent rights respected. Last December, 10 state attorneys general filed an antitrust suit against Google targeting its anticompetitive practices in online search advertising. Google didn’t invent search advertising, but the Internet giant did leverage PTAB trials to knock out seminal online search advertising patent claims owned by B.E. Tech, preserving many billions in Google’s corporate value while destroying the business interests of an innovative competitor. Earlier this month, B.E. Tech and inventor M. David Hoyle filed a Bivens action lawsuit naming several former USPTO officials, including Google’s former Head of Patents and former USPTO Director Michelle K. Lee, for rigging proceedings at the PTAB on behalf of Google, one of the agency’s largest stakeholders.

Antitrust suits may eventually be successful at splitting Big Tech giants into smaller firms, but none of these efforts does anything to actually ensure that the resulting markets will allow smaller competitors to protect their innovations against market incumbents that, while smaller, will still have market caps dwarfing small innovators and independent inventors. The sad truth of the matter is that Apple wouldn’t dominate app stores, Google wouldn’t dominate online search advertising, and Facebook wouldn’t dominate social media if the entire U.S. federal government hadn’t completely turned the patent system on its head over the past two decades.

#### 1. CP encourages efficiency in any industry.

Kristelia A. García 14, Associate Professor, University of Colorado Law School, “Penalty Default Licenses: A Case for Uncertainty,” NYU Law Review, Vol. 89, No. 4, October 2014, https://scholar.law.colorado.edu/cgi/viewcontent.cgi?article=1071&context=articles

Companies, like individuals, are risk averse. The existence of a fallback option, even a poor one, allows them to take a chance on private negotiation. This is the case because the parties know they have an alternative should the deal not work out. Moreover, the fallback allows them the freedom of dabbling in individual deals with only one partner or a handful of them, affording valuable feedback on which terms work and which ones do not without committing the time and effort required to negotiate individually with all comers. If the private terms prove functional and an industry norm begins to take shape-as in the case of the Clear Channel-Big Machine deal-it can then be extended to the larger, more comprehensive partners and eventually reflected in the underlying legal regime.

CONCLUSION

When coupled with a penalty default, uncertainty can bring greater efficiency to the marketplace by encouraging private ordering, which allows for tailored terms and responsiveness to rapid technological change. This is great news in the music sampling context, where for years scholars, legislators, and industry players have been debating a statutory license. 271 This Article suggests that a penalty default license for samples, coupled with existing uncertainty about the future state of protections for derivative works, might alleviate efficiency concerns by encouraging more and better private negotiation. 272

This prescription is particularly timely given the imminent rewrite of "the next great copyright act," 273 and may find application outside the United States as well. In the European Union, for example, there has been a recent push for single-market licensing of intellectual property rights. 274 Copyright territoriality has largely thwarted this initiative, 275 whereas private ordering has resolved it. In November 2012, for example, Google accomplished something the European Union has thus far been unable to: The company struck a private, multiterritory agreement with thirty-five European countries. 276

Acknowledgment of the role uncertainty and penalty defaults play in increasing effectiveness in the market for statutory licensing and in copyright enforcement is only the beginning. A better understanding of uncertainty as a tool for efficiency has application in any industry facing change as a result of rapid technological growth, evolving consumer preferences, or ambiguity about the future state of the law.

#### 2. Mandating patent licensing solves deterrence. [EMORY PR=GREEN]

Lemley & Shapiro 13, \*Mark Lemley is the William H. Neukom Professor at Stanford Law School and a partner at Durie Tangri LLP; \*Carl Shapiro is the Transamerica Professor of Business Strategy at the Haas School of Business, University of California at Berkeley and a Senior Consultant at Charles River Associates; (2013, “A SIMPLE APPROACH TO SETTING REASONABLE ROYALTIES FOR STANDARD-ESSENTIAL PATENTS”, (https://faculty.haas.berkeley.edu/shapiro/frand.pdf)

Under our approach, many of these issues should become moot, since the patentee cannot obtain an injunction (or transfer the patent to someone who can) against a willing licensee, and since competitors are not involved in jointly setting the reasonable royalty rate. If SSOs set clear, reasonable rules following the best practices we recommend, and parties follow those rules, there should be little or no need for antitrust to intervene. Indeed, even the risk of non-disclosure of a patent is lessened, since the patentee has committed to license its essential patents whether or not it discloses them. For the most part, the rules we have described are self-executing, meaning that even if a party tries to break the rules set by the SSO there still may be no need for antitrust to intervene. Thus, we suggest that parties who abide by these procedures—patentees, implementers, and the SSOs themselves—should be immune from antitrust liability for activities that merely follow those rules.107 They have entered into an arrangement that is on balance good for competition, one that allows patentees to receive reasonable royalties but prevents holdup and reduces the risk of monopolization by trickery. The fact that antitrust remains a last resort available when SSOs don’t follow best practices may have two practical benefits, however. First, under our approach the promise of avoiding the risk of antitrust liability will be a powerful incentive for both SSOs and patent owners to adopt the best practices we propose. Second, the risk of antitrust liability may be relevant when an individual patentee wants to adopt best practices but the SSO governing the standard has not yet done so. We propose that a patentee that unilaterally commits to the FRAND procedures we describe here should be immune from antitrust liability for following these procedures.108 A patentee’s unilateral binding commitment to arbitration could be enforced whether or not it was elicited by an SSO. Thus, just as the prospect of antitrust immunity might lure SSOs to adopt best practices, it might also lure patentees to implement those practices even if the SSO has not done so. Given the large number of standard-essential patents based on preexisting standards,109 and given that SSOs tend to update their IP rules rather slowly,110 this is not a small matter.

#### 1. Antitrust deters injunctions, overburdens SEP owners, and links to the net benefit.

Claire Guo 19. Juris Doctor, Peking University School of Transnational Law. Intersection of Antitrust Laws with Evolving FRAND Terms in Standard Essential Patent Disputes, 18 J. MARSHALL REV. INTELL. PROP. L. 259 (2019). Pg. 282

Another reason that antitrust laws need to step down from addressing FRAND violations is the risk of impeding innovation and standardization processes. The antitrust laws protect competition which is a public interest. That is why the enforcement of antitrust laws entails administrative fines and punitive damages. Breaking antitrust laws in EU and China may lead to fines of up to 10% of last year’s turnover of the undertaking.165 Qualcomm was fined both by NDRC for 1 billion dollars in 2015, and then by EU commission for over 1 billion dollars again in 2018.166 In the U.S., companies can be fined up to 100 million dollars or double gains/loss;167 private litigations also offer treble damages.168 Such tough penalties are imposed because the concerned antitrust violation hurts competition- an essential component of market economy and society progress. The U.S. courts are refrained from intervening in opportunistic FRAND breaches from lawfully obtained monopolization, because the evasion of a pricing constraint may hurt consumers but not the competitive process that warrants treble damages.169 Thus, when FRAND terms have effectively managed the monopoly power of SEP owner to the extent that mere FRAND breaches could not result in competition harm, the forceful intrusion of antitrust laws would only deter SEP owners from pursuing injunctions and devalue the essential patents.170 In the end, the antitrust liability may over burden the SEP owners to innovate or to promote standardization. 171

### Innovation---2NC

#### No holdups or “monoculture”---zero empirical proof---all innovation examples goes neg. Cites their solvency advocate that revoked his claim.

Keith Mallinson 16. Founder of WiseHarbor, providing expert commercial consultancy since 2007 to technology and service businesses in wired and wireless telecommunications, media and entertainment serving consumer and professional markets. He is an industry expert and consultant with 25 years of experience and extensive knowledge of the ICT industries and markets, including the IP-rich 2G/3G/4G mobile communications sector. His clients include several major companies in ICT. He is often engaged as a testifying expert witness in patent licensing agreement disputes and in other litigation including asset valuations, damages assessments and in antitrust cases. He is also a regular columnist with FierceWireless and IP Finance. “Mallinson on Patent Holdup and Holdout: for IP Finance 16th August 2016”. https://www.wiseharbor.com/pdfs/Mallinson%20on%20Holdup%20and%20Holdout%20for%20IP%20Finance%2016%20Aug%202016.pdf

“Patent holdup” is manifestly not a systemic problem. There is no empirical evidence of harm to markets or consumers, and such abundant proof of market success—particularly for innovative smartphones and the extensive 3G and 4G networks to which they are connected—including seven billion cellular connections and modest licensing costs totalling only around five percent of device prices.

Unmentionable claims

I came upon a paper entitled “Patent Holdup: Myth or Reality?” by Carl Shapiro, dated 6 th October 2015, which was circulated as a hard-copy and presented at an IEEE-SIIT conference at the Intelsponsored key-note address. In this, the author concedes that there are “few documented instances of actual holdups” and that they are “exceedingly difficult for researchers to detect and reliably quantify.” He has backed off from his previous claims of prevalence of “patent holdup” where he stated “patentees regularly settle with companies in the information technology industries for far more money than their inventions are actually worth. These companies are paying holdup money to avoid the threat of infringement.” Shapiro has retreated due to lack of empirical support for these original claims which is because portfolio licensing among many licensees on FRAND terms together with the courts ensure that holdup royalties are rarely demanded and are never paid. However, Shapiro takes another position where there is also no supporting evidence. He now claims that the social costs caused by the alleged “patent holdup” problem are in the actions taken to prevent holdup and in the opportunities forgone under the threat of “patent holdup.”

His 2015 paper is labelled a preliminary draft that should not be quoted, yet the verbatim thesis of this most outspoken author is evidently being adopted elsewhere; including in a speech by the US Department of Justice’s Chief Economist, Nancy Rose, at a George Washington University conference on “Patents in Telecoms” in November 2015. In this, she analogises that “patent holdup” is like dark matter in the universe – something that cannot itself be detected but is present. She said that the existence of dark matter can be inferred from effects on visible matter.

With the passing of ten months since Shapiro presented his paper at the IEEE event and with the DoJ’s name endorsing this latest development in “patent holdup” theory, I believe it is high time to shine some light on the flaws in arguments made by Shapiro and Rose by making their writings available and by rebutting them here. I do not see why they should enjoy the privilege of being heard and given the opportunity to persuade, while also indefinitely being able to shield their postulations from scrutiny or criticism.

A big bluff

At first glance of the Shapiro paper’s abstract it seems he is going to provide the empirical evidence supporting “patent holdup” theory that many of us have been asking and waiting for over many years. Instead, careful wording sidesteps this issue again and again. He states that “the general theory of holdup enjoys substantial empirical support.” This alone is woefully insufficient: critics of “patent holdup” theory claim these are inapplicable to patents in general and to SEPs in particular. Realising this while unwilling to admit this shortcoming, Shapiro goes on to state that “applying the same theoretical and empirical methodologies to “patent holdup” confirms that patent holdup is a substantial real-world problem.” This seems conclusive; but instead of supporting this assertion with any empirical observations in patent licensing, he merely inflates his claim by stating that “patent holdup is shown to be an especially difficult type of holdup to manage.” Patent holdup remains a theoretical problem absent specific empirical support.

In the paper’s main text Shapiro goes on to claim that he “debunk[s] the assertion that the theory of patent holdup lacks empirical support,” but he identifies no such empirical support there either. In his analysis he asserts that the “holdup problem” is actually “the potential for holdup” leading to costs in (1) preventing or mitigating actual holdup, (2) the deadweight loss associated with activities deterred by the prospect of holdup; and (3) the costs caused by actual holdup that nonetheless occur. However, he provides no more than descriptions of his assertions: as with his original theory (3), no empirical support for his revised theory, as indicated in (1) and (2), is provided either.

According to Shapiro and Rose, there are three ways in which the alleged problems with holdup can be mitigated or eliminated, each of which has social costs: vertical integration, long-term contracts and lessspecific investment. Shapiro maintains that, in general, this is all widely considered to be well established empirically. Even if one accepts that premise, it is also necessary to identify, depict and quantify with respect to costs how each of these effects is occurring in alleged “patent holdup.” Shapiro dismisses vertical integration with acquisition of all patents required for manufacture as not being viable because there are many patents under widespread ownership and because competing manufacturers also need to use the same patented technologies. He regards FRAND arrangements as costly and inefficient, but does not even assess these anecdotally, let alone empirically. Similarly, he presents no evidence that specific investments have been curtailed with products subject to patents in general or SEPs in particular.

#### Holdups are fake---our ev assumes 5G.

Keith Mallinson 16. Founder of WiseHarbor, providing expert commercial consultancy since 2007 to technology and service businesses in wired and wireless telecommunications, media and entertainment serving consumer and professional markets. He is an industry expert and consultant with 25 years of experience and extensive knowledge of the ICT industries and markets, including the IP-rich 2G/3G/4G mobile communications sector. His clients include several major companies in ICT. He is often engaged as a testifying expert witness in patent licensing agreement disputes and in other litigation including asset valuations, damages assessments and in antitrust cases. He is also a regular columnist with FierceWireless and IP Finance. “Mallinson on Patent Holdup and Holdout: for IP Finance 16th August 2016”. https://www.wiseharbor.com/pdfs/Mallinson%20on%20Holdup%20and%20Holdout%20for%20IP%20Finance%2016%20Aug%202016.pdf

If “patent holdup” or the threat thereof was a systemic problem we could expect to observe incumbent licensors with entrenched or dominant positions across the industry, stifled innovation, inhibited market entry for implementers and inflated prices. Evidence is to the contrary, as illustrated by what has occurred in smartphones over recent years.

[CHART OMITTED]

Specific investments for most smartphone companies, including many new market entrants, are quite modest these days. The ease and extent of smartphone market entry, as illustrated in Figures 1 and 2, exemplifies this. This has been possible with standardized fundamental technology inputs readily available from third parties including 3G and 4G standard-compliant communications processors and RF chips together with applications processors and displays from merchant suppliers, commodity memories and open source operating system software. The Android OS used in 80 percent of smartphones is obtained royalty free. Market entry by garage-scale start-ups is a reality with all these tangible inputs, SEP-technology licensing on FRAND terms and the availability of product reference designs from MediaTek, Qualcomm and Spreadtrum at minimal up-front and fixed costs to smartphone companies including OEMs and ODMs.

#### 1. Antitrust decks SSO clarity and predictability

David J. Teece & Edward F. Sherry 3. \*\*Mitsubishi Bank Professor in the Haas School of Business and Director of the Institute of Management, Innovation and Organization at the University of California, Berkeley. \*\*Senior Managing Economist at LECG, LLC. "Standards Setting and Antitrust." Minnesota Law Review. 2003. https://scholarship.law.umn.edu/mlr/782/

E. ANTITRUST INTERVENTION AND CLARITY

As noted above, 218 we believe that clarity of the SSO's rules is a key desideratum. Unfortunately, in our opinion, ex post antitrust enforcement efforts are often likely to reduce clarity and predictability, rather than enhance it.

Up to this point, this Article has tacitly assumed that standards-setting activities can potentially raise antitrust concerns. But in our experience the nature of those concerns, and the legal basis for intervention, has rarely been articulated clearly. 219

We believe that the typical context 220 involves the claim that, by manipulating the standards-setting process (whether "actively" in an effort to "capture" a standard, or "passively" by improperly failing to disclose a relevant patent), the patent holder has gained improper market power in the technology market. Absent the need to comport with the standard (i.e., absent the "lock-in"), firms might (if feasible) find a way to avoid infringing the patent, by adopting an alternative technology. 221 But given that firms have a strong economic incentive to comport with the standard, the patent holder may be able ex post to extract a much higher price for the use of its patented technology than it would have been able to do absent the standard.

The antitrust concern here is not the proposition that the standard enhances the patent holder's market power per se. This is most readily seen in connection with patents held by non-participants in the standards-setting process. Adoption of a standard can confer a substantial windfall gain on nonparticipant patent holders, who (just like participant patent holders) may be able to extract higher royalties for the use of their patents than they would have been able to do absent the standard. But we know of no one who suggests that such conduct is an antitrust violation. Consequently, the "evil" that the antitrust law seeks to address in these contexts is the manipulation that led to the enhanced value of the patent, not the fact that a patent reads on a standard or the enhanced value per se.

It is one thing for the antitrust authorities to adopt clearly specified rules on an ex ante basis governing standards-setting organizations and practices. For example, if the antitrust authorities believe that the public interest will be best served by requiring fully open participation, then they could announce an ex ante rule (or ask Congress to pass a statute) requiring all SSOs to be fully open to all interested parties. If the antitrust authorities believe that the public interest would be best served if all standards were "open," in the sense that they did not implicate patent rights, then the antitrust authorities could announce an ex ante rule (or ask Congress to pass a statute) requiring that standards be "open" in that sense. 222

But it is something quite different for the antitrust authorities to use enforcement actions applying general antitrust principles to penalize conduct on an ex post basis in contexts where the rules are not clear, or, indeed, where the rules are explicitly to the contrary. For example, many of the public comments on the In Re Dell consent decree expressed concern that the scope of that ruling was unclear.223 Was it intended to apply solely to cases (such as the situation described by the FTC majority in Dell 224) where the SSO's policies required the firm's representative to certify in writing that his or her firm had no patents that read on the proposed standard? Or did the prohibition extend to other cases? For example, what is the appropriate antitrust rule (or policy) toward disclosure when the SSO's policies make it clear that it imposes no obligation to search for potentially relevant patents and that any disclosure obligation is limited to the personal knowledge of the individual representative?

#### 2. Antitrust murders 5G AND open innovation. That’s Osenga, Abbott, AND…

Gupta ’19 [Kirti; September 23; Economics PhD from the University of California, San Diego; Antitrust Chronicle, “5G and Anticipated Intellectual Property and Antitrust Policy Issues,” Vol. 3, No. 2]

For antitrust economists, the courts, and policy makers to comprehend the full impact of their myopic theories, perhaps it is necessary to map out what might happen if rewards for investing in 5G mobile wireless technology are in fact set too low. The likely consequence is that: (1) R&D on mobile wireless is reduced and invention that relies on the licensing model slows. 5G updates occur less frequently, if at all. (2) Device makers and application developers suffer slowing, even declining, sales. There is little reason to buy new phones and other devices if the new ones don’t do much more than the old ones as technology obsolescence is what causes most customers to upgrade their devices. (3) To combat declining upstream innovation, device makers like Apple facing eroded sales may for the first time start to contemplate subsidizing upstream R&D. But this will be difficult because, in the shadow of FTC v. Qualcomm, the upstream wireless technology developers must provide FRAND licenses to all, subsidizer and free rider alike, at “nondiscriminatory” rates.15 Device makers subsidizing upstream technology developers is a strategy likely to fail, as individual device makers that consider subsidizing upstream R&D will have to compete with other free riding device makers. (4) Because such efforts to patch up open innovation are likely to fail, the large players (e.g. Apple, Google, Samsung, Huawei) are likely to begin to build their own proprietary technology stacks, causing the ETSI/3GPP open innovation model to collapse further. The integrated players will no longer wish to tender their technology to ETSI and be exposed to the FRAND commitment. The open innovation FRAND model will then no longer support sufficient technological development. This might not in the end trouble the big players like Samsung, Apple, and Huawei who can bring the technology in-house and not license it to the other usually smaller players. However, innovation will slow, and concentration in the downstream device markets would likely increase dramatically.

The irony would be that the same antitrust policy makers that might take pride from the breakup of the vertically integrated Bell System (“AT&T”), would have in fact stimulated the emergence of a vertically integrated model in mobile wireless, one that would likely suffocate a good deal of follow-on innovation and squeeze out downstream players. New entry into the device market would be much, much harder. The highly competitive model we have now, with scores if not hundreds of players, would collapse to a few players with proprietary software stacks. Perhaps these stacks would cooperate to achieve some amount of compatibility. Oligopoly would replace the vigorous competition we see today. Lower innovation is a likely corollary

There is not much in this scenario that is appealing from a competition policy perspective. Should this scenario play out, antitrust zealots in the US and the EU should then have on their tombstone the inscription that they “helped destroy the greatest model of technological cooperation and innovation in the history of human civilization” – all because they used too narrow an analytical lens. The poorest members of global society, who have benefited enormously from mobile technology, are likely to suffer disproportionately.

#### 2. Antitrust is inherently ad hoc and totalizing which collapses SSOs

David J. Teece & Edward F. Sherry 3. \*\*Mitsubishi Bank Professor in the Haas School of Business and Director of the Institute of Management, Innovation and Organization at the University of California, Berkeley. \*\*Senior Managing Economist at LECG, LLC. "Standards Setting and Antitrust." Minnesota Law Review. 2003. https://scholarship.law.umn.edu/mlr/782/

F. PROBLEMS WITH "ONE SIZE FITS ALL" POLICIES

It is common for commentators to suggest that the rules "should" or "must" be one way or another. For example, Mueller recently proposed that "[a]ny firm that participates in creating an industry standard and thereafter obtains patent rights in some aspect of the standard must, at a minimum, disclose the existence of any patents or pending patent applications that may be relevant to the standard."225

Such a proposal can be understood in one of two ways. The first is as a mandatory rule, specifying what the rules should be-whether as a general matter of public policy or as a consequence of application of antitrust principles-allowing for no deviation. The second is what is often termed a default rule, to be thought of as the general proposition to be applied in the absence of evidence to the contrary, but one that can be changed by the SSO if it chooses to do so. 226

These two interpretations have fundamentally different bases and policy implications. In our opinion, it is simply unnecessary to adopt mandatory rules in this area. SSOs are perfectly capable of adopting their own search, disclosure, and licensing rules, and of adapting those rules to the needs of the SSO participants. The results of Professor Lemley's survey indicate that SSOs have a variety of different rules. 227 There is no reason why a "one size fits all" mandatory-type approach is appropriate. 228

We find it is extremely telling that, at the recent FTC and Department of Justice (DOJ) hearings on the intersection between antitrust and intellectual property, both of the comments from SSOs expressed the belief that the current system worked reasonably well, and expressed concern that the antitrust authorities might adopt a "one size fits all" interventionist approach to standards issues.229 We believe that those comments, coupled with the results of Professor Lemley's survey showing the wide diversity of policies across SSOs, 230 strongly suggest that the antitrust authorities should proceed cautiously in this area.

In particular, we are concerned that antitrust intervention may reduce the clarity of the rules, thereby making participation in SSOs more risky and reducing the willingness of firms with valuable IP (and which therefore presumably have much to contribute to selecting the appropriate standard) to participate. If the SSO's rules are unclear, the obvious public policy solution is to encourage SSOs to adopt clearer rules on a going-forward basis.

Most significantly, we believe that intervention runs a significant risk of slowing down the standards-setting process, thus delaying the adoption of new standards and new products made in accordance with those standards, to the detriment of consumers and of society generally.

This is not, of course, to suggest that there will never be an appropriate role for antitrust scrutiny of the standards-setting actions of SSOs or their participants. There is no question but that the activities of SSOs can affect non-participants, and one rationale for antitrust intervention is to protect the interests of such non-participants from being adversely affected by decisions in which they did not participate or could not exert influence. And there are obvious examples of manipulation of SSO rules/policies, such as the "stuffing the ballot box" example of Allied Tube,231 in which antitrust intervention may be the only solution.

But we believe that the antitrust authorities are likely to give too little weight to the fact that SSOs, as voluntary organizations, must often walk a fine line between competing interests. In our view, ex post intervention runs the serious risk of failing to recognize the ex ante balancing of competing interests.

#### 3. It’s worse to risk disrupting the current process then it is to sacrifice so “entry”.

Damien Geradin & Miguel Rato 6. \*\*Professor of Competition Law and Economics and member of the Tilburg Law and Economics Center (TILEC) at Tilburg University \*\*Associate at Howrey LLP. "Can Standard-Setting Lead to Exploitative Abuse? A Dissonant View on Patent Hold-Up, Royalty Stacking and the Meaning of FRAND." European Competition Journal. April 2006. https://papers.ssrn.com/sol3/papers.cfm?abstract\_id=946792

A. Objectives and Benefits of Standardization

Industry standards ensure that products from multiple vendors are compatible and interoperable. A standard can be defined as a set of technical specifications which seeks to provide a common design for a product or process.[[1]](#footnote-1) The welfare benefits deriving from the existence of standards are obvious. By allowing complementary or component products from different manufacturers to be combined or used together, they increase consumer choice and convenience, and reduce costs.[[2]](#footnote-2) For instance, amongst other practical benefits, they allowed the authors of this paper to connect wirelessly to the Internet from different locations in search of relevant materials.[[3]](#footnote-3) These consumer benefits can be especially important in network markets, i.e. where the value of a product or a service to a particular consumer increases with the number of consumers using the same product or service.[[4]](#footnote-4) Examples of such markets abound in the information and communications technology (“ICT”) sectors, where protocols allowing devices to communicate seamlessly and networks owned by different providers to interconnect are essential.

In today’s technology-driven world, the importance of industry standardization, device interoperability and product-compatibility have become critical to promoting innovation and competition.[[5]](#footnote-5) Standardization has been one of the key factors explaining the significant growth in innovation and product differentiation in the ICT sector. Of course, achieving product compatibility through standardization usually entails making choices, the effects of which will represent a cost. Standardization may at some point and to some extent constrain a variety of technological options by reducing competition between rival technologies.[[6]](#footnote-6) As will be seen below, it may also raise issues related to access where, as is generally the case, the standard embodies proprietary technology covered by intellectual property rights (“IPR”).[[7]](#footnote-7)

#### No impact to economic decline---countries respond with cooperation not conflict. That’s Walt AND…

Christopher Clary 15. PhD in Political Science, MIT; Postdoctoral Fellow, Brown’s Watson Institute for International and Public Affairs. “Economic Stress and International Cooperation: Evidence from International Rivalries.” *MIT Political Science Department*. Research Paper 8: 4.

Economic crises lead to conciliatory behavior through five primary channels. (1) Economic crises lead to austerity pressures, which in turn incent leaders to search for ways to cut defense expenditures. (2) Economic crises also encourage strategic reassessment, so that leaders can argue to their peers and their publics that defense spending can be arrested without endangering the state. This can lead to threat deflation, where elites attempt to downplay the seriousness of the threat posed by a former rival. (3) If a state faces multiple threats, economic crises provoke elites to consider threat prioritization, a process that is postponed during periods of economic normalcy. (4) Economic crises increase the political and economic benefit from international economic cooperation. Leaders seek foreign aid, enhanced trade, and increased investment

marked

from abroad during periods of economic trouble. This search is made easier if tensions are reduced with historic rivals. (5) Finally, during crises, elites are more prone to select leaders who are perceived as capable of resolving economic difficulties, permitting the emergence of leaders who hold heterodox foreign policy views. Collectively, these mechanisms make it much more likely that a leader will prefer conciliatory policies compared to during periods of economic normalcy. This section reviews this causal logic in greater detail, while also providing historical examples that these mechanisms recur in practice.

#### No extinction---new studies. That’s Peters AND…

Nordhaus 20**.** Ted Nordhaus, an American author, environmental policy expert, and the director of research at The Breakthrough Institute, citing new climate change forecasts. Ignore the Fake Climate Debate, 1-23-2020, https://www.wsj.com/articles/ignore-the-fake-climate-debate-11579795816)

Beyond the headlines and social media, where Greta Thunberg, Donald Trump and the online armies of climate “alarmists” and “deniers” do battle, there is **a real climate debate** bubbling along in **scientific journals**, conferences and, occasionally, even in the halls of Congress. It gets a lot less attention than the boisterous and fake debate that dominates our public discourse, but it is much more relevant to how the world might actually address the problem. In the real climate debate, no one denies the relationship between human emissions of greenhouse gases and a warming climate. Instead, the disagreement comes down to different views of climate risk in the face of multiple, cascading uncertainties. On one side of the debate are optimists, who believe that, with improving technology and greater affluence, our societies will prove quite adaptable to a changing climate. On the other side are pessimists, who are more concerned about the risks associated with rapid, large-scale and poorly understood transformations of the climate system. But **most pessimists** do not believe that **runaway climate change** or **a hothouse earth** are plausible scenarios, **much less** that **human extinction** is imminent. And most optimists recognize a need for policies to address climate change, even if they don’t support the radical measures that Ms. Thunberg and others have demanded. In the fake climate debate, both sides agree that economic growth and reduced emissions vary inversely; it’s a zero-sum game. In the real debate, the relationship is much more complicated. Long-term economic growth is associated with both rising per capita energy consumption and slower population growth. For this reason, as the world continues to get richer, higher per capita energy consumption is likely to be offset by a lower population. **A richer world** will also likely be **more technologically advanced**, which means that energy consumption should be **less carbon-intensive** than it would be in a poorer, less technologically advanced future. In fact, a number of the high-emissions scenarios produced by the United Nations Intergovernmental Panel on Climate Change involve futures in which the world is relatively poor and populous and less technologically advanced. Affluent, developed societies are also much better equipped to respond to climate extremes and natural disasters. That’s why natural disasters kill and displace many more people in poor societies than in rich ones. It’s not just seawalls and flood channels that make us resilient; it’s air conditioning and refrigeration, modern transportation and communications networks, early warning systems, first responders and public health bureaucracies. New research published in the journal Global Environmental Change finds that **global economic growth** over the last decade has **reduced** climate mortality by **a factor of five**, with the greatest benefits documented in the poorest nations. In low-lying Bangladesh, 300,000 people died in Cyclone Bhola in 1970, when 80% of the population lived in extreme poverty. In 2019, with less than 20% of the population living in extreme poverty, Cyclone Fani killed just five people. “Poor nations are most vulnerable to a changing climate. The fastest way to reduce that vulnerability is through economic development.” So while it is true that poor nations are most vulnerable to a changing climate, it is also true that the fastest way to reduce that vulnerability is through economic development, which requires infrastructure and industrialization. Those activities, in turn, require cement, steel, process heat and chemical inputs, all of which are impossible to produce today without fossil fuels. For this and other reasons, the world is unlikely to cut emissions fast enough to stabilize global temperatures at less than 2 degrees above pre-industrial levels, the long-standing international target, much less 1.5 degrees, as many activists now demand. But **recent forecasts** also suggest that many of **the worst-case climate scenarios** produced in the last decade, which assumed unbounded economic growth and fossil-fuel development, are also **very unlikely**. There is **still substantial uncertainty** about how sensitive global temperatures will be to higher emissions over the long-term. But **the best estimates** now suggest that the world is on track for **3 degrees of warming** by the end of this century, not 4 or 5 degrees as was once feared. That is due in part to slower economic growth in the wake of the global financial crisis, but also to decades of technology policy and energy-modernization efforts. “We have better and cleaner technologies available today because policy-makers in the U.S. and elsewhere set out to develop those technologies.” The energy intensity of the global economy continues to fall. Lower-carbon natural gas has displaced coal as the primary source of new fossil energy. The falling cost of wind and solar energy has begun to have an effect on the growth of fossil fuels. Even nuclear energy has made a modest comeback in Asia.

### Cyber---2NC

#### Scope is not sufficient to solve.

Tay-Cheng Ma 11. Professor, Department of Economics, Chinese Culture University. “The Effect of Competition Law Enforcement on Economic Growth”. Journal of Competition Law & Economics, Volume 7, Issue 2, June 2011, Pages 301–334. https://academic.oup.com/jcle/article/7/2/301/1031182?casa\_token=CYnGqjkOtzwAAAAA:uLB97jLHKYta3keLCEOLQGcwg61bFW72SokNT\_8K3J5nh9m\_Sf-KyBNgVwJ91iYxg0ewZegeWsG6qA

With respect to the variables of primary concern, SCOPE and its interaction term SCOPE · EFFICIENCY (for brevity, hereinafter referred to as “EFFLAW”), the results show two interesting pieces of evidence. First, all regressions fail to show a statistically significant impact for SCOPE. Thus, the size or intensity of the competition law net is irrelevant to the economic growth. Second, the impact of competition law enforcement on productivity growth is asymmetrical between rich and poor countries. Column (C) indicates that the estimated coefficient for the interaction term (EFFLAW) of 0.04 is insignificantly different from zero for the poor group. This failure to find an impact of competition law on productivity among the poor countries parallels the inference of Gal.48 For these countries, competition legislation is neither harmful nor helpful in terms of aggregate productivity. As to the rich group, Column (B) shows that the estimated coefficient for EFFLAW of 0.064 is significantly positive. This indicates that countries exhibiting high efficiency in enforcing competition law will grow disproportionately faster if they have stricter regimes for the law. Thus, the impact of competition law on growth is not uniform between rich and poor groups. From the viewpoint of threshold externalities, the difference in the impact of law can be explained by the incidence of multiple regimes. The reasoning is that competition law affects economic growth through various production regimes in a way that is similar to that put forth by Azariadis and Drazen49 and by Durlauf and Johnson.50 This result reveals the fact that certain types of channels through which competition law has an effect on productivity growth are constrained by the socioeconomic infrastructure (LAW). Once this constraint is no longer binding, the impact of the competition law will increase with its scope and enforcement efficiency.

D. Competition Law Effect in the Rich Group

This subsection evaluates the magnitude of the effect of competition law on the growth of rich countries with different levels of governmental efficiency (EFFICIENCY). Since SCOPE is not significant, I drop it from the regression and report the regression results in Columns (D) and (E) of Table 4. First, Column (D) shows that the coefficient of EFFLAW is 0.044.51 Conditional upon the sample mean of governmental efficiency (⁠forumla⁠), for every one-point increase in SCOPE, GROWTH increases by 0.01 percentage points. To consider a concrete example of the implications of this evidence, take the case of Ireland, which has SCOPE =18 (25th percentile),52EFFICIENCY = 1.58, and GROWTH = 4.81 percent. Consider that Ireland were to revamp its competition statute, so that its SCOPE increases from the level at the 25th percentile to the one at the 75th percentile of the distribution (SCOPE = 21), which is equivalent to the level for the Netherlands. The results of Table 4 suggest that the maximum increase in GROWTH that would result is 0.21 percentage points. In other words, a 3 point increase in SCOPE could increase the growth rate from 4.81 percent to 5.02 percent.53

To highlight the importance of EFFICIENCY, Table 5 calculates the effect of SCOPE on GROWTH for countries with different levels of EFFICIENCY if one increases the SCOPE by three points.54 As I did above, I perform this calculation based on the estimation results in Column (D) of Table 4. For a country (for example, Morocco) at the 5th percentile of the distribution of EFFICIENCY (–0.18), the coefficient of EFFLAW reveals a negative effect of 0.044·3·(–0.18) = –0.02 percent on growth. In Morocco, a stronger competition law not only cannot support productivity growth, but might also slow down the potential path of growth. The overreach of antitrust law has not been found to increase productivity growth in any systematic way, and in some instances the intervention may even have retarded economic growth. To ensure a credible and impartial enforcement, the infrastructure landscape should provide the enforcing agencies an effective apparatus to enforce the law.

[TABLE 5 OMITTED]

Alternatively, if one performs this calculation for a country (for example, Portugal) at the 75th percentile of the distribution of EFFICIENCY (1.79), the result shows that the effect of a stronger competition law increases to 0.24 percentage points. In conclusion, a high SCOPE indeed can promote growth, but only on the condition that the agency can enforce the law effectively. Just as Crandall and Winston have indicated, a tough and broad antitrust policy must rest on adequate infrastructure that ensures that such policies can be enforced effectively. The mere adoption of a competition law is a necessary condition, but not a sufficient condition, to promote economic growth.

#### 2. Endless future cases and delayed rulings, clogging the courts

Dave Danforth, 7-25. Aspen Daily News columnist, A founder of the Aspen Daily News. “Danforth: Antitrust laws buried under layers of complexity.” Jul 25, 2021. https://www.aspendailynews.com/opinion/danforth-antitrust-laws-buried-under-layers-of-complexity/article\_aa9916fa-ecdf-11eb-a815-73afcf72ee6d.html

In 1981, David Palmer, a lawyer for the Aspen Skiing Co., had a problem. Back then, the “SkiCorp” didn’t own all four Aspen ski areas, but only three: Ajax (Aspen Mountain), Buttermilk, and Snowmass. The fourth — Aspen Highlands — was separately owned and was on the warpath against the Ski Corp. Its owner, Whip Jones, had convinced a Denver federal jury that the SkiCorp, was bent on a bold, bad-faith bid to monopolize the Aspen skiing market. To corner the market, the SkiCorp, led by D.R.C. “Darcy” Brown, had manipulated the pricing of an all-Aspen ticket to severely harm Highlands. The jury, on June 18, agreed. It awarded what today would seem chump change — $7.5 million to Highlands. To appeal the ruling, Palmer would need a novel argument: that the Aspen market couldn’t be monopolized. If he could show that, he could re-argue a case on its way to the U.S. Supreme Court. Palmer had to hope nobody in Aspen would read his words. The Aspen skiing world was built on the notion that Aspen was unique. There is only one Aspen. Nobody can copy it. Hogwash, Palmer argued in a brief only judges were supposed to read. Aspen ski services aren’t at all unique, he wrote. Services available to Aspen skiers “are neither unique nor in any way different from the services provided by Vail, Crested Butte, Steamboat Springs, Heavenly Valley, Jackson Hole and Lake Tahoe.” The argument wouldn’t win the case, but it advanced it to the highest court. It also showed how **antitrust laws get so complex** they’re hard to understand. The case illustrates the rough sledding that antitrust warriors will face as the Biden administration hopes to reawaken a Justice Department slumbering over the last four years. It sees a new frontier in high-tech titans. The Aspen case eventually reached the Supreme Court in March of 1985. The justices had no dispute, ruling 8-0 for Highlands. In later years, the Aspen Skiing Co. would “monopolize” the market the easy way: it simply bought Highlands. The case showed how **simple concepts of ­monopoly law can get bogged down when buried under years of subsequent court rulings**. They all sought to clarify what Congress meant in 1892 when it outlawed any “combination or conspiracy in restraint of trade.” The law has been used by trust-busters seeking to break up everything from industrial complexes to a phone company. Along the way, it has **spawned a flock of subsequent court rulings**, citing concepts from the “essential facilities doctrine” to “duty to deal” and “predatory pricing” as warning signs of where monopolies might lurk. The Aspen case stands out. Nobody doubted that the “SkiCorp” wanted to injure Highlands when it decided, around 1977, to change the “cut” of the court-ordered joint four-area ticket unilaterally. Highlands had traditionally received about 19 percent of sales when the SkiCorp decided to drop it to 15 percent. Highlands was bound to be hurt, but the SkiCorp was adamant. It resented Jones and Highlands for running an inferior ski area with clunky lifts, piggy-backing on slick marketing largely produced by the SkiCorp. Palmer and the SkiCorp argued to the Supreme Court that they had no duty to cooperate — a legal concept — with a lower-class competitor. Unfortunately, the SkiCorp sabotaged its argument with a series of “**dirty tricks”** aimed at Highlands. In one infamous example, it produced a batch of Aspen skiing maps from which Highlands was simply air-brushed away. Nobody doubted that the Ski Corp and the headstrong Darcy Brown were out to get Jones and Highlands. But they fumbled, and their arguments **were buried** by the finer points of antitrust law. A similar episode arose in 1993 involving another strong figure: Robert Crandall, then CEO of American Airlines. The company had been sued by Northwest and Continental — two competitors — for predatory pricing. Crandall, the competitors argued, had sharply cut fares in the summer of 1992 in a bid to hurt the competitors and force them under. A federal jury convened in Galveston, Texas to hear the case. As in the Aspen case, the facts seemed clear as a bell. Crandall, a legendary and fiery CEO, had cut fares to retaliate against competitors for irritating fare cuts of their own. Wagers popped up in the gallery. Would Crandall throw a temper tantrum in court? But the case got sidetracked by a judge who, in a bid to write a road map for the jury, embedded a roadside bomb. Which “city-pairs,” the judge demanded the jury answer, did American intend to monopolize? The jury, having spent a week on the case, was thrown by the judge’s question. It decided a few hours into deliberating that it couldn’t answer, thus ruling in American’s favor. The simple retaliation got buried by clouds of antitrust rulings.

#### 3. Expanding reach of antitrust law = more court cases, clogs the courts

Thomas A. Lambert, 20. Thomas A. Lambert is the Wall Chair in Corporate Law and Governance and Professor of Law at Mizzou. “The Case Against Legislative Reform of U.S. Antitrust Doctrine.” Legal Studies Research Paper Series Research Paper No. 2020-13. https://www.competitionpolicyinternational.com/wp-content/uploads/2020/07/Lambert-Submission.pdf

The courts have responded by positing (mainly) standards—not rules—for determining the legality of challenged business practices.5 They have interpreted Section 1 of the Sherman Act to forbid agreements that unreasonably restrain trade and Section 2 to condemn unreasonably exclusionary unilateral conduct by firms possessing market power.6 In both cases, reasonableness is determined by assessing the actual or likely effect of the challenged behavior on quality-adjusted market output. For a few business behaviors (e.g., naked price-fixing among competitors), experience has shown that the conduct is always or almost always output-reducing, so such practices are deemed per se unreasonable. Such ex ante rules, though, are the exception in antitrust; for the most part, the law consists of ex post standards that require case-by-case assessment. Courts have posited different standards for different types of business behavior, calibrating them (by adjusting the elements of liability, burdens of proof, available defenses, etc.) to reflect judicial experience and economic learning. In so doing, the courts have been rightly concerned with the costs of the standards they set. One set of relevant costs consists of the welfare losses that result when a standard makes a mistake on liability. The behaviors antitrust polices—agreements that restrain trade, single-firm acts that make life hard for rivals, business combinations—can sometimes enhance market output and sometimes reduce it.7 If a legal standard mistakenly allows conduct that is, on net, anticompetitive, consumers will face higher prices and/or reduced quality, and a deadweight loss will occur. But if the standard wrongly forbids conduct that is, on balance, procompetitive, market output will be lower than it otherwise would be and, again, consumers will suffer. Both false convictions (Type I errors) and false acquittals (Type II errors) generate losses. In addition to these so-called “error costs,” regulating competitive mixed bags entails significant costs of simply deciding whether contemplated or actual conduct is forbidden or permitted. Such “decision costs” must be borne by business planners (who are attempting to avoid liability), by litigating parties (who are trying to prove their case), and by **adjudicators (who must decide whether the law has been broken**). Type I error costs, Type II error costs, and decision costs are intertwined. If courts try to reduce the risk of false conviction (Type I error) by making it harder for a plaintiff to establish liability or easier for a defendant to make out a defense, they will increase the risk of false acquittal (Type II error). If they ease a plaintiff’s burden or cut back on available defenses to reduce false acquittals, they will tend to enhance the social losses from false convictions. And if they make the rule more nuanced in an effort to condemn the bad without chilling the good, thereby reducing error costs overall, they enhance decision costs. As in a game of whack-a-mole, driving down costs in one area will cause them to rise elsewhere. In light of the inevitable and intertwined costs that will result from any effort to police market power-creating conduct, antitrust standards should be crafted so as to minimize the sum of error and decision costs. The institutions charged with crafting antitrust policies—under the status quo, the courts—should not strive to prevent every anticompetitive act, to allow every procompetitive one, or to keep the rules as simple as possible. In keeping with Voltaire’s prudent maxim, “the perfect is the enemy of the good,” they should eschew perfection along any single dimension in favor of overall optimization. Such an approach ensures that antitrust accomplishes as much good as possible. As I have elsewhere documented, this prudent approach has largely been embraced by the U.S. Supreme Court in recent years.8 Time and again, the Court has examined the economic learning on different business practices and crafted “structured” rules of reason aimed at separating the procompetitive wheat from the anticompetitive chaff, while keeping decision costs in check. For some practices (e.g., tying) the legal rules have not caught up with economic understanding, but the system as a whole is sound, and one would certainly expect the doctrine to evolve in a salutary direction. With respect to mergers and other business combinations, the judicial precedents are less sound, largely because few merger decisions are appealed to allow for an updating of controlling precedents in light of current economic understanding. In the merger context, though, the federal enforcement agencies (the Federal Trade Commission and the Antitrust Division of the U.S. Department of Justice) have taken the lead in updating the standards so as to minimize the sum of error and decision costs; the agencies’ enforcement guidelines, crafted with an eye toward optimizing antitrust interventions and regularly updated to reflect new economic learning, have been extremely influential among the lower courts and have largely remedied the deficiencies in controlling precedents. To summarize this section, **any effort to regulate potentially market power-creating conduct** (collusion, exclusionary conduct, business combinations) **is sure to create some** losses in terms of errors (wrongful acquittals of harmful behavior and wrongful convictions of beneficial conduct) and **administrative costs**. The approach currently prevailing under the federal antitrust laws—an output-focused, standards-based, common law approach under which courts craft policies in light of evolving understandings of economics and with an eye toward minimizing the sum of error and decision costs—is generally working well.

#### No cyber impact---every scenario is empirically denied. That’s Lewis AND…

James Andrew Lewis 18 senior vice president at the Center for Strategic and International Studies, Ph.D. from the University of Chicago, January 2018, “Rethinking Cybersecurity: Strategy, Mass Effect, and States,” <https://espas.secure.europarl.europa.eu/orbis/sites/default/files/generated/document/en/180108_Lewis_ReconsideringCybersecurity_Web.pdf>, p. 7-11

The most dangerous and damaging attacks required resources and engineering knowledge that are **beyond the capabilities of nonstate actors**, and those who possess such capabilities consider their use in the context of some larger strategy to achieve national goals. Precision and predictability—always desirable in offensive operations in order to provide assured effect and economy of force—suggest that the risk of collateral damage is smaller than we assume, and with this, so is the risk of indiscriminate or mass effect. State Use of Cyber Attack Is Consistent with Larger Strategic Aims Based on a review of state actions to date, cyber operations give countries a new way to implement existing policies rather than leading them to adopt new policy or strategies. State opponents use cyber techniques in ways consistent with their national strategies and objectives. But for now, cyber may be best explained as an addition to the existing portfolio of tools available to nations. Cyber operations are ideal for achieving the strategic effect our opponents seek in this new environment. How nations use cyber techniques will be determined by their larger needs and interests, by their strategies, experience, and institutions, and by their tolerance for risk. Cyber operations provide unparalleled access to targets, and the only constraint on attackers is the **risk of retaliation**—a risk they manage by **avoiding actions that would provoke** a damaging response. This is done by staying below an implicit threshold on what can be considered the use of force in cyberspace. **The reality of cyber attack differs greatly from our fears**. Analysts place a range of hypothetical threats, often accompanied by extreme consequences, before the public without considering the probability of occurrence or the likelihood that opponents will choose a course of action that does not advance their strategic aims and creates grave risk of damaging escalation. Our opponents' goals are not to carry out a cyber 9/11. While there have been many opponent probes of critical infrastructure facilities in numerous countries, the number of malicious cyber actions that caused physical damage can be **counted on one hand**. While opponents have probed critical infrastructure networks, there is no indication that they are for the purposes of the kind of crippling strategic attacks against critical infrastructure that dominated planning in the Second World War or the Cold War. Similarly, the popular idea that opponents use cyber techniques to inflict cumulative economic harm is not supported by evidence. Economic warfare has always been part of conflict, but there are no examples of a country seeking to imperceptibly harm the economy of an opponent. The United States engaged in economic warfare during the Cold War, and still uses sanctions as a tool of foreign power, but few if any other nations do the same. The intent of cyber espionage is to gain market or technological advantage. Coercive actions against government agencies or companies are intended to intimidate. **Terrorists do not seek to inflict economic damage**. The difficulty of wreaking real harm on large, interconnected economies is usually ignored. Economic warfare in cyberspace is ascribed to China, but China's cyber doctrine has three elements: control of cyberspace to preserve party rule and political stability, espionage (both commercial and military), and preparation for disruptive acts to damage an opponent's weapons, military information systems, and command and control. "Strategic" uses, such as striking civilian infrastructure in the opponent's homeland, appear to be a lower priority and are an adjunct to nuclear strikes as part of China's strategic deterrence. Chinese officials seem more concerned about accelerating China's growth rather than some long-term effort to undermine the American economy.6 The 2015 agreement with the United States served Chinese interests by centralizing tasking authority in Beijing and ending People's Liberation Army (PLA) "freelancing" against commercial targets. The Russians specialize in coercion, financial crime, and creating harmful cognitive effect—the ability to manipulate emotions and decisionmaking. Under their 2010 military doctrine on disruptive information operations (part of what they call "New Generation Warfare"). **Russians want confusion, not physical damage**. Iran and **No**rth **Ko**rea use cyber actions against American banks or entertainment companies like Sony or the Sands Casino, but their goal is political coercion, not destruction. None of these countries talk about death by 1000 cuts or attacking critical infrastructure to produce a cyber Pearl Harbor or any of the other scenarios that dominate the media. The few disruptive attacks on critical infrastructure have focused almost exclusively on the energy sector. Major financial institutions face a high degree of risk but in most cases, the attackers' intent is to extract money. There have been cases of service disruption and data erasure, but these have been **limited** in scope. Denial-of-service attacks against banks impede services and may be costly to the targeted bank, but **do not have a major effect on the national economy**. In all of these actions, **there is a line that countries have been unwilling to cross.** When our opponents decided to challenge American "hegemony," they developed strategies to circumvent the risks of retaliation or escalation by ensuring that their actions stayed below the use-of-force threshold—an imprecise threshold, roughly defined by international law, but usually considered to involve actions that produce destruction or casualties. **Almost all cyber attacks fall below this threshold, including, crime, espionage, and politically coercive acts**. This explains why the decades-long quest to rebuild Cold War deterrence in cyberspace has been fruitless. It also explains why we have not seen the dreaded cyber Pearl Harbor or other predicted catastrophes. Opponents are keenly aware that launching catastrophe brings with it immense risk of receiving catastrophe in return. States are the only actors who can carry out catastrophic cyber attacks and they are **very unlikely** to do so in a strategic environment that seeks to gain advantage without engaging in armed conflict. Decisions on targets and attack make sense only when embedded in their larger strategic calculations regarding how best to fight with the United States. There have been thousands of incidents of cybercrime and cyber espionage, but only a **handful** of true attacks, where the intent was not to extract information or money, but to disrupt and, in a few cases, destroy. From these incidents, we can extract a more accurate picture of risk. The salient incidents are the cyber operations against Iran's nuclear weapons facility (Stuxnet), Iran's actions against Aramco and leading American banks, North Korean interference with Sony and with South Korean banks and television stations, and Russian actions against Estonia, Ukrainian power facilities, Canal 5 (television network in France), and the 2016 U S. presidential elections. **Cyber attacks are not random**. All of these incidents have been part of larger geopolitical conflicts involving Iran, Korea, and the Ukraine, or Russia's contest with the United States and NATO. There are commonalities in each attack. All were undertaken by state actors or proxy forces to achieve the attacking state's policy objectives. **Only two caused tangible damage**; the rest created coercive effect, intended to create confusion and psychological pressure through fear, uncertainty, and embarrassment. **In no instance were there deaths or casualties**. **In two decades of cyber attacks, there has never been a single casualty**. This alone should give pause to the doomsayers. **Nor has there been widespread collateral damage**.

#### The grid is resilient to cyber-attacks and states have no motive.

Jesse Dunietz and Robert M. Lee 17. \*\*Scientific American's 2017 AAAS Mass Media fellow, and a Ph.D. candidate in computer science at Carnegie Mellon University. \*\*CEO of industrial cybersecurity firm Dragos. “Is the Power Grid Getting More Vulnerable to Cyber Attacks?” Scientific American. <https://www.scientificamerican.com/article/is-the-power-grid-getting-more-vulnerable-to-cyber-attacks/>

Two weeks ago it was cyberattacks on the Irish power grid. Last month it was a digital assault on U.S. energy companies, including a nuclear power plant. Back in December a Russian hack of a Vermont utility was all over the news. From the media buzz, one might conclude that power grid infrastructure is teetering on the brink of a hacker-induced meltdown. The real story is more nuanced, however. Scientific American spoke with grid cybersecurity expert Robert M. Lee, CEO of industrial cybersecurity firm Dragos, Inc., to sort out fact from hype. Dragos, which aims to protect critical infrastructure from cyberattacks, recently raised $10 million from investors to further its mission. Before he founded the company, Lee worked for the U.S. government analyzing and defending against cyberattacks on infrastructure. For a portion of his military career, he also worked on the government’s offensive front. His work has given him a front-row view on both sides of infrastructure cybersecurity. [An edited transcript of the interview follows.] How concerned should we be about grid and infrastructure cybersecurity, and what should we be most worried about? The electric grid and most infrastructure we have is actually fairly well built for reliability and safety. We’ve had a strong safety culture in industrial engineering for decades. That safety and reliability has never been thought of from a cybersecurity perspective, but it has afforded us a very defensible environment. As an example: if a portion of the U.S. power grid goes down. We usually anticipate those things for hurricanes or winter-weather storms. And we’re good at moving away from the computers and doing manual operations, just working the infrastructure to get it back. Usually it’s hours, maybe days; never more than a week or so. A lot of these cyberattacks deal with the computer technology and the interconnected nature of the infrastructure. And so when they target it in that way, you’re talking hours, maybe a day, at most a week of disruption. For reasonable scenarios, we’re not talking about a long time of outages, and we’re not talking about compromising safety. Now, the scary side of it is [twofold]. One, our adversaries are getting much more aggressive. They’re learning a lot about our industrial systems, not just from a computer technology standpoint but from an industrial engineering standpoint, thinking about how to disrupt or maybe even destroy equipment. That’s where you start reaching some particularly alarming scenarios. The second thing is, a lot of that ability to return to manual operation, the rugged nature of our infrastructure—a lot of that’s changing. Because of business reasons, because of lack of people to man the jobs, we’re starting to see more and more computer-based systems. We’re starting to see more common operating platforms. And this facilitates a scale for adversaries that they couldn’t previously get. When you say our adversaries are getting more aggressive, what are you referring to? The key events are things like the Ukraine attack in 2015–2016, [in which a cyberattack brought down portions of the Ukrainian power grid], as well as two different campaigns in 2013–2014, BlackEnergy2 and Havex, [two malware programs that were deployed against energy sector companies]. Basically, far-reaching espionage on industrial facilities one year; the next year getting into industrial environments; and then culmination in attacks in 2015–2016. That’s aggressive in itself. For my own firm, what we’re seeing in the [overall] activity in the space is it’s growing. Over the last decade, I have seen adversary activity increase in some measure, and then around 2013–2014 just start spiking. What are the adversaries actually doing in these attacks? [There are two broad categories of attacks.] Stage I intrusions are those designed to gain information. These are the traditional espionage efforts we’ve become accustomed to hearing about, where information is stolen or deleted. A Stage II attack could result in temporary loss of power, physical damage to equipment, or other types of scenarios we often hear about. It is important to note these are not trivial to accomplish. If an attacker wants to progress to a Stage II attack, during the Stage I intrusion they have to steal information specific to [that] industrial environment. The 2013–2014 campaigns that I mentioned were exactly the kinds of Stage I activity that you’d want to use to pivot into a Stage II activity. And so they scared the heck out of all of us. But the stuff we’ve heard about recently—the nuclear site and about a dozen energy companies that were compromised in a phishing campaign that made the news—none of that sounded tailored toward pivoting into a Stage II. Once an adversary has broken into the “business networks” used for email, documents and so on, how far a jump is it for them to access the industrial control system (ICS) networks used to control and monitor the industrial equipment? In nuclear environments, [business networks and control networks are] airgapped—[i.e., computers on one network cannot talk to those on the other]—because of safety regulations. The idea that because you got into the business network you can easily move into the ICS network is ridiculous. That is not true with other industrial infrastructures—electric energy, oil and gas, manufacturing, etc. You absolutely have [ICS] networks that are connected up. The nuance here is that we have a joke in the community: you’ll get security folks who don’t know much about ICS coming in with penetration testers and saying, “Oh my gosh, I found so many vulnerabilities!” And so the joke is, why don’t I just sit you down at the terminal? I will give you 100 percent access. Now make the lights blink. There’s a big gap there. [So the challenge is] not so much getting access. It’s once you get access, do you know what to do in a way that’s not just going to be embarrassing? What motivation do these adversaries have to attack the U.S. grid? I do not feel that there is a legitimate reason for adversaries to disrupt or destroy industrial infrastructure outside of a conflict scenario. Ukraine and Russia is a great example. I don’t necessarily mean declared war, but in places where we see conflict, I think we’ll see industrial attacks: North Korea-South Korea, China-Taiwan. But there are some scenarios that concern me, where we might have our hands forced and not have clarity around what happened. I’m aware of at least one case where a skilled adversary broke into an industrial environment, and in the course of intelligence operations they accidentally knocked over some sensitive system that led to visible destruction and almost to multiple casualties. And the worst part is, we didn’t actually realize it was a failed operation until about a month after, because the forensics and analysis take time. So you could have a scenario where the U.S., Russia, China, Iran—big players—are doing intelligence operations on each other, are doing pre-positioning to have deterrence or political leverage, and mess up that operation in a way that looks like an attack that we do not have transparency on for some time. We do not have international norms around how to handle that. Outside of conflict scenarios, though, I don’t see the advantage to [deliberate] disruptive or destructive attacks. I think we haven’t seen it not because they haven’t wanted to, but because the return on investment is minimal. What’s really advantageous is sitting U.S. congressmen and policymakers fearing what can happen with industrial infrastructure. That fear drives policy far more than actually turning the lights off and having them realize [they will] come back on in six hours.

## 1NR

### FTC Tradeoff---1NR

#### **Algorithmic bias risks nuke war.**

Elsa B. Kania 17. Adjunct fellow with the Technology and National Security Program at the Center for a New American Security, 11/15/17. “The critical human element in the machine age of warfare.” https://thebulletin.org/2017/11/the-critical-human-element-in-the-machine-age-of-warfare/

Today, however, the human in question might be considerably less willing to question the machine. The known human tendency towards greater reliance on computer-generated or automated recommendations from intelligent decision-support systems can result in compromised decision-making. This dynamic—known as automation bias or the overreliance on automation that results in complacency—may become more pervasive, as humans accustom themselves to relying more and more upon algorithmic judgment in day-to-day life.

In some cases, the introduction of algorithms could reveal and mitigate human cognitive biases. However, the risks of algorithmic bias have become increasingly apparent. In a societal context, “biased” algorithms have resulted in discrimination; in military applications, the effects could be lethal. In this regard, the use of autonomous weapons necessarily conveys operational risk. Even greater degrees of automation—such as with the introduction of machine learning in systems not directly involved in decisions of lethal force (e.g., early warning and intelligence)—could contribute to a range of risks.

Friendly fire—and worse. As multiple militaries have begun to use AI to enhance their capabilities on the battlefield, several deadly mistakes have shown the risks of automation and semi-autonomous systems, even when human operators are notionally in the loop. In 1988, the USS Vincennes shot down an Iranian passenger jet in the Persian Gulf after the ship’s Aegis radar-and-fire-control system incorrectly identified the civilian airplane as a military fighter jet. In this case, the crew responsible for decision-making failed to recognize this inaccuracy in the system—in part because of the complexities of the user interface—and trusted the Aegis targeting system too much to challenge its determination. Similarly, in 2003, the US Army’s Patriot air defense system, which is highly automated with high levels of complexity, was involved in two incidents of fratricide. In these stances, “naïve” trust in the system and the lack of adequate preparation for its operators resulted in fatal, unintended engagements.

As the US, Chinese, and other militaries seek to leverage AI to support applications that include early warning, automatic target recognition, intelligence analysis, and command decision-making, it is critical that they learn from such prior errors, close calls, and tragedies. In Petrov’s successful intervention, his intuition and willingness to question the system averted a nuclear war. In the case of the USS Vincennes and the Patriot system, human operators placed too much trust in and relied too heavily on complex, automated systems. It is clear that the mitigation of errors associated with highly automated and autonomous systems requires a greater focus on this human dimension.

#### Algorithmic bias in AI is an existential threat.

Mara Hvistendahl 19 – correspondent with Science magazine, 3/28/19. “Can we stop AI outsmarting humanity?” <https://www.theguardian.com/technology/2019/mar/28/can-we-stop-robots-outsmarting-humanity-artificial-intelligence-singularity>

Existential risks – or X-risks, as Tallinn calls them – are threats to humanity’s survival. In addition to AI, the 20-odd researchers at CSER study climate change, nuclear war and bioweapons. But, to Tallinn, those other disciplines “are really just gateway drugs”. Concern about more widely accepted threats, such as climate change, might draw people in. The horror of superintelligent machines taking over the world, he hopes, will convince them to stay. He was visiting Cambridge for a conference because he wants the academic community to take AI safety more seriously.

At Jesus College, our dining companions were a random assortment of conference-goers, including a woman from Hong Kong who was studying robotics and a British man who graduated from Cambridge in the 1960s. The older man asked everybody at the table where they attended university. (Tallinn’s answer, Estonia’s University of Tartu, did not impress him.) He then tried to steer the conversation toward the news. Tallinn looked at him blankly. “I am not interested in near-term risks,” he said.

Tallinn changed the topic to the threat of superintelligence. When not talking to other programmers, he defaults to metaphors, and he ran through his suite of them: advanced AI can dispose of us as swiftly as humans chop down trees. Superintelligence is to us what we are to gorillas.

An AI would need a body to take over, the older man said. Without some kind of physical casing, how could it possibly gain physical control?

Tallinn had another metaphor ready: “Put me in a basement with an internet connection, and I could do a lot of damage,” he said. Then he took a bite of risotto.

Every AI, whether it’s a Roomba or one of its potential world-dominating descendants, is driven by outcomes. Programmers assign these goals, along with a series of rules on how to pursue them. Advanced AI wouldn’t necessarily need to be given the goal of world domination in order to achieve it – it could just be accidental. And the history of computer programming is rife with small errors that sparked catastrophes. In 2010, for example, when a trader with the mutual-fund company Waddell & Reed sold thousands of futures contracts, the firm’s software left out a key variable from the algorithm that helped execute the trade. The result was the trillion-dollar US “flash crash”.

The researchers Tallinn funds believe that if the reward structure of a superhuman AI is not properly programmed, even benign objectives could have insidious ends. One well-known example, laid out by the Oxford University philosopher Nick Bostrom in his book Superintelligence, is a fictional agent directed to make as many paperclips as possible. The AI might decide that the atoms in human bodies would be better put to use as raw material.

Tallinn’s views have their share of detractors, even among the community of people concerned with AI safety. Some object that it is too early to worry about restricting superintelligent AI when we don’t yet understand it. Others say that focusing on rogue technological actors diverts attention from the most urgent problems facing the field, like the fact that the majority of algorithms are designed by white men, or based on data biased toward them. “We’re in danger of building a world that we don’t want to live in if we don’t address those challenges in the near term,” said Terah Lyons, executive director of the Partnership on AI, a technology industry consortium focused on AI safety and other issues. (Several of the institutes Tallinn backs are members.) But, she added, some of the near-term challenges facing researchers, such as weeding out algorithmic bias, are precursors to ones that humanity might see with super-intelligent AI.

Tallinn isn’t so convinced. He counters that superintelligent AI brings unique threats. Ultimately, he hopes that the AI community might follow the lead of the anti-nuclear movement in the 1940s. In the wake of the bombings of Hiroshima and Nagasaki, scientists banded together to try to limit further nuclear testing. “The Manhattan Project scientists could have said: ‘Look, we are doing innovation here, and innovation is always good, so let’s just plunge ahead,’” he told me. “But they were more responsible than that.”

#### The link turns case---it undermines enforcement.

Alison Jones 20. Professor of Law at King's College London, with William E. Kovacic, March, “Antitrust’s Implementation Blind Side: Challenges to Major Expansion of U.S. Competition Policy.” The Antitrust Bulletin. https://journals.sagepub.com/doi/full/10.1177/0003603X20912884

One possible solution to rigidities that have developed in Sherman Act jurisprudence is for the FTC to rely more heavily on the prosecution, through its own administrative process, of cases based on Section 5 of the FTC Act and its prohibition of “unfair methods of competition.”93 This section allows the FTC94 to tackle not only anticompetitive practices prohibited by the other antitrust statutes but also conduct constituting incipient violations of those statutes or behavior that exceeds their reach. The latter is possible where the conduct does not infringe the letter of the antitrust laws but contradicts their basic spirit or public policy.95

There is no doubt therefore that Section 5 was designed as an expansion joint in the U.S. antitrust system. It seems unlikely to us, nonetheless, that a majority of FTC’s current members will be minded to use it in this way. Further, even if they were to be, the reality is that such an application may encounter difficulties. Since its creation in 1914, the FTC has never prevailed before the Supreme Court in any case challenging dominant firm misconduct, whether premised on Section 2 of the Sherman Act or purely on Section 5 of the FTC Act.96 The last FTC success in federal court in a case predicated solely on Section 5 occurred in the late 1960s.97

The FTC’s record of limited success with Section 5 has not been for want of trying. In the 1970s, the FTC undertook an ambitious program to make the enforcement of claims predicated on the distinctive reach of Section 5, a foundation to develop “competition policy in its broadest sense.”98 The agency’s Section 5 agenda yielded some successes,99 but also a large number of litigation failures involving cases to address subtle forms of coordination in oligopolies, to impose new obligations on dominant firms, and to dissolve shared monopolies.100 The agency’s program elicited powerful legislative backlash from a Congress that once supported FTC’s trailblazing initiatives but turned against it as the Commission’s efforts to obtain dramatic structural remedies unfolded.101

#### Turns the economy---algorithmic bias drains business profitability.

Kalinda Ukanwa 21. Assistant professor of marketing at the University of Southern California’s Marshall School of Business, 5/23/21. “Algorithmic bias isn’t just unfair — it’s bad for business.” https://www.bostonglobe.com/2021/05/23/opinion/algorithmic-bias-isnt-just-unfair-its-bad-business/

These moves respond to growing concerns that algorithms have been reproducing discrimination in situations such as home lending, the allocation of health care, and decisions about who deserves parole. While many people hoped machines could help us make fairer decisions, as the use of AI has exploded it’s become clear that all too often they simply replicate and even amplify our existing prejudices.

An important part of the story has been missing, however. It’s one that might make businesses more amenable to regulation or even preclude the need for it by motivating them to act on their own. Algorithmic bias is not only a pressing ethical and societal concern — it’s also bad for business.

My research shows that over time, word of mouth about algorithmic bias among customers will hurt demand and sales and cut into profits. This damage won’t just hit a few unlucky companies that find themselves embroiled in public controversy around algorithmic discrimination. It can occur even if the inner workings and biases of an algorithm remain invisible to the public.

To understand how this can happen, consider one tech giant’s failed attempts at algorithmic design. In 2014, Amazon launched an internal tool to evaluate resumes. Although the algorithm was not programmed to look at the gender of the job applicants, it was trained using data from the company’s previous decade of hiring decisions, and the applications in that period mainly came from men. Based on past patterns, the algorithm learned to downgrade resumes that mentioned certain women-only colleges or women’s sports or clubs.

Amazon dropped that tool once these biases were discovered, but companies still widely use algorithms for recruiting and hiring. Not only are employers potentially missing out on valuable candidates, but over time these losses will compound through word of mouth. People learn about opportunities from members of their social circles, who often have race, age, gender, and other demographic characteristics in common. When women hear that their female friends and colleagues have been passed over for jobs at a particular company, they are less likely to apply, even if they know nothing about why these other candidates were rejected.

Using group characteristics to make decisions about whether and how to provide services to individual consumers may seem logical in some cases and may even be profitable in the short term. For example, a property manager might believe there are legitimate business reasons to choose tenants based on their age or education level. But my research, which uses computational methods to simulate consumer behavior, shows that these types of “group-aware” algorithms will tend to become less profitable over time.

In a study I conducted with Roland Rust, we simulated how customers would respond to two banks. One bank is “group-aware” and has various loan-approval thresholds for members of different groups. For example, women might have to meet a higher standard than men to get a loan. The other bank in the model is “group-blind”: It has the same approval threshold for every applicant.

Our model indicates that most members of the favored group meet the loan threshold at both banks, so they are likely to apply to either. But members of the group being discriminated against learn from one another to avoid the group-aware bank in favor of the group-blind one. Furthermore, members of the group experiencing discrimination also influence some members of the favored group to avoid the group-aware bank. As time passes, there is a net movement of customers toward the group-blind bank, hurting the profitability of the group-aware bank.

In short, when consumers learn from one another that a company is less likely to serve them, even if the discrimination is unintentional, they’ll avoid that company and it’ll lose revenue.

Algorithms often become group-aware when they aren’t intended to be. AI teases out correlations in the data that serve as stand-ins for group membership. For example, in our geographically segregated society, ZIP codes and other location data are a common proxy for race. Ride-sharing companies discovered the problem when a study revealed that their location-based pricing algorithms charge customers more for rides to or from neighborhoods primarily occupied by people of color. In other words, programming an AI system to ignore people’s gender or race or leaving this information out of the data set entirely isn’t enough to ensure an algorithm is group-blind.

What can companies do to make algorithms treat people fairly? Here are three key steps they can take:

1. Rather than removing group identifiers, businesses should include demographic characteristics in their data so they can continually audit their algorithms to determine whether they inadvertently discriminate against certain groups. There are a number of tools to evaluate whether bias is creeping in. IBM’s AI Fairness 360 is an open-source tool kit that helps detect bias in machine learning models. Microsoft’s FATE research group produces reports and tools aimed at reducing bias and increasing transparency and accountability in AI.

2. Companies can model how their systems’ decisions will affect demand over the long run among consumers who learn that some groups are treated differently. For example, if a bank used a model similar to the one in my study, it could easily see the long-term impact of a group-aware algorithm for making loans.

3. Whenever possible, algorithms should be designed to make decisions using context-specific data about individuals — looking at someone’s bill payment frequency in loan decisions, for example, or a patient’s cholesterol levels in health care, or a student’s grades in education — rather than trying to infer such information from other data points like their education level or where they live. The data used to train the algorithm is important too. Increasing the variation among and representation of different kinds of consumers allows algorithms to better evaluate individuals on their own merits.

Algorithms can lead to fairer outcomes, but only if they are designed and managed carefully. As computers increasingly make influential decisions about our lives, from the health care and financial services we receive to our educational and career prospects, we must remain alert to the potential for bias. There are strong ethical and moral reasons to do so, but there is also a business case to be made. We need to make sure companies understand how algorithmic bias can hurt their bottom lines.

#### 2. It’s the FTC.

Alden F. Abbott 20. General Counsel, U.S. Federal Trade Commission. Keynote Address, IP Watchdog CON2020 Virtual Conference. 9-17-2020. https://www.ftc.gov/system/files/documents/public\_statements/1581598/abbott\_ip\_watchdog\_speech\_09-17-20.pdf

For over 20 years, the FTC has used policy tools to address emerging issues at the intersection of antitrust and IP. These efforts include convening public hearings to examine issues such as the role of patent quality and the role of antitrust in promoting innovation. • 2003 FTC Report on the Patent System; 2007 joint FTC-DOJ Report on Antitrust Enforcement and IP Rights (how antitrust and IP can align with the patent system to promote innovation); 2009 FTC Report on Biologic Drug Competition; and 2011 FTC Evolving Marketplace Report (emphasis on notice to public of what a patent protects and remedies for patent infringement). • Also, FTC Act 6(b) reports (e.g., 2016 Patent Assertion Entities Report). • Section 6(b) empowers FTC to conduct wide-ranging studies that do not have a specific law enforcement purpose, enhance quality of policy dialogue. • Also, FTC files amicus briefs and advocacy letters.

#### It is not the DOJ.

Elizabeth A. N. Hass et. al. 18. James T. Mckeown, John F. Nagle, Kate E. Gehl. Partner and litigation attorney with Foley & Lardner LLP, and current vice chair of the firm’s national Antitrust Practice Group. partner in Foley & Lardner LLP's Milwaukee office, is a member and the former chair of the firm’s national Antitrust Practice and is a former member of the firm’s Management Committee.  senior counsel and litigation lawyer with Foley & Lardner LLP. DOJ and FTC Signal Shifts in Antitrust Enforcement of Essential Patent Disputes. No Publication. 10-10-2018. https://www.foley.com/en/insights/publications/2018/10/doj-and-ftc-signal-shifts-in-antitrust-enforcement

FTC’s Approach to FRAND Violations

Although the DOJ’s New Madison Approach has attracted considerable publicity, historically the FTC, and not the DOJ, intervened most frequently on behalf of implementers in FRAND disputes over the past two decades. Accordingly, Chairman Simons’ recent comments – even if representing his personal views – may mark a more significant change in enforcement actions in the United States.

Speaking to the Global Antitrust Enforcement Symposium at Georgetown University Law Center,4 Simons echoed his counterpart at the DOJ, stating, “We agree with the division leadership that a breach of a FRAND commitment standing alone is not sufficient to support a Sherman Act violation. The same is true even for a fraudulent promise to abide by a FRAND commitment. More is needed.”

#### It directly undermines privacy enforcement.

David Hyman 19 – Professor at Georgetown University Law Center, with William E. Kovacic, “Implementing Privacy Policy: Who Should Do What?” 29 Fordham Intell. Prop. Media & Ent. L.J. 1117 (2019). https://ir.lawnet.fordham.edu/iplj/vol29/iss4/3

The case for making an enhanced FTC the national privacy regulator is straightforward. Of all U.S. privacy implementation institutions, the FTC has unequaled capacity in the form of expert case handling and policy teams and physical resources (including the development, over the past decade, of an internet laboratory to do high-quality forensic work, and the hiring of technology experts to assist in that effort). The agency’s capacity also is the product of extensive experience in applying its UDAP authority and enforcing statutes such as the FCRA and COPPA. The FTC has a broad portfolio of policy instruments (litigation, rulemaking, consumer and business education, data collection, the preparation of reports, the convening of conferences), and it has demonstrated its ability to use all of them to good effect in the privacy domain. The FTC’s stature as an independent agency gives it additional credibility in the eyes of foreign officials, who generally distrust the vesting of privacy powers in an executive department.

Within an enhanced FTC, privacy policy implementation also would be informed by the Commission’s larger experience with consumer protection. The FTC’s privacy unit is one part of its Bureau of Consumer Protection, rather than being a self-contained bureau. This reflected the institution’s reasonable view that the effort to safeguard consumer interests in “privacy” was one dimension of “consumer protection,” rather than a wholly distinct policy realm. Our impression is that many matters that involve privacy issues also raise problems that fit within other areas of the FTC’s consumer protection program. The analysis of the “privacy” issue often benefits from perspectives developed in the course of applying the agency’s deception and unfairness authority in other cases. The intertwining of privacy issues with other consumer protection concerns in many scenarios has important implications for how the mandate of a privacy agency should be defined. In whatever setting one ultimately might place a “privacy” mandate, we would expect that the host agency would have a mandate that incorporates powers that traditionally have been associated with the FTC’s broader consumer protection program.83

The FTC’s expertise in antitrust should also help it develop and enforce privacy policy. Enforcing antitrust law has given the FTC ongoing involvement in multiple high-tech markets—as well as an understanding of how competition can motivate companies to offer better privacy protections. The FTC’s work in both consumer protection and antitrust draws upon a Bureau of Economics with over 80 PhDs in economics.84 The Bureau of Economics has developed considerable skill in sub-disciplines (including behavioral economics) with special application to privacy issues.

Of course, inputs are not the same thing as outputs. The FTC has not always achieved the full integration of perspectives that the combination of these institutional capacities would permit. And, although there are policy complementarities across the domains of antitrust, consumer protection, and privacy, this combination of functions is not an unmixed blessing. An agency with all three functions might seek to use its position as a gatekeeper with respect to one policy domain to leverage concessions from firms over which it exercises oversight in another domain.85 Such temptations have been present when the FTC has applied its antitrust powers to review mergers involving companies in the information services sector.86

Finally, there is the possibility that any one of these functions might be diminished if all three are contained in the same agency. An agency focused solely on privacy will make privacy policy its single concern. An agency responsible for antitrust, consumer protection, and privacy is likely to find itself making tradeoffs as it sets priorities for how to use its resources.

#### FTC is cash-strapped---the plan destroys other enforcement priorities.

Nicolás Rivero 21. Technology reporter at Quartz. “Biden’s antitrust crusaders can’t crusade without Congress.” 3/11/21. https://qz.com/1982437/lina-khan-and-tim-wu-need-congress-to-push-their-antitrust-agenda/

But there are clear limits to their power. The most the FTC can do is bring more antitrust cases that ask courts for more aggressive remedies, like breakups. That would allow the agency to make a point about what it considers acceptable business behavior. But many of those lawsuits would be bound to lose in front of judges who have grown far more skeptical of antitrust cases over the past four decades and far more conservative over the past four years.

A larger caseload would also require Congress to approve more funding for the cash-strapped agency, which is already struggling to pay for its current docket. “The agencies have been asked on many occasions to do a lot with relatively little…but it’s not for free,” says former FTC chair and George Washington University law professor Bill Kovacic. If the FTC wants to pursue more large cases without a bigger budget, “they’ll have to make choices, and those choices will involve backing off of other areas of enforcement.”

#### The FTC doesn’t have the resources for expanded antitrust enforcement.

Alex Kantrowitz 20 – Silicon Valley-based journalist covering Big Tech and society, 9/17/20. “‘It’s Ridiculous’: Underfunded U.S. Regulators Can’t Keep Fighting the Tech Giants Like This.” https://onezero.medium.com/its-ridiculous-underfunded-u-s-regulators-can-t-keep-fighting-the-tech-giants-like-this-3b57487b4d63

As politicians, the press, and the public scrutinize the tech giants and grow wary of their power, the most important organizations tasked with restraining them — the U.S. regulatory agencies — aren’t getting enough funding to do the job. “The agencies are severely resource-constrained,” Michael Kades, an-ex FTC trial lawyer who spent 11 years at the agency, told Big Technology. The Federal Trade Commission and Department of Justice’s antitrust division have a combined annual budget below what Facebook makes in three days. The FTC runs on less than $350 million per year, the DOJ’s antitrust division on less than $200 million. Facebook made $18 billion last quarter alone. The funding disparity between the tech giants and their regulators leads to an unbalanced fight, current and ex-staffers said: The agencies can’t investigate the tech giants to the extent they’d like. They might shy away from complex cases fearing a resource-draining battle. And when they investigate the tech giants, they often see former colleagues with intricate knowledge of their strategy and ability to act (or lack thereof) representing these companies. Without significant budget increases, the tech giants may well continue to act unrestrained with little fear of repercussions. “DOJ is under-resourced, FTC it’s ridiculous,” one ex DOJ-staffer told Big Technology. This doesn’t mean these agencies are entirely hamstrung; they can typically marshall the resources to bring a clear-cut case. “They want to win,” one ex-FTC official said. “If it’s really egregious, and they find that in discovery, the attorneys are going to put a case together and go after it.” But when you can only take up a limited number of cases due to resource constraints, things inevitably slip through. “When I was there, the privacy wing had maybe 50 people, and that’s probably generous. That’s lawyers, support staff, everyone,” Justin Brookman, the former policy director at the FTC’s office of technology research and investigation, told Big Technology. “If they were to bring a case, that would tie up half the resources of the group. And they had two litigations ongoing and that took up most of everyone’s time.” The agency’s budget has barely increased since Brookman left in 2017, while the tech giants have added trillions of dollars to their market caps. Inside the FTC and DOJ, employees are aware of the tech giants’ ability to fight, and the corporations’ budgets tend to live inside their heads. “Facebook will have the ability to raise every single issue, if they want to,” Kades said. “It doesn’t have to be a winner, doesn’t have to be close to winner. If they wanted to take this position in litigation, they can make every procedural maneuver difficult, they can not cooperate on discovery, they can fight on scheduling, they don’t have to win even half of those, but it would just suck up resources.” The ability to do this, not even the action itself, can impact regulators’ thinking. Agency staffers are typically mission-driven and knowingly work for salaries below private-sector rates, but the resource-rich tech giants are now poaching directly from agencies at a rate remarkable even for Washington’s revolving door between the private and public sector.

#### The FTC is looking to avoid added prohibitions.

MARIANELA LOPEZ-GALDOS 21. Global Competition Counsel at the Computer & Communications Industry Association, 7/28/21. “Policy Decisions of Antitrust Institutions Series: The Future of the FTC and Its Perils.” https://www.project-disco.org/competition/072821-policy-decisions-of-antitrust-institutions-series-the-future-of-the-ftc-and-its-perils/

But most importantly, the Section 5 Policy Guidelines acted as the guardrails to avoid situations where the FTC, in an effort to expand its enforcement authority, would lose many antitrust stand-alone Section 5 cases in court, to the detriment of the institution itself. Indeed, the Section 5 Policy Guidelines were the result of lessons learned throughout the history of the FTC and represented a tool to avoid history repeating itself. In this respect, it is important to recall that back in the 70s, under Chairman Pertschuck, and in the following years, the FTC suffered immensely due to disparities between enforcement promises and implementation capabilities. Much of the institutional suffering came from the agency not self-imposing limitations and standards to bring cases under Section 5 of the FTC Act which led to numerous litigation losses, consequential institutional reputational damage, and lack of political support.

#### The XO is vague and has no specific implications---they have no ev that says other agencies will be able to fill in and conduct enforcement instead of the FTC---even if it is theoretically possible, they have read ZERO ev it is realistic.

Masuda et. al. 21. Funai, Eifert & Mitchell, Ltd. Masuda, Funai, Eifert & Mitchell, Ltd. is a U.S. law firm headquartered in Chicago, Illinois, “The Implications of President Biden's "Executive Order on Promoting Competition in the American Economy" 8.18.21. https://www.masudafunai.com/articles/the-implications-of-president-bidens-executive-order-on-promoting-competition-in-the-american-economy?utm\_source=Mondaq&utm\_medium=syndication&utm\_campaign=LinkedIn-integration

On July 9, 2021, President Joe Biden signed a sweeping executive order titled the “Executive Order on Promoting Competition in the American Economy” (the “Order”), affirming the policy of the Biden administration to “enforce the antitrust laws to combat the excessive concentration of industry, the abuses of market power, and the harmful effects of monopoly and monopsony.” To achieve this, the Order, among other things, directs regulatory agencies to assert oversight over certain business practices and encourages regulatory agencies to develop and/or strengthen rules. The Order includes 72 initiatives by more than a dozen federal agencies.

The Order specifically cites the areas of “labor markets, agricultural markets, Internet platform industries, healthcare markets (including insurance, hospital, and prescription drug markets), repair markets, and United States markets directly affected by foreign cartel activity.” The scope of this order is broad. On the other hand, the Order itself does not create new regulations or laws, leaving the specific implications of it vague.

#### 1. Actualizing scrutiny to bias is key.

K.C. Halm 21. Partner at Davis Wright Tremaine LLP, with Nancy Libin, 4/26/21. “FTC Warns of Greater Scrutiny Over Biased AI, Offers Best Practices to Mitigate Potential Harm.” https://www.dwt.com/blogs/artificial-intelligence-law-advisor/2021/04/ftc-ai-bias-best-practices-guidance

Building on prior guidance issued in 2020, the Federal Trade Commission (FTC) recently warned in a new blog post that it will use its authority under existing laws to take enforcement action against companies that sell or use algorithms or artificial intelligence (AI) technology that results in discrimination by race or other legally protected classes. The agency urged companies developing or using AI to ensure their AI tools or applications do not result in biased outcomes because a failure to do so may result in "deception, discrimination—and an FTC [] enforcement action." The agency's latest pronouncement leaves no doubt that the FTC will be actively reviewing the market for potential bias or discrimination when AI-enabled applications and services are used to provide access to housing, credit, finance, insurance, or other important services. As our readers know, AI is emerging as a transformative technology that is enabling new systems, tools, applications, and use cases. At the same time, perceived risks arising from potential bias, discrimination, or other negative outcomes is leading regulators to look more closely at both the benefits and potential risks of the technology. To that end, the FTC is moving quickly to assert itself as a leading regulator with authority to oversee a broad range of AI providers, systems, and applications on the market. Basis of Potential AI-related FTC Enforcement Actions Three statutes provide the FTC significant authority to act in this area. Specifically, Section 5 of the FTC Act prohibits unfair or deceptive practices. The FTC's latest statement suggests that the agency believes it can use Section 5 authority, for example, to penalize entities selling or using "racially biased algorithms." Further, the agency also has authority to act under the Fair Credit Reporting Act (FCRA), which could be applied when an algorithm is used in a process that results in the denial of employment, housing, credit, insurance, or other benefits. Similarly, the Equal Credit Opportunity Act (ECOA)—which prohibits a company from using a biased algorithm that results in credit discrimination on the basis of race, color, religion, national origin, sex, marital status, age, or because a person receives public assistance—could be another basis for the agency to act. Thus, for example, if your algorithm results in credit discrimination against a protected class, you could find yourself facing a complaint alleging violations of the FTC Act and ECOA. Notably, the FTC's blog post is framed as both guidance and a reaffirmation that the FTC has been policing issues around AI and big data for many years and sends a clear signal that it intends to do so going forward. This reinforces Acting Chair Rebecca Kelly Slaughter's recent speech on algorithmic discrimination in which she cited a study demonstrating that an algorithm used with good intentions—to target medical interventions to the sickest patients—ended up funneling resources to a healthier, white population, to the detriment of sicker, patients of color. She asked the FTC staff "to actively investigate biased and discriminatory algorithms" and expressed an interest "in further exploring the best ways to address AI-generated consumer harms." Indeed, as we explained in recent blog posts, recent FTC enforcement actions reflect increased scrutiny of companies using algorithms, automated processes, and/or AI-enabled applications. The FTC's recent settlement with Everalbum is instructive in that it illustrates the agency's latest remedial tool: the so-called "disgorgement" of ill-gotten data. In the recent enforcement case, the FTC alleged that Everalbum, an app developer that used photos uploaded by users to train its facial recognition technology, failed to properly obtain users' consent. The agency also alleged that Everalbum made false statements about the users' ability to delete their photos upon deactivating their accounts. On these facts, the FTC secured a settlement and consent decree that required Everalbum to delete algorithms that used the data obtained without consent—a remedy that is akin to the "fruit of the poisonous tree" concept—and obtain consent before using facial recognition technology on user content. The FTC's latest reaffirmation of its authority to act in this area demonstrates that the agency will hold businesses accountable for using AI that may result in biased outcomes or for making promises that the technology cannot deliver. Its message is clear: "Hold yourself accountable – or be ready for the FTC to do it for you."

#### 2. FTC enforcement key to check algorithmic bias.

Heather Landi 21 – senior editor at Fierce Healthcare, 4/22/21. “FTC issues warning that using biased AI could violate consumer protection laws.” https://www.fiercehealthcare.com/tech/ftc-issues-warning-using-biased-ai-could-violate-consumer-protection-laws

The Federal Trade Commission issued a warning to businesses and health systems this week that the use of discriminatory algorithms could violate consumer protection laws.

It could signal that the agency plans to take a hard look at bias in artificial intelligence technologies.

"Hold yourself accountable—or be ready for the FTC to do it for you," Elisa Jillson, an attorney in FTC’s privacy and identity protection division, wrote in an official blog post.

The FTC Act prohibits unfair or deceptive practices. That would include the sale or use of—for example—racially biased algorithms, Jillson wrote.

Using biased AI technology also could potentially violate the Fair Credit Reporting Act, which comes into play in certain circumstances where an algorithm is used to deny people employment, housing, credit, insurance, or other benefits and also the Equal Credit Opportunity Act, according to the FTC. The ECOA makes it illegal for a company to use a biased algorithm that results in credit discrimination on the basis of race, color, religion, national origin, sex, marital status, age, or because a person receives public assistance.

"Under the FTC Act, your statements to business customers and consumers alike must be truthful, non-deceptive, and backed up by evidence," Jillson wrote in the blog post. "In a rush to embrace new technology, be careful not to overpromise what your algorithm can deliver. For example, let’s say an AI developer tells clients that its product will provide “100% unbiased hiring decisions,” but the algorithm was built with data that lacked racial or gender diversity. The result may be deception, discrimination—and an FTC law enforcement action."

Jillson cited the example of using AI for COVID-19 prediction models to help health systems combat the virus through efficient allocation of ICU beds, ventilators, and other resources. But a recent study in the Journal of the American Medical Informatics Association suggests that if those models use data that reflect existing racial bias in healthcare delivery, AI that was meant to benefit all patients may worsen healthcare disparities for people of color, according to Jillson.

One study that has been widely cited found that a commonly used healthcare algorithm that helps determine which patients need additional attention was found to have a significant racial bias, favoring white patients over blacks ones who were sicker and had more chronic health conditions. The algorithm used health costs to predict and rank which patients would benefit most from extra care that could help them stay on their medications or keep them out of the hospital. But researchers said that using health costs as a proxy for health needs is biased because black patients, facing disproportionate levels of poverty, often spend less on health care than whites.

The authors of the study, which was published in the journal Science, estimated that this racial bias reduces the number of black patients identified for extra care by more than half.

Citing that study, Jillson wrote that businesses need to test their algorithms—both before you use it and periodically after that—to make sure that it doesn’t discriminate on the basis of race, gender, or other protected class.

In a tweet, University of Washington School of Law professor Ryan Calo called the FTC's strong language a "shot across the bow."

The blog post signals "a shift in the way the FTC thinks about enforcing the FTC Act in the context of emerging technology. The concreteness of the examples coupled with repeated references to statutory authority is uncommon," Calo wrote.

The FTC outlined a number of recommendations for businesses and health systems to address bias in AI technology including being more transparent about the data being used and using independent researchers to evaluate the algorithms.

"As your company develops and uses AI, think about ways to embrace transparency and independence — for example, by using transparency frameworks and independent standards, by conducting and publishing the results of independent audits, and by opening your data or source code to outside inspection," Jillson wrote.

If an AI model causes more harm than good—that is, in FTC parlance, if it causes or is likely to cause substantial injury to consumers that is not reasonably avoidable by consumers and not outweighed by countervailing benefits to consumers or to competition—the FTC can challenge the use of that model as unfair, she wrote.

The stern warnings about selling and using discriminatory AI technology and overpromising on their capabilities suggest the FTC might be eyeing stricter enforcement.

#### 3. FTC enforcement keeps the AI industry in line.

Ryan Calo 21. Professor of Law, University of Washington, 4/27/21. “FTC warns the AI industry: Don’t discriminate, or else.” https://theconversation.com/ftc-warns-the-ai-industry-dont-discriminate-or-else-159622

The U.S. Federal Trade Commission just fired a shot across the bow of the artificial intelligence industry. On April 19, 2021, a staff attorney at the agency, which serves as the nation’s leading consumer protection authority, wrote a blog post about biased AI algorithms that included a blunt warning: “Keep in mind that if you don’t hold yourself accountable, the FTC may do it for you.”

The post, titled “Aiming for truth, fairness, and equity in your company’s use of AI,” was notable for its tough and specific rhetoric about discriminatory AI. The author observed that the commission’s authority to prohibit unfair and deceptive practices “would include the sale or use of – for example – racially biased algorithms” and that industry exaggerations regarding the capability of AI to make fair or unbiased hiring decisions could result in “deception, discrimination – and an FTC law enforcement action.”

Bias seems to pervade the AI industry. Companies large and small are selling demonstrably biased systems, and their customers are in turn applying them in ways that disproportionately affect the vulnerable and marginalized. Examples of areas where they are being abused include health care, criminal justice and hiring.

Whatever they say or do, companies seem unable or unwilling to rid their data sets and models of the racial, gender and other biases that suffuse society. Industry efforts to address fairness and equity have come under fire as inadequate or poorly supported by leadership, sometimes collapsing entirely.

As a researcher who studies law and technology and a longtime observer of the FTC, I took particular note of the not-so-veiled threat of agency action. Agencies routinely use formal and informal policy statements to put regulated entities on notice that they are paying attention to a particular industry or issue. But such a direct threat of agency action – get your act together, or else – is relatively rare for the commission.

What the FTC can do – but hasn’t done

The FTC’s approach on discriminatory AI stands in stark contrast to, for instance, the early days of internet privacy. In the 1990s, the agency embraced a more hands-off, self-regulatory paradigm, becoming more assertive only after years of privacy and security lapses.

How much should industry or the public read into a blog post by one government attorney? In my experience, FTC staff generally don’t go rogue. If anything, that a staff attorney apparently felt empowered to use such strong rhetoric on behalf of the commission confirms a broader basis of support within the agency for policing AI.

Can a federal agency, or anyone, define what makes AI fair or equitable? Not easily. But that’s not the FTC’s charge. The agency only has to determine whether the AI industry’s business practices are unfair or deceptive – a standard the agency has almost a century of experience enforcing – or otherwise in violation of laws that Congress has asked the agency to enforce.

#### 4. FTC action structurally combats algorithmic bias.

Rebecca Kelly Slaughter 21. FTC Commissioner, August 2021. “Algorithms and Economic Justice: A Taxonomy of Harms and a Path Forward for the Federal Trade Commission.” https://law.yale.edu/sites/default/files/area/center/isp/documents/algorithms\_and\_economic\_justice\_master\_final.pdf

This article offers three primary contributions to the existing literature. First, it provides a baseline taxonomy of algorithmic harms that portend injustice, describing both the harms themselves and the technical mechanisms that drive those harms. Second, it describes my view of how the FTC’s existing tools—including section 5 of the FTC Act, the Equal Credit Opportunity Act, the Fair Credit Reporting Act, the Children’s Online Privacy Protection Act, and market studies under section 6(b) of the FTC Act—can and should be aggressively applied to thwart injustice. And finally, it explores how new legislation or an FTC rulemaking under section 18 of the FTC Act could help structurally address the harms generated by algorithmic decision-making.
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